
b)(6) 

From 
(b)(6) 

 

To: "Visconti, Jay (b)(6) 

 

Subject: parking 

Date: 2016/02/17 15:37:00 

Priority: Normal 

Type: Note 

Hi Jay, 

kb)(6)  asked if CBP would provide a parking spot for General Allen for the CVE subcommittee meeting on 

Friday? Is it possible? 

Thanks  
b)(6) I 

(b)(6) 

Director, Homeland Security Advisory Council 
U.S. De artment of Homeland Security 

ffice 
ell 

Sender: 
(b)(6) 

"Visconti, Jay (b)(6) Recipient: 

Sent Date: 

Delivered Date: 

2016/02/17 15:37:25 

2016/02/17 15:37:00 
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HSAC Bi-Weekly Meeting Phone Call Notes 

February 18, 2016 —FEMA Brian Kamoie 

Topic: Discussing the FY-2016 funding initiative. 

Funding levels FY 16 

• Funding levels stable with last year. 

o Urban areas sec program — Congress directed move of 7 million to urban areas (across 

29 urban areas). 

o Policy change — Full implementation of Presidents Order on how to address federal 

support to local law enforcement by DoD 1033 program and procurement of ex-mil 

equipment through DHS grants. 

• Policy changes was designation of certain equipment as either prohibited or 

controlled for release from DoD to Police. 

• Most prohibited materials include items that few grantees would have 

wanted. 

o Banned urban camo uniforms. (law enforcement can get this on 

their own funds though). 

o MRAPs, certain calibers of weapons, tracked wheel vehicles 

remain prohibited with Homeland funds. 

• Controlled equipment list (items were grantees have to comply with 

additional requirements) 

o This involves clear and more in depth explanation of use, need, 

record keeping on equipment use, and training on how to use it. 

• Rotary wing aircraft 

• Incident command vehicles 

• Following Paris attacks —Congress moved to give Secretary DHS 50 million in 

FY16 to address emerging threats like... 

• Paris type attacks 

• Threat of violent extremism 

o Money has a 2 year period availability so it has to be given out 

by 2017 

• 10 million will be made available through a national competition. This 

competition will be between programs meant to help counter violent 

extremism. 

o Provides sharable ideas and best practices 

• 39 million go to programs that focus mitigating "Paris like" highly 

coordinated attacks. 

o 1 million will go expanding existing countering violent 

extremism activities. 
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From. 
Miron, Mike kb)(5) 

 

(b)(5) 

 

To. 
"Wenger, Lauren I(b)(5) 

 

(b)(5) I 

CC. 
"Morgenthau Saratil(b (5) 

 

(b)(5) 

 

Subject: Please ADD FISAC ED Sarah Morgenthau to CVE email list 

Date: 2015/02/26 12:43:00 

Priority: Normal 

Type: Note 

Thank you. Mike 

Sender:i
nt-on, Mike 1(b)(5) 
1(b)(5)  
"Wender, Lauren kb)(5) 
(b)(5) I  
' Morgentnau, Sarah 1(b)(5) 
(b)(5) 

Recipient' 

Sent Date: 2015/02/26 12:43:31 

Delivered Date: 2015/02/26 12:43:00 
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From:
(b)(5) 

 

To • 

Subject: 
 b)(5) 

"Acker, Jordan (b)(5) 

    

please close out of all memos you aren't using 

Date: 2012/02/23 18:56:00 

Type: Note.EnterpriseVault.Shortcut 

I need to print extra copy of the CVE materials 

(b)(5) 

 

urrice or tne ueputy Secretary 
U.S. Department of Homeland Security 
Office: (b)(5) 

  

 

Mobile: 

        

           

           

     

(b)(5) 

    

         

  

Sender: 

       

           

  

I"Acker, Jordan 
Recipient 

(b)(5) 

(b (5) 

  

  

Sent Date: 

  

2012/02/23 18:56:06 

  

 

Delivered Date: 

  

2012/02/23 18:56:00 
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Terrorism and 
Extremist 
Violence in 

User-friendly, web-based 
portal to support analysis of 
terrorism trends and data-

 

START — National 
Consortium for the Study of 
Terrorism and Responses 

 

From
(b)(6) 

 

Toi(b)(6)  :CVE Working Group (b)( 
81 

    

Subject: Please Join Us May 19! 
Date: 2016/05/09 10:43:07 

Priority: Normal 
Type: Note 

Hello everyone, 

Please see the event announcement below — we hope you are available to join us to learn more 
about S&T's Centers of Excellence technology initiatives! Also, we encourage you to forward 
this message to anyone who may also find this event of interest. Thanks! 

I II 

OUP Tech Showcase Banner 923 

OHS S&T Center of Excellence 
Technology Showcase 

Registration is open! 
May 19, 2016 
9:00 am — 4:00 pm 
Washington, DC 

Explore tools or talk to experts in: 
Border Security - Explosives Detection - Risk and Economic Analysis - Natural Hazards - Data 

& Visual Analytics - Food Defense - Terrorism Studies - Animal Disease Defense - Maritime and 

Arctic Security - Critical Infrastructure Resilience - Training Opportunities - Hosting Interns - 
Working with the COEs 

See demonstrations of analytical tools including: 
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the United driven decision-making. to Terrorism 
States 

  

(TEVUS) 

  

Database 

  

Video Be on Visual analytics system that CVADA-Purdue — Co-lead 
the Lookout helps identify subjects of for the Center for 
(vBOLO) Tool interest as they are Visualization and Data 

 

captures on surveillance 
video. (Emerging) 

Analytics 

See the full list of tools and technology here. 

This event is free and open to the public. Please feel free to forward this invitation. 
Hosted by Stevens Institute of Technology 
Ronald Reagan Building and International Trade Center 

Suite G-17 

1300 Pennsylvania Ave NW 
Washington, DC 20004 

Centers of Excellence are a DHS Science and Technology Directorate program managed by the 
Office of University Programs. 

For more information on COEs, visit the Virtual Showcase  or 

email universityprograms@hq.dhs.gov. 

DHS_S&T jogo_blue_small3 

If the registration link above does not work for you, try copying and pasting this into your 
browser: 
http://www.cvent.com/d/rfgdxv  

(b)(6) 

Support Contractor 
Office of University Programs 
Science and Technology Directorate 
Department of Homeland Security 
(b)(6) 
Office (b)(6) 

Sender: 
(b)(6) 
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Recipient' 'S 
Working Group (b)(6) 

Sent Date: 

Delivered Date: 

2016/05/09 10:43:04 

2016/05/09 10:43:07 
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From. 
Morgenthau, Sarah (b)(6) 

  

(b)(6) 

To: 

 

Subject: Please send me the cve subcommittee roster in body of the email 

Date: 2015/12/17 15:12:49 

Type: Note 

senden jMorgenthau, Sarah 1(b)(6) 

Recipient: 

Sent Dat:12015/12/17 15:12:49 

(b)(6) 
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Snyder, Nathaniel 
b)(6) 

(b)(6) 
From. 

"CVE Working Group (b) 6) 
b)(6) T 

Subject: Please use this # for call 

Date: 2011/12/07 15:34:51 

Note.EnterpriseVault.Shortcut Type: 

(b)(7)(E) 

PIN: (b)(7)(E) 

Thanks, 

(b)(6) 

Nate Snyder 
US Dept of Homeland Security 
Cell:b)(6) I  
Email: (b)(6) 

3WICS  
Message sent via BlackBerry 

'Snyder, Nathaniel </ 
Sender 

 

"CVE Working Group 

 

Recipient 
(b)(6) 

  

Sent Date: 2011/12/07 15:34:50 

Delivered Date: 2011/12/07 15:34:51 

Message Flags: Unread 

 

(b)(6) 
(b)(6) 
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Statement of Purpose  

There are several priorities the Homeland Security Advisory Council (HSAC) is focusing on for 
the remainder of the year. One of the largest undertakings is to help our subcommittees complete 
their final reports and recommendations and ensure that all follow up and coordination within the 
Department has been addressed. The Cybersecurity Subcommittee and Countering Violent 
Extremism Subcommittee have both been operating under an aggressive timeline and they are 
both on track to present their findings in October. The leadership for both subcommittees have a 
strong understanding that those issues are high priority for the Department and are committed to 
producing a report that is thoughtful, insightful and creates fresh ideas and actionable items for 
the Department and the Secretary. 

There are three goals I have set for myself and my team for the rest of the year. The first is for 
the Homeland Security Advisory Council (HSAC) staff to help our subcommittees complete 
their final reports and coordinate with leadership in the Department to implement the 
recommendations the HSAC provides to the Secretary. The HSAC's Cybersecurity 
Subcommittee and Countering Violent Extremism Subcommittee are both operating on 
aggressive timelines and are on track to provide recommendations to the Secretary in the coming 
months. The HSAC staff is working with the leadership of the subcommittees to think big and 
address both focus areas in thoughtful and non-traditional ways. 

It is our responsibility to help the subcommittees produce reports that are insightful and put forth 
fresh ideas and actionable items for the Department and the Secretary. The biggest obstacle to 
fully achieving this goal is the lack of time left in the Administration. The subcommittees will 
complete their work but it will be a challenge to implement any recommendations when there is 
potential staff attrition and turnover in Department leadership due to a change in 
Administrations. 

The second goal is for everyone on the HSAC team to stay focused and energized knowing there 
is a tremendous amount of work to do until the end of the year. Our team is not letting up on the 
level of engagement we have with our members and we have a full slate of meetings scheduled 
with our subcommittees and the full HSAC until the end of the year. We will continue to 
facilitate bi-directional communication between the HSAC members and the Department and 
keep them fully engaged. 

The third goal is to make sure that everything is left in good shape for the new Administration 
staff. This includes passing on procedural guidance and best practices and making sure the 
HSAC has the proper staff in place to help transition a new leadership team. 

I believe the President's Leadership Workshop will help provide new perspectives on how to be a 
more effective leader and help me achieve the goals I have set for the rest of the year. Engaging 
with a diverse group of staff from across the Administration is an excellent way to collaborate 
and share best practices for how to stay focused and inspire co-workers. By participating in the 
workshop, I hope to set an example for my colleagues that I am fully committed to the 
Administration until the end of the term and that we should all take advantage of professional 
growth opportunities in the months that are remaining. 
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Prior to joining the Administration, I worked in the U.S. Senate for several years as an Executive 
Assistant and Scheduler. It was in this role that I was presented an opportunity to make changes 
in my work environment and implement new practices that yielded positive results and increased 
effectiveness. 

I was serving as a scheduler to a Senator and was in my position a short time before my 
supervisor, the Executive Assistant, announced her departure. I had only been working in the 
office for three months and had to absorb my supervisor's portfolio until we identified someone 
to replace her. 

After an extensive search, I was asked to keep doing both jobs rather than hire someone to fill 
the empty spot. I was very excited to take on the extra responsibility on a permanent basis and 
saw an opportunity to make several changes to the structure and procedures used by the 
scheduling team. 

I suggested that the office create a position for a Deputy Scheduler to assist the Senator. With 
this person's help, I was able to work more closely with legislative staff to get recommendations 
on meetings and events for the Senator and be better apprised of who they were meeting with 
that would be of interest to the Senator. By adding a new person to the scheduling team, I was 
able to spend time collaborating with the Chief of Staff and District staff to be proactive 
and strategic regarding the Senator's time. I was also able to lead more scheduling meetings with 
senior staff and the Senator which helped reduce the volume of outstanding requests and allowed 
the scheduling team to be more responsive to constituents in a timely manner. 

DHS-001-0221-002286



From: 
b)(6) 

 

To. 
"CVE Working Group (b)(6) 

  

b)(6) I 

cc: "CT Staff b)(6) 

 

(b)(6) 
Subject: Postponed: CVE Working Group Meeting Agenda - February 15, 2012 

Date: 2012/02/14 13:12:43 

Importance: High 

Type: Note.EnterpriseVault.Shortcut 

All-

 

Due to the fact that several CVE Working Group members will be on travel 
tomorrow, this meeting will be postponed until next Wednesday, February 22, 
2012. 

Thank you, 

(b)(6) 

From: (b)(6) 
Sent: Tuesday, February 14, 2012 12:41 PM 
To: CVE Working Group 
Cc: CT Staff 
Subject: CVE Working Group Meeting Agenda - February 15, 2012 

All-

 

Please see the attached agenda for the CVE Working Group meeting tomorrow at 
10 AM. This meeting will be UNCLASSIFIED and will take place in NA (b)(7)(E) 

(b)(7)(E) If you are unable to attend in •erson, please use the following call-in 
PIN: If you have any questions, feel free to 

Thanks, 
(b)(6) 

(b)(6) 

number: (b)(7)(E) 
contact me at (b)(7)(E) 
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Director of Special Projects 

Counterterrorism Working Group 

U.S. Department of Homeland Security 

(b)(6) 

   

o) I (b)(6) (c) 

   

Sender 
(b)(6) 

"CVE Working Group 

Recipient: In-0(61 
"CT Staff kb)(6) 

kb)(6)  
Sent Date: 2012/02/14 13:12:39 

Delivered Date: 2012/02/14 13:12:43 

Message Flags: Unread 
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(b)(6) 
From: 

To: 

DHS-001-0221-002289



(b)(6) 

(b)(6) 
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(b)(6) 
Sender: 

(b)(6) 

Recipient: 

(b)(6) 

Subject: POTUS Letter RE: CVE 

Date: 

Priority: 

2014/12/17 11:00:56 

Normal 

Type: Note 

All—

 

Please see letter attached that was sent to Pres. Obama this morning. It outlines the 

Committee's (CHS/Majority) concerns with respect to Federal efforts on CVE. 

Thanks — 

(b)(6) 
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(b)(6) 
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(b)(6) 

Sent Date: 2014/12/17 11:00:46 

Delivered Date: 2014/12/17 11:00:56 
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MICHAEL T. McCAUL, TEXAS 
C/ I/1 /Rrt IAN 

BENNIE G. THOMPSON, MISSISSIPPI 
RANKING MEMBER 

(1ne ...Hanka 11111irteenth Tungreon 

11.. Boost of igepreoentatins 
Tommittte on liomelanii truritu 

aoilington, 0Q1Zt1515 

December 17, 2014 

The Honorable Barack Obama 
President of the United States 
The White House 
1600 Pennsylvania Avenue, NW 
Washington, DC 20500 

Dear President Obama: 

Three years ago, your Administration released a national strategy for 
Empowering Local Partners to Prevent Violent Extremism in the United States, and 
corresponding implementation plan. Since that time, the threat posed by homegrown 
violent Islamist extremism has only intensified with the rise of the Islamic State of Iraq 
and Syria (ISIS), the proliferation of al Qaeda affiliates around the globe, and the spread 
of j ihadi propaganda. 

Attorney General Eric Holder recently noted in a statement announcing the 
beginning of a series of new federal programs designed to counter violent extremism 
(CVE) that "few threats are more urgent" than this one. I agree, and I believe protecting 
the United States from the danger posed by jihadist networks and homegrown extremists 
will require a diverse set of departments, agencies and programs; willing partnerships 
with local communities; international partners; and an informed public. 

To assist in these efforts, as Chairman of the House of Representatives Committee 
on Homeland Security, I initiated a review of the Administration's CVE policies and 
programs in order to identify strengths, weaknesses, and remaining gaps in our approach 
to combatting the extremist ideology espoused by al Qaeda, al Qaeda's affiliated 
networks around the globe, and the Islamic State of Iraq and the Sham (ISIS), and other 
violent Islamist groups. As I wrote to your Homeland Security and Counterterrorism 
Advisor Lisa Monaco in May 2014, this issue is vital to the national security of the 
Unites States and demands our mutual cooperation. Though I have not yet received a 
reply to this letter, I have been encouraged by the Administration's willingness to brief 
the Committee on these efforts. Programs such as those described by the Attorney 
General are, at first glance, steps in the right direction. 

However, while the initial stages of my review have revealed progress made in 
federal CVE programs, there are continued areas of concern within the Administration's 

1 
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approach to the threat of violent Islamist extremism and overall CVE efforts. I share 
these in the hopes of highlighting where more can be done to better protect our citizens 
from the growing threat of radicalization. These include: 

1) The lack of a clearly defined, overall lead agency. The 2011 CVE strategy 
and corresponding implementation plan were intended to clarify guidance to the 
departments and agencies engaging in CVE efforts. Instead, the 2011 strategy and 
Strategic Implementation Plan (SIP) fail to clarify a specific lead agency for carrying out 
CVE policies. In particular, the SIP identifies "leads" responsible for "convening 
pertinent partners to identify, address, and report on steps that are being taken, or should 
be taken, to ensure activities are effectively executed." This is worthwhile but does not 
resolve the need for national-level management of all CVE activities by a single agency. 
In fact, CVE efforts are especially vulnerable to suffer from a lack of clear leadership 
particularly because a successful CVE program necessarily requires the involvement of a 
diverse set of actors in its execution. Further, the lack of a lead agency has a cascading 
effect that weakens CVE efforts. 

2) The lack of an overall definition of CVE. Though the 2011 CVE SIP 
provides a definition of "violent extremist," such clarity is lacking when it comes to 
exactly how to define "CVE." In particular, officials appear to have conflicting 
understandings of exactly what sets CVE apart from broader counterterrorism or general 
community outreach. This confusion is only compounded by the fact that multiple 
agencies play a role in CVE efforts, leading to potential conflicts between federal entities, 
as well as redundancies and gaps. 

3) The lack of budgeting for and accounting of CVE efforts and reliable 
personnel figures. In your May 23, 2013 speech at the National Defense University, you 
noted that a successful counterterrorism strategy "requires sustained engagement, but it 
will also require resources." This is just as true for our domestic CVE efforts as it is for 
our military operations and foreign assistance programs — and yet we have found the 
Administration unable to provide a precise figure detailing the total number of personnel 
and resources dedicated fully or partially to CVE. We have also noticed a conspicuous 
lack of a CVE line item in your Administration's annual budget request.1  In many cases, 
those devoting their time to CVE programs carry out their work while simultaneously 
serving in other capacities, or while on temporary detail from other offices and agencies. 
This approach is unlikely to foster a sustainable professional environment. The absence 
of any baseline CVE budget is evidence that the resources devoted to CVE are likely 
anemic. To argue that CVE efforts are a priority for your Administration demands a 
good faith accounting of the resources expended and the resources required. Neither of 
these are so far available. Congress can be a better partner in this effort once we are 
provided with this basic information. 

'On September 12, 2014 I wrote your Director of the Office of Management and Budget (OMB), Mr. 
Shaun Donovan on this issue, and requested that OMB include an accounting of CVE programs in their 
upcoming FY2016 budget request and subsequent requests. 

2 
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4) The lack of established metrics for success. The 2011 SIP promises the 
creation of "indicators of impact to supplement" performance measures to evaluate 
whether federal CVE "activities are having the intended effects." It also makes clear that 
departments and agencies will be responsible for evaluating their own CVE efforts. Thus 
far in our review, the Committee has not identified many examples of such metrics 
employed at the agency level to monitor progress toward identified CVE objectives. Ad 
hoc examples of metrics (such as the FBI's plan to institute a CVE outreach measure to 
the performance evaluations of Special Agents in Charge at FBI field offices) are 
encouraging but are not indicative of a coordinated effort to evaluate CVE performance 
across the board. Moreover, the Committee does not have confidence that these types of 
internal self-evaluations have much merit, and instead suggests finding ways to increase 
Congressional oversight, auditing, and external assessments of CVE programs. 

5) Unclear coordination between domestic and foreign CVE efforts. As the 
SIP notes, "the delineation between domestic and international [violent extremism] is 
becoming less rigid" and therefore "departments and agencies must ensure coordination 
between our domestic and international CVE efforts." While all partners agree on the 
logic of this approach, the Committee was surprised to learn that State Department 
representatives do not attend "Group of Four" meetings, a regular forum for interagency 
collaboration on CVE including the Department of Homeland Security (DHS), the 
Department of Justice (DOJ), the Federal Bureau of Investigation (FBI), and the National 
Counterterrorism Center (NCTC). 

Despite these areas of concern, in recent months the Committee has been 
encouraged by some efforts of agencies responsible for CVE programs. These include: 

1) Efforts to formalize communication and cooperation between partner 
agencies. The Committee recognizes an improvement in communication and cooperation 
regarding the CVE effort, specifically between DHS, DOJ, FBI, and NCTC. 
Representatives from each of the above listed agencies/departments meet regularly to 
discuss CVE efforts. Additionally, we acknowledge that despite the non-specified and 
non-allocated budget for CVE, the above listed agencies/departments have worked 
together to provide necessary manpower, resources, and funding to continue the CVE 
effort. 

2) Improved community outreach efforts. There appears to have been some 
improvement in formalizing community outreach programs and developing Community 
Awareness Briefing (CAB) materials to educate communities on the threat of 
radicalization, as well as Community Resiliency Exercises (CREx), which are table-top 
simulations involving community leaders, state and local law enforcement, civic leaders, 
religious groups, and privacy advocates. These have been held in seven cities so far, and 
we hope to see them mature and expand further. 

CAB briefing materials have also been utilized by U.S. Attorney's Offices in their 
community outreach or CVE efforts outside of the formal CAB process. Anecdotal 
evidence provided to the Committee suggests the "Group of Four" have received positive 
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feedback from local communities regarding the CAB and CREx. Committee staff have 
had the opportunity to observe one CREx and community engagement roundtable in 
Minneapolis, Minnesota. Secretary of Homeland Security Johnson attended this same 
exercise and underscored DHS's commitment to working with the community to build an 
effective CVE program. Cabinet-level leadership such as his is desperately needed, and I 
am supportive of his personal investment in this issue. 

3) The creation of a specific CVE coordinator for the Department of 
Homeland Security, and the establishment of specific CVE points of contact at 26 
FBI Field Offices. That various departments and agencies have made efforts to specify 
who is responsible for implementing CVE policies is a common-sense step forward. The 
Committee believes this demonstrates not only a step toward greater transparency, but 
also the growth of a CVE workforce specifically dedicated to meeting their agency's 
CVE objectives. The Committee hopes this will increase accountability on CVE 
programs. 

These initial findings are based on our preliminary examination of CVE efforts — 
but the Committee will need to continue our scrutiny of these programs to ensure they are 
as effective as possible. Toward that end, I write to request answers to the following 
questions by January 30, 2015: 

Community Engagement 
1. In what ways has the "depth, breadth, and frequency of the federal government 

engagement with and among communities" on counterterrorism security measures 
been improved since the release of the 2011 SIP? 

a. How many DHS Civil Rights and Civil Liberties (CRCL) roundtables 
have been held? 

2. Both the 2011 CVE strategy and corresponding SIP discuss the importance of 
engaging with "communities that are being targeted [for recruitment] by violent 
extremists." How have these communities been identified? 

a. What feedback has the interagency received from these communities in 
regard to this outreach? 

3. What is the mechanism for feedback and follow-up after each CVE exercise? 

Intervention with At-Risk Individuals 
1. Did CRCL implement a "campus youth community engagement plan" to engage 

with young adults on the topic of violent extremism? 
2. Has the U.S. government expanded analysis in "the role of the internet in 

radicalization to violence and how virtual space can be leveraged to counter 
violent extremism?" 

3. Has DHS developed "practitioner friendly summaries of current research and 
literature reviews about the motivations and behaviors associated with single-
actor terrorism and disengagement from violent extremism?" 

4. Has the Administration "improved and increased" "communication to the 
American public about the threat posed by violent extremist groups, myths, and 
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misperceptions about violent extremist radicalization and what we are doing to 
counter the threat? If so, How? 

5. After an at-risk individual is identified, what is the current procedure for 
determining if he/she is a threat? What is the current procedure to refer an at-risk 
individual to a support group and/or provide further assistance? 

Identifying Programs to Assist Grassroots CVE Efforts 
1. Did DHS oversee an online portal to support engagement by government officials 

and law enforcement with communities targeted by violent extremist 
radicalization? 

2. Did the U.S. government build a digital engagement capacity in order to expand, 
deepen, and intensify our engagement efforts? 

3. Has DHS developed an "integrated open source database to help inform CVE 
programs?" 

4. Has DHS continued to host follow-up "National CVE Workshops" to bring 
together intelligence commanders from major metropolitan areas and fusion 
center directors to increase their understanding of CVE? 

5. Have DHS, DOJ, and FBI reviewed information-sharing protocols to identify 
ways of increasing dissemination of products to State, local, and tribal 
authorities? 

a. What changes have been made since the release of the 2011 CVE SIP? 
6. Has the Administration "increase(d) the capacity of communities to directly 

challenge violent extremist ideologies and narratives?" 
7. Has the Administration drafted a strategy to address online violent extremist 

radicalization? 

Leadership 
1. How effective are U.S. Attorneys as the main Point of Contact for CVE efforts in 

each district? Considering their already taxed workload, how much of their time 
is allotted for CVE? 

2. What are the future goals and objectives of the Administration's CVE effort and 
what is the strategy for achieving those objectives? 

3. Are there plans to increase the budget and manpower allocated for CVE efforts? 
4. What is the current chain of command for CVE related incidents and initiatives? 

Evaluations and Transparency 
1. How many "regular reports on community engagement" were disseminated by the 

National Task Force for community engagement, which is led by DOJ and DHS? 
2. How many case studies were produced by DHS on preoperational indicators for 

State and local law enforcement since 2011? 
3. How many case studies has DHS generated of known and suspected terrorists and 

assessments of radicalization to violence to share with local partners since 2011? 
4. How have DHS and other participating agencies reviewed, evaluated, and 

incorporated the feedback provided by participants at the various community 
engagement roundtables, CREXs, and CABs? 
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While there have been positive developments on your administration's CVE 
efforts, there are still fundamental problems which will hinder your long term success 
mitigating the threat of violent Islamist extremism in the United States. I appreciate your 
attention to this matter and request your assistance in obtaining the information necessary 
to ensure our country develops robust and effective CVE programs and policies. If your 
staff needs further clarification about this review, please contact Mr. Alan Carroll on my 
staff at (202) 226-8417. 

Siherey, 

Wtopt4k - 

MICHAEL T. McCAUL 
Chairman 
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b)(61 

 

From (b)(6) .HSAC  

 

b)(6) 

 

(b)(6) HSAC"; 
'Morgenthau, Sarah (b)(61 

 

(131(61  

 

"Wenger, Lauren (b)(6) 

 

k_b1(61 

 

"Selim, George (b)(6) 

 

To: 
(b)(6) 

 

Subject: Prep Meeting for HSAC CVE Subcommittee Kick Off Call 

Date: 2015/12/02 09:05:49 

Start Date: 2015/12/02 13:30:00 

End Date: 2015/12/02 14:00:00 

Priority: Normal 

Type: Appointment 

Location: NAC 18 Room 02-223- A 

Sender (b)(6) 
(b)(6) 

HSAC 
(b)(6) 
(b)(6) .HSAC 
"Morgenthau, Sarah 
(b)(61 

(b)(6) 

"Wenger, Lauren (b)(6) 
(b)(6) 

Recipient: 

Sent Date: 2015/12/02 09:19:45 

Delivered Date: 2015/12/02 09:05:49 
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(b)(7)(E) 

ICE Enforcement Areas of 

Focus 

Countering Violent 

Extremism 

DHS efforts to implement the CVE Action 

Plan 

 

ICE CBP USCIS, PRIV, CRCL, OGC, OPA 

0 ffice of 

  

Co mm unity PLCY 
USCIS, TSA, CBP, ICE, PRIV, CRCL, l&A, 

Pa rtnership 

 

USCG, OPE, OPA 
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