
From: l(b )(6); (b )(7)(C) 

Sent: 4 Jun 2018 21:35:50 +0000 
To: lrh )fn)· rh )f7)f r,) 
Subject: FW: Fwd: Checking In 

FYI 

Fromfh)fn)· fh)f7)fr,) 
Sent: Monday, June 4, 2018 5:35 PM 

Tofb)(6); (b)(7)(C) 
Cc:I 
....__~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~-----' 

Subject: RE: Fwd: Checking In 

t b )(6); (b )(7)( C); (b )(5) 

Subject: RE: Fwd: Checking In 

Thanks, (b)(6); 
(b)(7)( 

From: j(b)(6); (b)(7)(C) 

Sent: Monday, June 4, 2018 4:51 PM 

To: b)(6); (b)(7)(C) 
Cc: 

(b)(6); (b)(7)(C) 

Subject: FW: Fwd: Checking In 

b)(6); 
b)(7)(C) 

Per our discussion ~b)(S) 

Thanks, 

v/r 

l(b)(6); (b)(7)(C) I Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
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1 LITY NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY 
contains information " xempt from 1rnblic release under the Freedom of Information Ac . It is to be controlled, 
stored, handled, transmitted, distribute , · of in accordance with D · mg to FOUO information and is not to be 
released to the public or other personnel who do not have a • - 1- now" without prior approval of an authorized OHS official. 
No portion of this email should be furni. e 1a, either in written or vcr vou are not an intended recipient or believe 
you have received th"· cation in error, please do not print, copy, retransmit, disseminate, or · · ' se this information. 

1 the sender that you received this message in error and delete the message from your system. 

From: j(b)(6); (b)(7)(C) 

Sent: Monday, June 4, 2018 4:33 PM 
To:~b)(6) ; (b)(7)(C) 

Subject: Re: Fwd: Checking In 

Thank you so much. I'm available as a resource if needed. 

Once last item that slipped my minc{b)(S) 
b)(S) 
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From : Kb)(6); (b)(7)(C) 

Sent: 29 May 201819:59:17 +0000 

To: (b)(6); (b)(7)(C) 
(b)(6): (b)(7)(C) 

Cc: b)(6); (b)(7)(C) 

Subject: FW: Specific "per analyst" costs from VSP Screeners Contract 

b)(6); 
h)(7)(C':) 

Below are the per analyst costs. Let me know if you need any additional info. 

Thanks, 

v/r 

l(b)(6); (b)(7)(C) f Program Manager/Special Agent 

Homeland Security Investigations 
Visa Security Coordination Center 

.......,.:.:..:..;=-.pations Division 

obile: (720) 255 (b)(6); 

LITY NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//F 
contains information ·em t from public release under the Freedom of Information Act (5 r ~ . is to be controlled, 
stored, handled, transmitted, distributed, an · · fin accordance with DH 1g to FOUO information and is not to be 
released to the public or other personnel who do not have av 1ow" without prior a11proval of an authorized OHS official. 
No portion of this email should be furn·. e ia, either in written or ver a . : are not an intended recipient or believe 
you have received · cation in error, please do not print, copy, retransmit, disseminate, or ot e ·s information. 

rm the sender that you received this message in error and delete the message from your system. 

From:Kb)(6); (b)(7)(C) 

Sent: Tuesday, May 29, 2018 3:56 PM 
To:Kb)(6); (b)(7)(C) 

Subject: RE: Specific "per analyst" costs from VSP Screeners Contract 

Hi(b)(6); 
11,,,...\l..,\lr"'- \ 

I apologize for my tardiness. Here is the information, you requested: 

LABOR CATEGORY $PER HOUR ESTIMATED LABOR 

HOURS AS PER THE 

TASK ORDER 

Intelligence Specialist/ Analyst b)(S) 

Senior 

Intelligence Specialist/ Analyst 

Intelligence 

Specialist/Junior 
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Please let me know if you have any questions or concerns. Thanks. 

~b)(6); (b)(7)(C) 

Section Chief 
Acquisition Management Unit - International Procurement 

OHS I ICE I Homeland Security Investigations, Mission Support HQ 

Tel: 202.732- b)(6); Cell: 202-538· b)(6); 
~: b)(6); (b)(7)(C) 

Questions? Open an International Support Help Line Request! 
It is our goal to acknowledge, respond and resolve inquiries spanning across 48 countries in a quick and 
transparent manner. Please submit your email inquiries directly through RFM's International Help Line 
by clicking the following link: Submit New Request 

CO o ICE: The information contained in this e-mail message, including any attachments, is for OFFIC 
USE ONLY (QUO) and is for e e intended recipient(s). Furthermore, this e- en s, if any, 
may contain LAW ENFORCEMENT SENSITIVE matena ege and confidential. Any unauthorized 
review, use, disclosure or d·- · " _ • 1 1 e . If you are not the inten ease notify the sender by reply 

e original message and all copies from your computer. 

From: l(b)(6); (b)(7)(C) 

Sent: Wednesday, May 23, 2018 11:08 AM 
To: 1b)(6); (b)(7)(C) 

Subject: RE : Specific "per analyst" costs from VSP Screeners Contract 

Not sir!!! Ha ha. Makes me feel l(b)(6); (b)(?)(C) ~hanks~~~~~~~("' o rush. I understand you have a ton of 

stuff on your plate. I just wanted to check in. If I don't then, I forget about my "to-do" list eventually ... . 

v/r 

Kb)(6); (b)(7)(C) I- Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: {703) 28 (b)(6); Mobile: (720) 255 ~~~~~~~<:\ 
b)(6); (b)(7)(C) 

Fromfb)(6); (b)(7)(C) 
Sent: Wednesday, May 23, 2018 11:06 AM 
Tokb)(6): (b)(7)(C) 
Subject: RE : Specific "per analyst" costs from VSP Screeners Contract 
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Hello Sir, 

I'll have it over to you by COB today. It's not a hard lift at all. I just three more people on my team, but 

I think that's the case everywhere in HSI (b)(6); 
(b)(7)(C) 

r b)(6); (b)(7)(C) 

Section Chief 
Acquisition Management Unit - International Procurement 

OHS I ICE I Homeland Security Investigations, Mission Support HQ 

Tel: 202.732~1 Cell: 202-53~(b)(6); I 
BJ: rb)(6); (b)(7)(C) 

1 

Questions? Open an International Support Help Line Request! 
It is our goal to acknowledge, respond and resolve inquiries spanning across 48 countries in a quick and 
transparent manner. Please submit your email inquiries directly through RFM's International Help Line 
by clicking the following link: Submit New Request 

C TICE: The information contained in this e-mail message, including any attachm . ' ~ 

USE ONLY (QUO) and is for e f "'·ntended recipient(s). Furthermo "' an its attachments, if any, 
may contain LAW ENFORCEMENT SENSITIVE matena ar · ': nvileged and confidential. Any unauthorized 
review, use, disclosure or distrib i · eCI. If you are not the intende , , ' otif the sender by reply 
e-mail and na message and all copies from your computer. 

Fromfb)(6); (b)(7)(C) 

Sent: Wednesday, May 23, 2018 9:50 AM 
To b)(6); (b)(7)(C) 

cos s rom 

Good Morninglrh)fn)" IHope all is well. I was just curious if you'd had a chance to look at I pull the 
current "per analyst costs" from the contract. No extreme rush. Just wanted to check in. 

Thanks again b)(6); Much appreciated. 
b)(7)( 

v/r 

.... Kb_)_(6_);_(_b)_(7_)_(C_) _ _.~ Program Manager/Special Agent 

Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: (703) 287 (b)(6)1 Mobile: (720) 2ss-(b)(6); 
(b)(6); (b)(7)(C) (b)(7)(C) 

J ICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY ll 
contains information that may be cxemp mdcr the Freedom of I ). It is to be controlled, 
stored, handled, transmitted, distributed, and di . to FOUO information and is not to be 
released to th one who do not have a valid "need-to-know" without prior a1>proval o an ·a1. 
J o portion of this email should be furnished to the media, either in written or verbal form. If you are not an intended recipient or believe 
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From: l(b)(6); (b)(7)(C) I 
Sent: 16 Apr 2018 23:35:43 +0000 
To: 
Cc: 

r)(6); (b)(7)(C) 

Subject: FW: White Papers needed 
V. F B . f ' P "'"b.,...,.)(6,,..,...)-----. 4162018 d VSCC Attachments: 

~--~ 
C t t b){6); 

1sa ee ne ing aper blm(c) . ocx, 

on rac s h\17 \,r\ 

b)(6); 
b)(7)(C) 

4162018.docx 

Visa fee white paper and list of contracts attached. 

Let me know if you have any questions or need anything else. Sorry for the delay ... 

b)(6); 
b)(7)(C) 

f b)(6); (b)(7)(C) 

Section Chief 
Visa Security Coordination Center 
National Security Investigations Division 
Homeland Security Investigations 
Cell (562)57/1fh\t~\· I 

~---~ Office (703)28 b 6 · 
(b)(6); (b)(7)(C) 

Fromfb)(6); (b)(7)(C)I 

Sent: Friday, April 13, 2018 6:58 PM 
To: h)(n)· fh)(7)fr,) 

(b)(6); (b)(7)(C) 

Cc b)(6); (b)(7)(C) 
(b)(6); (b)(7)(C) 

Subject: White Papers needed 

Gents, 

Please send me updated whitepapers by COB Monday on the following topics: 

VLVI, with recent success stories from both sides (CTCEU and PATRIOT) 

Domestic Mantis 

Visa Fee Conversion Process - background and where we are currently (next steps) 

JTTF/ITOS Expansion efforts, to include NSE reporting 
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Also need number and list of Contracts we are currently managing, and annual costs of those contracts. 

All must be unclass, not LES. 

Thanks, 

b)(6); 
h \{7 \f f" 

PS - please advise if you need more time, but I believe these have been done in the past so just need to 

dust off and update. 

Thanks 
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HOMELAND SECURITY I NVESTIGATIONS 

National Security Investigations Division 

(b)(5) 
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(b)(5) 

HOMELAND SECURITY I NVESTIGATIONS 

National Security Investigations Division 
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HOMELAND SECURITY I NVESTIGATIONS 

National Security Investigations Division 

(b)(5) 

Lft'N Eafanemeat Se&sitive 
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From: ~b)(6); (b)(7)(C) I 
Sent: 14 May 2018 14:21:36 -0400 
To: kb)(6); (b)(7)(C) I 
Subject: Fwd: Checking In 

l(b )(6); (b )(7)(C) 

Hope all is well. I was hoping to get some feedback onl{b){7)(E) 
fb)(7)(E) I ...___ ________ ___. 

Do you know if they are working well? 

Also I'm trying to get a hold of (b)(6); If you have a moment can you please drop a line 
to him for me? (b)(7 )( 

Thank you 

----------Forwarded message---------­
From: *b)(6); (b)(7)(C) 

Date: Mon, May 14, 2018 at 6:23 AM 
Subject: RE: Checking In 
Tolcb)(6): (b)(7)(C) 

rb)(6); (b)(7)(C) 

Good Morning, 

Thanks! I'm not sure what the status is of everything going on at the NTC? You might 
want to rea l(b)(6); (b)(7)(C) ~o find out about that. Andrb)(6)1has not been 

(b )(6)• . . . 
around, but (b)(?)( has. Please let me kllow 1fl can assist. ' 

Thanks, 

(b )(6); 
(h)(7 )(r, ) 

Froml<b)(6): (b)(7)(C) 
5 c 

Sent: Friday, May 11, 201 8 4:07 PM 
To: (b)(6); (b)(7)(C) 
b)(6); (b)(7)(C) 

Subject: Checking In 
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Gents, 

Hope all is well. Just checking in. 

Also, I've been trying to get in touch with 
Have they been around? 

Have a good weekend. 

and lb)(61over the past week or two. 
); 
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From: 

Sent: 

To: 

Subject: 

Attachments: 

~(b)(6); (b)(7)(C) 

~b)(6); (b)(7)(C) 

6 Mar 2018 12:14:17 -0500 
l(b )(6); (b )(7)(C) 

QASP for VLVI 
VLVl_QASP.docx 

Please share your thoughts, especially as it relates to Section 5. 

Thank you. 

'"Tm=l"ITF"1ml""l"TT"l'l'TTTT"'l"TT1~ram An al yst 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland · Investigations 
Office: (703) 235_ (b)(6); 
Cell: 703 397 (b)(? ) 
Emai b)(6); (b)(7)(C) 
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From: l(b)(6); (b)(7)(C) I 
Sent: 23 Jan 2018 11:19:12 -0500 
To: l(b)(6); (b)(7)(C) I 
Subject: RE: AP & D&F - Lifecycle Contract 
Attachments: Streamlined Acquisition Plan - VLVI January 2018.docx 

H" (b)(6); 
1 (b)(7)(C) 

As discussed, please see attached. 

Thank you. 

anagemen an rogram Analyst 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Securi Investigations 
Office: 703 235- b)(6); 
Emai b)(6); (b)(7)( h\t7 \tf'\ 

All 

In my conversation withl(b)(6); (b)(7)(C) [VSP's COR along wi{b)(6); (b)(7)(C) hoday regarding VSP's 

current contract, we happened to discuss the AP & D&F documents for the current proposal. She stated 
that she was more than willing to assist us with those efforts. She will be on today's call to address this 
as well. I'm going to forward her the current PWS, the AP and D&F documents for her review. 

Thanks, 

l(b)(6); (b)(7)(C) 1- Program Manager/Special Agent 

Homeland Security Investigations 
Visa Security Coordination Center 
National Securit tigations Division ....----. 
Desk: (703) 28 ~b)(6) I Mobile: (720) 2sl(b)(6); 

(b )(6); (b )(7)( 

CONFIDENTIALITY NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that may be exempt from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid "need-to-know" without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. If you are not an intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise use this information. 
Please inform the sender that you received this message in error and delete the message from your system. 
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From: l(b )(6); (b )(7)(C) 

Sent: 22 May 2018 19:32:55 +0000 
To: l<b)(6): (b)(7)(C) 

Subject: Phase 1 Evaluation Plan 

b)(6); 

b)(?)(C had asked for a breakdown of Phase 1 and how it will be evaluated. Since it's been stated that 

Phase 1 will be l(b)(S) I Do you see 
anything here that you'd like to remove or add? 

b)(S) 
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b)(S) 

l<b)(6): (b)(7)(C) I 
Intelligence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235~ 
Cell: 703-258kb)(6); I 
Email: l(b)(6); (b)(7)(C) 

2019-ICLl-00017 1513 



From: 

Sent: 

l(b)(6); (b)(7)(C) I 
4 Jun 2018 19:14:00 +0000 

To: l(b)(6); (b)(7)(C) I 
Subject : PWS & Task Order 
Attachments: 04.0l_HSCEMD-17-J-00082 - 192117DIV1CEU0029.pdf, 05.03_HSCEMD-17-D-
00001 (Pl) - GOST - PWS- 8.7.17.pdf 

Hey b)(6); 
l'l _ \ .1""7 \ J' ,,.... \ 

K~~~~~;, _ , p rovided me with the attached. I assume that these are the current VSP Task Order and PWS 
documents. Could you just confirm that these are the most current docs when you have a minute? 

Thanks! 

v/r 

... kb....,) ..... (6 .... ).._: < ..... b ...... )(..._7 ...... )( ...... C ...... ) _ __,~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: (703) 287 (b)(6); Mobile: (720) 2ss¥b)(~); _. 

b)(6); (b)(7)(C) 

CONFIDENTIALI · This email and any attachments arc UNCLASSIFIEO//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that may be cxemp ·c release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and disposed of m with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid "nced-to-kno rior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. If you · tended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise use 
Please inform the sender that you received this message in error and delete the message from your system. 
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REFERENCE NO. OF DOCUMENT BEING CONTINUED 

CONTINUATION SHEET HSCEMD-17 - 0-00001/ HSCEMD-17 - J-00082 

NAME OF OFFEROR OR CONTRACTOR 

GIANT OAK INC 

ITEM NO. 

(A} 
SUPPLIES/SERVICES 

( B ) 

Domain Support Se r v i ces In accordance with t h e 
Per f ormance Wo rk St atement . 

The tota l amount o f award : $7 93 , 7 4 4 .64 . The 
obligation for this award is shown i n box 26. 

NSN 754().01-152-8067 

QUANTITY UNIT 

(C) ( D} 
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LAVI EKFORCEMEN'f SENSl'f PIE 1-KFORMA'.'fION 

ATTACHMENT A 
PERFORMANCE WORK STATEMENT (PWS) 

HSCEMD-l 7-D-00001 

Performance Work Statement (PWS) 

Open Source/ Social Media Data Analytics 

Part 1 - Overview and Contract Requirements 

1.0 INTRODUCTION 

The primary mission of the U.S. Depa1tment of Homeland Security (DHS) is to lead the unified 
national effort to secure the country and preserve our freedoms. While the Department was 
created to secure our country against those who seek to disrupt the American way of life, our 
charter also includes preparation for and response to all hazards and disasters. U.S. Immigration 
and Customs Enforcement (ICE) is responsible for the protection of the security of the American 
people and homeland by vigilantly enforcing the nation's immigration and customs laws. 

1.1 SCOPE 

This Performance Work Statement (PWS) encompasses behavioral based internet search 
technology, training, social science/program management support and compliance with all IT 
system and privacy requirements. 

Behavioral based internet search technology includes both 1. Electronic batch and/or ad hoc 
queries received from the Government and 2. Continuous monitoring of individuals and/or 
entities identified by the Government. 

Potential deliveries of services include all 50 US states plus various locations across the globe in 
which ICE has a presence. 

Requests for the use of the behavioral based search technology procured by this contract may 
originate from any Program Office within DHS upon approval from the CTCEU COR; however 
only the ICE contracting officer may issue task orders under the resulting contract. 

2.0 BACKGROUND 

The National Security Investigations Division (NSID) was created in 2003 within the U.S. 
Immigration and Customs Enforcement (ICE) Office of Investigations. It is now a key 
component of the ICE Homeland Security Investigations (HSI) directorate and plays a critical 
role in advancing the ICE mission. NSID leads the effort to identify, disrupt and dismantle 
transnational criminal enterprises and teITorist organizations that threaten the security of the 
United States. 

NSID protects the United States through the fo llowing missions: 

Page 3 of 25 
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ATTACHMENT A 
PERFORMANCE WORK STATEMENT (PWS) 

HSCEMD-l 7-D-00001 

• Enhancing national security through criminal investigations; 
• Preventing acts of terrorism by targeting the people, money and materials that support 

teITorist and criminal activities; and, 
• Identifying and eliminating vulnerabilities in the nation's border, economic, 

transportation, and infrastructure security. 

Components within NSID include Counterterrorism and Criminal Exploitation Unit (CTCEU), 
Visa Security Program (VSP) and Student and Exchange Visitor Program (SEVP). 

In 2013, NSID concluded that there was a requirement for an off the shelf, customizable 
behavior science based internet search technology which could be regularly refined and modified 
to address different political and operational environments. In 2014, CTCEU was the pioneer as 
the first to procure and utilize a behavior science based internet search technology that included 
social media. In 2016, VSP initiated a Social Media pilot program to utilize this technology to 
much success. In 2017, SEVP and CBP will create pilot programs to test usefulness of utilizing 
the software. 

2.1 CTCEU 

The CTCEU is the first and only law enforcement entity entrusted with the enforcement of 
nonimrnigrant visa violations. Today, through the CTCEU, ICE proactively develops cases for 
investigation from the Student Exchange Visitor Info1mation System (SEVIS) and the Arrival 
and Departure Info1mation System (ADIS) datasets- which house the records of millions of 
students, tourists, and temporary workers present in the United States at any given time; to 
include flight schools and foreign students attending those schools-or those who have 
overstayed or otherwise violated the terms and conditions of their admission. 

Each year, the CTCEU analyzes records of potential status violators, based on data received from 
SEVIS, ADIS, and other sources. These records are resolved by further establishing potential 
violations that would warrant fie ld investigations, establishing compliance, or establishing 
departure dates from the United States. Since the creation of the CTCEU in 2003, analysts have 
resolved more than 2 million such records using automated and manual review techniques. The 
CTCEU drew upon various government databases to gather and analyze the identifiable national 
security leads on foreign students, exchange visitors, and other nonimmigrant visitors. 

In order to identify those that pose the greatest threat to national security, the CTCEU employs 
various targeting and prioritization rules to detect and identify individuals exhibiting specific risk 
factors based on intelligence repo1ting, including international travel from specific geographic 
locations to the U.S., and in-depth criminal research and analysis of dynamic social networks. 
The targeting and prioritization rules employed by CTCEU are not static and evolve with time, 
relying on emerging intelligence from inside the Homeland as well as from the intelligence 
community and theaters overseas. Many of the highest threat leads identified by CTCEU are 
worked in collaboration with many Federal Agencies. 
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In an effort to enhance HSI's initiative on safeguarding against terrorism and ensuring the 
security of the Homeland, CTCEU coordinated its Open Source/Social Media Exploitation 
capabilities with the NSID Visa Security Program's (VSP) PATRIOT screening and vetting 
operations and social media exploitation to develop and implement a Social Media pilot program 
in furtherance of the Overstay Life-Cycle Initiative. 

This program aims to more fully leverage social media as a tool to identify the whereabouts and 
potential derogatory activity of status violators, and provide enhanced knowledge about a non­
immigrant visitors' social media postings. The social media tracking will give the U.S. 
government better visibility should a non-immigrant visitor engage in unlawful activity (e.g. 
criminality, terrorism, administrative immigration violations) and the program could potentially 
reveal social media based signs that the individual is becoming radicalized, or is attempting to 
recruit or radicalize others while present in the U.S. 

The Social Media program builds on existing NSID visa security and overstay enforcement 
effo1ts, and enhances the ability of HSI to identify potentially derogatory information that is not 
found in U.S. government holdings. The Social Media Program complements the cunent VSP 
PATRIOT operations, and brings a new and important dimension to HSI's visa security and 
overstay enforcement efforts. 

2.3 SEVP 

Student and Exchange Visitor Program (SEVP) collects, maintains, analyzes and provides 
information so only legitimate foreign students or exchange visitors gain entry to the United 
States. The result is an easily accessible information system that provides timely information to 
Department of State, U.S. Customs and Border Protection (CBP), U.S. Citizenship and 
Immigration Services (USCIS), and U.S. Immigration and Customs Enforcement (ICE), as well 
as a number of other federal enforcement agencies with "need to know." 

The Student and Exchange Visitor Program (SEVP) Analysis and Operations Center (SAOC) 
provides stakeholders with a single interface for high quality, timely, analytical reports; as well 
as school compliance and student issue services. SAOC monitors SEVP-ce1tified schools and 
nonimmigrant students for administrative compliance with applicable federal statutes, and SEVP 
regulatory record keeping and reporting requirements. SAOC also coordinates with the Counter 
Terrorism and Criminal Exploitation Unit (CTCEU) and Homeland Security Investigations (HSI) 
Special Agent in Charge (SAC) offices to lead all administrative investigations related to school 
and nonimmigrant student compliance. 

2.4 CBP 

U.S. Customs and Border Protection's Electronic System for Travel Authorization (ESTA) 
allows citizens from 38 select countries to apply to enter the United States without a VISA. CBP 
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is currently looking to test, pilot, and acquire commercial technologies which may aid in 
incorporating open source and publicly available datasets into its ESTA vetting process. 

b){7)(E) 

4.0 SERVICE PROVIDER - NON PERSONAL SERVICES 

DHS/ICE retains the authority to make all decisions regarding the DHS/ICE mission, and the 
execution or interpretation of laws of the United States. Contractor services defined are not 
considered to be inherently Governmental in nature, as defined by Federal Acquisition 
Regulation (FAR) Subpart 7.5. This is a Non-Personal services contract as defined by FAR 
Subpart 37.101. Contractor personnel rendering services under this order are not subject to 
supervision or control by Government personnel. 

5.0 REQUIREMENTS 
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6.0 POSITION(S) DESCRIPTION(S) 

The Contractor is to provide monitoring data and custom alert technologies. The following 
position(s) may need access to Classified Information. 

6.1 SOCIAL SCIENTIST 

Position Description: The Social Scientist assists NSID analysts in analyzing the trails 
of data left by people in social media, public records, and other data sources resulting 
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from human behaviors and decisions. The Social Scientist tweaks the algorithms behind 
the Search Technology and works with NSID analysts and the software development 
team to identify and integrate new sources of data in the system. The Social Scientist also 
improves the transliteration and name matching tools built into software to be further 
specialized for certain ethnic groups, non-roman languages and alphabets, or countries of 
origin. To be truly proficient and knowledgeable, the Social Scientist will, on occasion, 
require access to classified facilities in order to engage in meaningful conversations 
related to homeland security missions, and obtain awareness of emerging relevant 
technologies in the Intelligence and Law Enforcement communities, for the benefit of the 
software's continued useful deployment within NSID. 

Classification Level: This position requires access to classified information at the 
TS/SCI level 

PROGRAM MANAGER/DATA SCIENTIST 

Position Description: In order to implement a successful deployment of the behavioral 
based internet search technology within NSID, it is required that the vendor provide a 
person with program management and data science expertise. The program management 
responsibilities will include contract oversight, including programmatic and financial 
functions. The Data Scientist function is highly important to the software's success 
within NSID, as this role is responsible for executing experiments pertaining to major 
components of the system (i.e. data comparisons, reliability and relevance scoring, 
algorithm accuracy, etc.) and subsequently assessing the statistical significance of all 
experiment outcomes. To be truly proficient and knowledgeable, the Program 
Manager/Data Scientist will, on occasion, require access to classified faci lities in order to 
engage in meaningful conversations related to homeland security missions, and obtain 
awareness of emerging relevant technologies in the Intelligence and Law Enforcement 
communities, for the benefit of the software's continued useful deployment within the 
NSID. 

Classification Level: This position requires access to classified information at the 
TS/SCI level 

7.0 GENERAL REQUIREMENTS 

7.1 PERIOD OF PERFORMANCE 

The total potential Period of Performance is five years. 

7.2 PLACE OF PERFORMANCE 
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The locations in which the internet search technology will be predominately be utilized are listed 
below however, the Government may utilize the software from alternative work sites such as 
teleworking and international locations. 

CTCEU 
HSI Division 1 
1525 Wilson Blvd suite 
Arlington, VA 22209 

VSP 
HSI Division 1 VSCC 
1953 Gallows Road 
VIENNA, VA 22182 

SEVP 
2451 Crystal Drive 
Arlington, VA 22202. 

CBP 
22330 Glenn Drive 
Sterling, VA 20164 

7.3 CONTRACT TYPE 

This contract will be a single award Indefinite Delivery, Indefinite Quantity contract (IDIQ). 

7.4 CONTRACT PROGRESS - MEETINGS AND TELECONFERENCES 

The Contracting Officer (CO) , Contracting Officer Representative (COR) and Government 
Program Manager as appropriate will meet periodically or participate in teleconferences with the 
Contractor to review contract performance, progress, and resolve technical issues. Minutes of 
the meetings/teleconferences, with action items identified, shall be documented by the 
Contractor and provided to the COR no later than 72 hours after meeting. 

7.5 RELEASE OF INFORMATION 

Contractor access to proprietary and Privacy Act-protected information (covered by DHS/ICE-
009 External Investigations System of Records Notice (SORN)) is required under the PWS. 
Contractor employees shall safeguard this information against unauthorized disclosure or 
dissemination in accordance with the Privacy Act of 1974, and the Handbook for Safeguarding 
Sensitive Personally Identifiable Information at DHS. Contractor and subcontractors shall not 
hold any discussions or release any information relating to this contract to anyone not having a 
direct interest in performance of this contract, without written consent of the CO. This 
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restriction applies to all news releases of information to the public, industry or Government 
agencies, except as follows: Information for actual or potential subcontractors or other 
individuals necessary for Contractor's perfo1mance of this contract. Contractor and 
subcontractors shall not issue advertisements about projects performed under this task without 
government review and approval. For the purposes of this paragraph, advertisement is 
considered to be Contractor-funded promotional brochures, posters, tradeshow handouts, world­
wide-web pages, magazines, or any other similar type promotions. 

7.6 NON-DISCLOSURE STATEMENTS 

Any information made available to the Contractor by the Government shall be used only for the 
purpose of carrying out the provisions of these tasks and shall not be divulged or made known in 
any manner to any persons except as may be necessary in the performance of these tasks. 
Contractor personnel are required to sign Non-Disclosure statements (DHS Form 11000-6). 

7.7 TRAVEL 

The Contractor shall coordinate specific travel arrangements with the COR to obtain advance, 
written approval for the travel to be conducted. The Contractor's request for travel shall be in 
writing and contain the names of individuals traveling, dates, destination, purpose, and estimated 
costs of the travel. The Government will not reimburse for local travel. Local travel is defined as 
travel within a 50-mile radius of the Contractor personnel's specific place of performance. 

No travel at government expense is authorized unless fully funded on the contract in advance of 
travel. 

The Contractor shall, to the maximum extent practicable, minimize overall travel costs by taking 
advantage of discounted airfare rates available through advance purchase. Charges associated 
with itinerary changes and cancellations under nonrefundable airline tickets may be reimbursable 
as long as the changes are driven by the work requirement. Travel performed for personal 
convenience or daily travel to and from work at the Contractor's facility or local Government 
facility (i.e., designated work Site) shall not be reimbursed. Costs associated with Contractor 
travel shall be in accordance with FAR Part 31.205-46, Travel Costs and Federal Travel 
Regulations, prescribed by the General Services Administration, for travel in the contiguous 
United States. 

8.0 DELIVERABLES 

The Contractor shall provide the following deliverables: 

The list below reflects the deliverables. The Government will establish a Quality Assurance 
Surveillance plan that is not part of this task order in order to monitor perfo1mance requirements 
summary items described in the list below. 
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DELIVERABLES SCHEDULE: 

b)(S) 

Deliverable Reference Type of Report Frequency Due Date 

Post Award 
Draft due within 7 calendar 

Conference 
days after meeting. Final 

(Kick-off Para 10.0 
Draft - Word, 

Once 
version due within 5 

Final - PDF calendar days of Meeting) 
government' s review of 

Minutes 
Draft. 

Invoice Comtesy 
Para 8.2 Electronic Monthly 

No later than the 101
1i 

Copy calendar day of the month 

Querie Results Para 5.0 
Electronic 

As required Within 24-48 hours 
Record 
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Training 
Para 5.0 PDF As required Upon course completion 

Ce1tification 

Written report of 
Upon completion of initial 

the initial domain Para 5.0 PDF Once 
definition 

setup 

Draft due within 7 calendar 

Meeting Notes; 
days after meeting. Final 

Monthly Meeting 
Para 7.4 electronic Monthly 

version due within 5 
Notes 

Delivery 
calendar days of 
government's review of 
Draft. 

Ad Hoc Reports Para 8.1 Electronic As required 
Due within 5 working days 
of request 

8.1 AD HOC REPORTS 

The government may request a variety of ad hoc reports. The Contractor shall create and run routine and 
non-routine ad hoc reports, as requested. 

8.2 INVOICE COURTESY COPY 

The contractor shall provide a courtesy copy of the monthly invoice to the CO and COR. 

9.0 GOVERNMENT ACCEPTANCE PERIOD: 

The Task Order COR will review the deliverables prior to acceptance and provide the Contractor 
with an e-mail that provides documented reasons for non-acceptance. If the deliverable is 
acceptable, the Task Order COR will send an e-mail to the Contractor as notification that the 
deliverable has been accepted. A lack of response by the Government within 20 calendar days 
can be construed as acceptance. In this event a final version, if applicable must be submitted by 
the vendor within the allocated number of days 

In the event of a rejected deliverable, the Contractor will be notified in writing by the Task Order 
COR of the specific reasons for rejection. The Contractor shall have an opportunity to correct 
the rejected deliverable and return it per delivery instructions. 

10.0 POST AWARD ORIENTATION CONFERENCE: 
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The contractor shall participate in a post-award conference for the purposes of making 
introductions, coordinating security requirements, discussing schedules, prioritizing SOW 
requirements. 

The contractor shall commence work on the first day of the period of performance. The Post 
Award Orientation Conference shall be coordinated with the Contracting Officer and held no 
later than 10 days after award. 

11.0 PRIVACY ACT: 

Work on this project may require that personnel have access to Privacy Information. Personnel 
shall adhere to the Privacy Act, Title 5 of the U.S. Code, Section 552a and applicable agency 
rules and regulations. 

12.0 REPORTING SUSPECTED LOSS OF SENSITIVE PII 

Contractors must report the suspected loss or compromise of Sensitive PII (as defined in the 
Guide to Safeguarding Sensitive PI! at DHS) to ICE in a timely manner and cooperate with 
ICE's Inquiry into the incident and efforts to remediate any harm to potential victims. 

1. Contractor must report the suspected loss or compromise of Sensitive PII by its employees or 
sub-Contractors to the ICE Contracting Officer's Representative (COR) or Contracting Officer 
within one (1) hour of the initial discovery. 

2. The Contractor must develop and include in its security plan (which is submitted to ICE) an 
internal system by which its employees and sub-Contractors are trained to identify and repo1t 
potential loss or compromise of Sensitive PII. 

3. The Contractor must provide a written report to ICE within 24 hours of the suspected loss or 
compromise of Sensitive PII containing the following information: 

a. Narrative, detailed description of the events surrounding the suspected loss/compromise. 
b. Date, time, and location of the incident. 
c. Type of info1mation lost or compromised. 
d. Contractor's assessment of the likelihood that the information was compromised or lost 

and the reasons behind the assessment. 
e. Names of person(s) involved, including victim, Contractor employee/sub-Contractor and 

any witnesses. 
f. Cause of the incident and whether the company's security plan was followed or not, and 

which specific provisions were not followed. 
g. Actions that have been or will be taken to minimize damage and/or mitigate fmther 

compromise. 
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h. Recommendations to prevent similar situations in the future, including whether the 
security plan needs to be modified in any way and whether additional training may be 
required. 

4. The Contractor must cooperate with ICE or other government agency inquiries into the 
suspected loss or compromise of Sensitive PII. 

5. At the government's discretion, Contractor employees or sub-Contractor employees may be 
identified as no longer eligible to access Sensitive PII or to work on that contract based on their 
actions related to the loss or compromise of Sensitive PII. 
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Part 2 - Privacy & Records Office (PRO) Clauses 

PRIV 1.4: Separation Checklist for Contractor Employees: Contractors shall enact a protocol 
to use a separation checklist before its employees, Subcontractor employees, or independent 
Contractors terminate working on the contract. The separation checklist must cover areas such 
as: ( 1) return of any Government-furnished equipment; (2) return or proper disposal of Sensitive 
PII (paper or electronic) in the custody of the Contractor/Subcontractor employee or independent 
Contractor, including the sanitization of data on any computer systems or media as appropriate; 
and (3) termination of any technological access to the Contractor's faci lities or systems that 
would permit the terminated employee's access to Sensitive PII. 

In the event of adverse job actions resulting in the dismissal of an employee, Subcontractor 
employee, or independent Contractor, the Contractor shall notify the Contract Officer's 
Representative (COR) within 24 hours. For normal separations, the Contractor shall submit the 
checklist on the last day of employment or work on the contract. 

As requested, contractors shall assist the ICE Point of Contact (ICE/POC), Contracting Officer, 
or COR with completing ICE Form 50-005/Contractor Employee Separation Clearance Checklist 
by returning all Government-furnished property including but not limited to computer 
equipment, media, credentials and passports, smart cards, mobile devices, PIV cards, calling 
cards, and keys and terminating access to all user accounts and systems. 
(End of clause) 

PRIV 1.7: Privacy Act Information: In accordance with FAR 52.224-1, PRIVACY ACT 
NOTIFICATION (APR 1984 ), and FAR 52.224-2, PRIVACY ACT (APR 1984 ), this contract 
requires Contractor personnel to have access to information protected by the Privacy Act of 
1974. The Agency advises that the relevant system ofrecords notices (SORNs) applicable to this 
Privacy Act information are but not limited to: 

DHS/ICE 001- Student and Exchange Visitor Information System 
DHS/ICE 007-Alien Criminal Response Information Records (ACRIMe) 
DHS/ICE 009 - External Investigations 
DHS/ICE 011 - Criminal Records, Arrest Records, and Immigration Enforcement 
Records (CARIER) 
DHS/ICE 015 - LeadTrac System 
DHS/CBP 006 - Automated Targeting System 
DHS/CBP 017 - Analytical Framework for Intelligence System 

These SORNs may be updated at any time. The most current DHS versions are publicly available 
at www.dhs.gov/privacy. SORNs of other agencies may be accessed through the agencies' 
websites or by searching FDsys, the Federal Digital System of the Government Publishing 
Office, available at http://www.gpo.gov/fdsys/. 
(End of clause) 
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REC: 1.1: Required DHS Basic Records Management Training: The Contractor shall 
provide DHS basic records management training for all employees and Subcontractors that have 
access to Sensitive PII as well as the creation, use, dissemination and/or destruction of Sensitive 
PII at the outset of the Subcontractor's/employee's work on the contract and every year 
thereafter. This training can be obtained via links on the ICE intranet site. The Agency may also 
make the training available through other means (e.g., CD or online ). The Contractor shall 
maintain copies of certificates as a record of compliance. The Contractor must submit an annual 
e-mail notification to the Contracting Officer's Representative that the required training has been 
completed for all the Contractor's employees. 
(End of clause) 

REC 1.2: Deliverables are the Property of the U.S. Government: The Contractor shall treat all 
deliverables under the contract as the property of the U.S. Government for which the Agency 
shall have unlimited rights to use, dispose of, or disclose such data contained therein. The 
Contractor shall not retain, use, sell, or disseminate copies of any deliverable without the 
expressed permission of the Contracting Officer or Contracting Officer's Representative. The 
Contractor shall certify in writing the destruction or return of all Government data at the 
conclusion of the contract or at a time otherwise specified in the contract. The Agency owns the 
rights to all data/records produced as part of this contract. 
(End of clause) 

REC 1.3: Contractor Shall Not Create or Maintain Unauthorized Records: The Contractor 
shall not create or maintain any records that are not specifically tied to or authorized by the 
contract using Government IT equipment and/or Government records. The Contractor shall not 
create or maintain any records containing any Government Agency data that are not specifically 
tied to or authorized by the contract. 
(End of clause) 

REC 1.4: Agency Owns Rights to Electronic Information: The Government Agency owns the 
rights to all electronic information (electronic data, electronic information systems or electronic 
databases) and all supporting documentation created as part of this contract. The Contractor must 
deliver sufficient technical documentation with all data deliverables to permit the Agency to use 
the data. 

b)(S) 
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REC 1.5: Comply With All Records Management Policies: The Contractor agrees to comply 
with Federal and Agency records management policies, including those policies associated with 
the safeguarding ofrecords covered by the Privacy Act of 1974. These policies include the 
preservation of all records created or received regardless of format, mode of transmission, or 
state of completion. 
(End of clause) 

REC 1.6: No Disposition of Documents without Prior Written Consent: No disposition of 
documents will be allowed without the prior written consent of the Contracting Officer. The 
Agency and its contractors are responsible for preventing the alienation or unauthorized 
destruction of records, including all forms of mutilation. Willful and unlawful destruction, 
damage or alienation of Federal records is subject to the fines and penalties imposed by 18 
U.S.C. 2701. Records may not be removed from the legal custody of the Agency or destroyed 
without regard to the provisions of the Agency records schedules. 
(End of clause) 

REC 1.7: Contractor Must Obtain Approval Prior to Engaging Subcontractors: The 
Contractor is required to obtain the Contracting Officer's approval prior to engaging in any 
contractual relationship (Subcontractor) in support of this contract requiring the disclosure of 
information, documentary material and/or records generated under or relating to this contract. 
The Contractor (and any Subcontractor) is required to abide by Government and Agency 
guidance for protecting sensitive and proprietary information. 
(End of clause) 
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Part 3 - Personnel Security Requirements 

SECURITY REQUIREMENTS 

The United States Immigration and Customs Enforcement (ICE) has determined that 
performance of the task as described in HSCEMD-17-D-00001 requires that the Contractor, 
subcontractor(s), vendor(s), etc. (herein known as Contractor) may access classified National 
Security Information (herein known as classified information). Classified information is 
Government information which requires protection in accordance with Executive Order 13526, 
Classified National Security Information, and supplementing directives. 

The Contractor will abide by the requirements set forth in the DD Form 254, Contract Security 
Classification Specification, included in the contract, and the National Industrial Security 
Program Operating Manual (NISPOM) for the protection of classified information at its cleared 
faci lity, if applicable, as directed by the Defense Security Service. If the Contractor has access 
to classified information at an ICE or other Government Facility, it will abide by the 
requirements set by the agency. 

In conjunction with acquisition HSCEMD-17-D-00001 the contractor shall ensure all 
investigative, reinvestigate, and adjudicative requirements are met in accordance with National 
Industrial Security Program Operating Manual (DOD 5220.22-M) Chapter 2-1. 

No person shall be allowed to begin work on contract HSCEMD-17-D-00001 and/or access 
sensitive information related to the contract without ICE receiving clearance verification from 
the Facility Security Officer (FSO). ICE further retains the right to deem an applicant as 
ineligible due to an insufficient background investigation or when derogatory information is 
received and evaluated under a Continuous Evaluation Program. Any action taken by ICE does 
not relieve the Contractor from required reporting of derogatory information as outlined under 
theNISPOM. 

The FSO will submit a Visitors Authorization Letter (VAL) through the Contracting Officer's 
Representative (COR) to psu-industrial-security@ice.dhs.gov for processing personnel onto the 
contract. The clearance verification process will be provided to the COR during Post-Award. 
Note: Interim TS is not accepted by DHSfor access to Top Secret information. The contract 
employee will only have access to SECRET level information until DoD CAF has granted a full 
TS. 

For processing any personnel on a classified contract who will not require access to classified 
information see BACKGROUND INVESTIGATIONS (Process for personnel do not require 
access to classified information). 
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PRELIMINARY DETERMINATION 
ICE shall have and exercise full control over granting, denying, withholding or terminating 
unescorted government facility and/or sensitive Government information access for Contractor 
employees, based upon the results of a background investigation. 
ICE may, as it deems appropriate, authorize and make a favorable preliminary fitness to support 
decision based on preliminary security checks. The expedited pre-employment determination 
will allow the employees to commence work temporarily prior to the completion of the full 
investigation. The granting of a favorable pre-employment determination shall not be considered 
as assurance that a favorable full employment determination will follow as a result thereof. The 
granting of a favorable pre-employment fitness determination or a full employment fitness 
determination shall in no way prevent, preclude, or bar the withdrawal or termination of any such 
access by ICE, at any time during the term of the contract. No employee of the Contractor shall 
be allowed to enter on duty and/or access sensitive information or systems without a favorable 
preliminary fitness determination or final fitness dete1mination by the Office of Professional 
Responsibility, Personnel Security Unit (OPR-PSU). No employee of the Contractor shall be 
allowed unescorted access to a Government facility without a favorable pre-employment fitness 
determination or final fitness determination by the OPR-PSU. 

BACKGROUND INVESTIGATIONS (Process for personnel not requiring access to 
classified information): 
Contract employees (to include applicants, temporaries, part-time and replacement employees) 
under the contract, needing access to sensitive information, shall undergo a position sensitivity 
analysis based on the duties each individual will perform on the contract. The results of the 
position sensitivity analysis shall identify the appropriate background investigation to be 
conducted. Background investigations will be processed through the OPR-PSU. Prospective 
Contractor employees without adequate security clearances issued by DoD CAF whether a 
replacement, addition, subcontractor employee, or vendor employee, shall submit the following 
security vetting documentation to OPR-PSU, in coordination with the Contracting Officer 
Representative (COR), within 10 days of notification by OPR-PSU of nomination by the COR 
and initiation of an Electronic Questionnaire for Investigation Processing ( e-QIP) in the Office of 
Personnel Management (OPM) automated on-line system. 

1. Standard Form 85P (Standard Form 85PS (With supplement to 85P required for 
armed positions)), "Questionnaire for Public Trust Positions" Fo1m completed on­
line and archived by applicant in their OPM e-QIP account. 

2. Signature Release Forms (Three total) generated by OPM e-QIP upon completion 
of Questionnaire ( e-signature recommended/acceptable - instructions provided to 
applicant by OPR-PSU). Completed on-line and archived by applicant in their 
OPM e-QIP account. 

3. Two (2) SF 87 (Rev. March 2013) Fingerprint Cards. (Two Original Cards sent 
via COR to OPR-PSU) 
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4. Foreign National Relatives or Associates Statement. (This document sent as an 
attachment in an e-mail to applicant from OPR-PSU - must be signed and 
archived into applicant's OPM e-QIP account prior to electronic "Release" 
of data via on-line account) 

5. DHS 11000-9, "Disclosure and Authorization Pertaining to Consumer Reports 
Pursuant to the Fair Credit Reporting Act" (This document sent as an 
attachment in an e-mail to applicant from OPR-PSU - must be signed and 
archived into applicant's OPM e-QIP account prior to electronic "Release" 
of data via on-line account) 

6. Optional Form 306 Declaration for Federal Employment (This document sent as 
an attachment in an e-mail to applicant from OPR-PSU - must be signed and 
archived into applicant's OPM e-QIP account prior to electronic "Release" 
of data via on-line account) 

7. Two additional documents may be applicable if applicant was born abroad and/or 
if work is in a Detention Environment. If applicable, additional form( s) and 
instructions will be provided to applicant. 

If the contract authorizes positions which do not require access to classified information: 
In those instances where a Prospective Contractor employee will not require access to classified 
information, areas or classified systems the Vendor will add to and the COR will insure the 
following statement is added to the eQip Worksheet prior to submitting it to OPR PSU: 
"Employee will not require NSI Access to Classified Information or Classified Systems at any 
level". 

Required information for submission of security packet will be provided by OPR-PSU at the 
time of award of the contract. Only complete packages will be accepted by the OPR-PSU as 
notified via the COR. 

Be advised that unless an applicant requiring access to sensitive information has resided in the 
US for three of the past five years, the Government may not be able to complete a satisfactory 
background investigation. In such cases, ICE retains the right to deem an applicant as ineligible 
due to insufficient background information. 

EMPLOYMENT ELIGIBILITY 

The use of Non-US. citizens, including Lawful Permanent Residents (LPRs), is not permitted in 
the performance of this contract for any position that involves access to DHS /ICE IT systems 
and the information contained therein, to include, the development and I or maintenance of 
DHS/ICE IT systems; or access to information contained in and I or derived from any DHS/ICE 
IT system. 
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The contractor will agree that each employee working on this contract will successfully pass the 
DHS Employment Eligibility Verification (E-Verify) program operated by USCIS to establish 
work authorization. 

The E-Verify system, formerly known as the Basic Pilot/Employment Eligibility verification 
Program, is an Internet-based system operated by DHS USCIS, in pa1tnership with the Social 
Security Administration (SSA) that allows participating employers to 
electronically verify the employment eligibility of their newly hired employees. E-Verify 
represent the best means currently available for employers to verify the work authorization of 
their employees. 

The Contractor must agree that each employee working on this contract will have a Social 
Security Card issued and approved by the Social Security Administration. The Contractor shall 
be responsible to the Government for acts and omissions of his own employees and for any 
Subcontractor(s) and their employees. 

Subject to existing law, regulations and/ or other provisions of this contract, illegal or 
undocumented aliens will not be employed by the Contractor, or with this contract. The 
Contractor will ensure that this provision is expressly incorporated into any and all Subcontracts 
or subordinate agreements issued in support of this contract. 

CONTINUED ELIGIBILITY 
If a prospective employee is found to be ineligible for access to Government facilities or 
information, the COR will advise the Contractor that the employee shall not continue to work or 
to be assigned to work under the contract. 

The OPR-PSU may require drug screening for probable cause at any time and/ or when the 
contractor independently identifies, circumstances where probable cause exists. 

The OPR-PSU will conduct reinvestigations every 5 years, or when derogatory information is 
received, to evaluate continued eligibility. 

ICE reserves the right and prerogative to deny and/ or restrict the facility and information access 
of any Contractor employee whose actions are in conflict with the standards of conduct, 5 CFR 
2635, or whom ICE determines to present a risk of compromising sensitive Government 
information to which he or she would have access under this contract. 

REQUIRED REPORTS: 

The contractor/COR will notify OPR-PSU of all terminations I resignations, etc., within five 
days of occurrence. The Contractor will return any expired ICE issued identification cards/ 
credentials and building passes, or those of te1minated employees to the COR. If an 
identification card or building pass is not available to be returned, a report must be submitted to 
the COR, referencing the pass or card number, name of individual to whom issued, the last 
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known location and disposition of the pass or card. The COR will return the identification cards 
and building passes to the responsible ID Unit. 

The Contractor will report any adverse information coming to their attention concerning contract 
employees under the contract to the OPR-PSU through the COR as soon as possible. Reports 
based on rumor or innuendo should not be made. The subsequent te1mination of employment of 
an employee does not obviate the requirement to submit this repo1t. The report shall include the 
employees' name and social security number, along with the adverse information being reported. 

The Contractor will provide, through the COR a Quarterly Report containing the names of 
personnel who are active, pending hire, have departed within the quarter or have had a legal 
name change (Submitted with documentation) . The list shall include the Name, Position and 
SSN (Last Four) and should be derived from system(s) used for contractor payroll/voucher 
processing to ensure accuracy. 

The contractor is required to report certain events that have an impact on the status of the faci lity 
clearance (FCL) and/ or the status of the contract employee's personnel security clearance as 
outlined by National Industrial Security Program Operating Manual (DOD 5220.22-M) 
Chapterl-3, Reporting Requirements. Contractors shall establish internal procedures as are 
necessary to ensure that cleared personnel are aware of their responsibilities for reporting 
pertinent information to the FSO and other federal authorities as required. 

CORs will submit reports to psu-industrial-security@ice.dhs.gov 

SECURITY MANAGEMENT 
The Contractor shall appoint a senior official to act as the Corporate Security Officer. The 
individual will interface with the OPR-PSU through the COR on all security matters, to include 
physical, personnel, and protection of all Government information and data accessed by the 
Contractor. 

Contractors shall provide all employees suppo1ting contract HSCEMD-17-D-00001 proper 
initial and annual refresher security training and briefings commensurate with their clearance 
level, to include security awareness, defensive security briefings.( National Industrial Security 
Program Operating Manual (DOD 5220.22-M) Chapter 3-1. The contractor shall forward a 
roster of the completed training to the COR on a quarterly bases. 

The following computer security requirements apply to both Department of Homeland Security 
(DHS) U.S. Immigration and Customs Enforcement (ICE) operations and to the former 
Immigration and Naturalization Service operations (FINS). These entities are hereafter refetTed 
to as the Department. 

INFORMATION TECHNOLOGY 
When sensitive government information is processed on Department telecommunications and 
automated information systems, the Contractor agrees to provide for the administrative 
control of sensitive data being processed and to adhere to the procedures governing such data 
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as outlined in DHS MD 140-0 I - Information Technology Systems Security and DHS MD 
4300 Sensitive Systems Policy. Contractor personnel must have favorably adjudicated 
background investigations commensurate with the defined sensitivity level. 

Contractors who fail to comply with Department security policy are subject to having their 
access to Department IT systems and facilities terminated, whether or not the failure results in 
criminal prosecution. Any person who improperly discloses sensitive information is subject to 
criminal and civil penalties and sanctions under a variety of laws (e.g., Privacy Act). 

INFORMATION TECHNOLOGY SECURITY TRAINING AND OVERSIGHT 
In accordance with Chief Information Office requirements and provisions, all contractor 
employees accessing Department IT systems or processing DHS sensitive data via an IT system 
will require an ICE issued/provisioned Personal Identity Verification (PIV) card. Additionally, 
Information Assurance Awareness Training (IAA T) will be required upon initial access and 
annually thereafter. IAA T training will be provided by the appropriate component agency of 
DHS. 

Contractors, who are involved with management, use, or operation of any IT systems that handle 
sensitive information within or under the supervision of the Department, shall receive periodic 
training at least annually in security awareness and accepted security practices and systems rules 
of behavior. Department contractors, with significant security responsibilities, shall receive 
specialized training specific to their security responsibilities annually. The level of training shall 
be commensurate with the individual 's duties and responsibilities and is intended to promote a 
consistent understanding of the principles and concepts of telecommunications and IT systems 
security. 

All personnel who access Department information systems will be continually evaluated while 
performing these duties. Supervisors should be aware of any unusual or inappropriate behavior 
by personnel accessing systems. Any unauthorized access, sharing of passwords, or other 
questionable security procedures should be reported to the local Security Office or Information 
System Security Officer (ISSO). 
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From: 

Sent: 

To: 

Cc: 
Subject: 

(b )(6); 
(h\(7 \(f: \ 

Kb)(6); (b)(7)(C) 

23 May 2018 09:33:38 -0400 
rb)(6); (b)(7)(C) 

Re: Fwd: Checking In 

Wanted to drop a line checking in on any progress that may have been made. 
I will be out of the office starting tomorrow until mid next week. My colleague 

l(b)(6); (b)(7)(C) ~ copied here and can assist you if you need more information from 
our end. 

Have a great day. 

On Fri Ma 18 201 8 at 4:39 PM (b)(6); (b)(?)(C) 

b)(6); (b)(7)(C) wrote: 

,~~~~~~" I'll check wit ~~~~~~C when he's back in the office next week regarding this 
issue. Thanks. 

v/r 

Kb)(6); (b)(7)(C) I 
.... L _______ _,r Program Manager/Special Agent 

Homeland Security Investigations 

Visa Security Coordination Center 

National Security Investigations Division 

obile: (720) 25 b)(6 ); 
b)(7)( 

ALITY NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE 
(U//FOUO). It contains · hat may be exempt from public release under the Fre rmation Act (5 
U.S.C. 552). It is to be controlled, stored, han · d. dis · 1sposed of in accordance with OHS policy 
relating to FOUO information and is not to h e pub 1c net who do not have a valid "need-to-
know" without prior authorized DHS official. No portion of this email shou to the media, 

1 en or verbal form. If you arc not an intended recipient or believe you have received this communica 1 • 
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error, please do not print, copy, retransmit, disseminate, or otherwise use this information. Please inform the sender that 
you received this message in error and delete the message from your system. 

From: l(b)(6); (b)(7)(C) 

Sent: Friday, May 18, 2018 3:21 PM 

To:~b)(6); (b)(7)(C) 

Cc:I 
'---~~~~~~~~~~~~~~~~~~~~~~--' 

Subject: Re: Fwd: Checking In 

I touched base wit~b)(S); (b)(?)(C) I on this earlier this afternoon, she has not gotten 
word. 

j(b)(6); (b)(7)(C) I sent out a note a few months ago looking to see if his office was going 
to be able to provide the justification. 

On Fri, May 18, 201 8 at 12:22 PMJ(b)(6); (b)(7)(C) 
l<b)(6): (b)(7)(C) ~wrote: 

Good AftemoonK~~~~ ~;- lrm not quite positive about the details of this request. It's 
possible the COR for the contract might be able to provide those specific details. 
Please let me know if ou'd like to pass this on to the COR of the Giant Oak 
contract, b)(6); (b)(7)(C) I believe. 

Thanks, 

v/r 

~b)(6); (b)(7)(C) I- Program Manager/Special Agent 

Homeland Security Investigations 

Visa Security Coordination Center 

National Security Investigations Division 

Desk: (703) 287~(b)(6) 1Mobi le : (720) 25fb )(6 ); 
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b)(6); (b)(7)(C) 

.__ o ,.....LULNTIALITY NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE 
(U//FOUO). t c · · ormation that may be exempt from public release under the Freedom a ion Act (5 
U.S.C. 552). It is to be controlle , andled, transmitted, distributed, and · , m accordance with DHS 
policy relating to FOUO information and is not ~ed t c or other personnel who do not have a valid 
"need-to-know" without prior ap1>roval of an HS o ortion of this email should be furnished to 
the media, either in written or ' m. If you are not an intended recipient o · · ' u have received this 
communicati · , p ease do not print, copy, retransmit, disseminate, or otherwise use this:"Tmin'O'l"Mli.t.iQ.1!..:._ 

e sender that you received this message in error and delete the message from your system. 

From: 1(b)(6); (b)(7)(C) 

~jM,~r~~fo~f' 18 2018 12·12 eM 

Subject: RE: Fwd: Checking In 

Sure thing. 

If you are unsure please disregard. 

On Ma 16, 2018 2:48 PM, (b)(S); (b)(?)(C) 

(b)(6); (b)(7)(C) wrote: 

Th nk £ h . £ . . b)(6)• a you or t em ormation 1 1.., 17,~,... , nd I will discuss this with our 
management. Much appreciated. 

v/r 
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.... f b_)_(
6
_);_(-b)-(?_)_(C_) _ __.~ Program Manager/Special Agent 

Homeland Securi ty Investigations 

Visa Security Coordination Center 

National Security Investigations Division 

(b)(6); (b)(7)(C) 

,_,..,,.._u.!i:ENTlALITY NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL US ' 
ONLY (VII ntains information that may be exempt from public release under the F o 
Information Act (5 U.S.C. ::i be controlled, stored, handled, transmitted · ed, and disposed of in 
accordance with OHS policy relating to F ation and is n c cased to the public or other 
personnel who do not have a valid "need-to-know" wi roval of an authorized OHS official. No 
portion of this email should be furnishe 1cdia, either in written or m. If you arc not an intended 
reci1>ient or believe you h ' ved this communication in error, please do not print, cop , smit, 
disseminat rwise use this information. Please inform the sender that you received this message m 

ete the message from your system. 

rom F 
c )(6); (b)(7)(C) 

Sent: = ednesdaJ!, Mall 15, 2018 2:45 PM 
~~J(b)(6); (b)(7)(C) 

Subject: Re: Fwd: Checking In 

l(b)(6); (b)(7)(C) I 

(b )(5) 
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On Tue, May 15, 2018 at 9:57 AMJb)(6); (b)(7)(C) 
kb)(6); (b)(7)(C) I wrote: 

Good Morning ~~~~~~~C) 

I spoke with CBP. They are still working on getting us a credentialed 
account. As soon as they do, we should be able to get the analysts 
established. 

Additionally, I spoke withKb)(S); ___ IHe's been the Acting Division Chief and 
has had a lot on his plate recentl)'. He apologies for not getting back sooner. 
Essentiallv we are somewhat in Kb)(5) I 
b)(6); (b)(7)(C); (b)(S) 

v/r 

.... fb_)_(6_);_(_b)_(7_)_(c_) __ _,~ Program Manager/Special Agent 

Homeland Security Investigations 

Visa Security Coordination Center 

National Security Investigations Division 

Desk: (703) 287 i~b )(6)1 Mobile: (720) 255- ~~ ~~~~~C 
\ 

b)(6); (b)(7)(C) 

ITV NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFF 
USE ONLY (U//FO · "nformation that may be exempt from publ" er the Freedom 
of Information Act (5 U.S.C. 552). It is to cc .·tore , ransmitted, distributed, and 
disposed of in accordance with OHS poli · · _ · o UO m · • d is not to be released to the 
public or other person not ha\'e a valid "need-to-know" without prior app authorized 
D · . 1 o portion of this email should be furnished to the media, either in written or \'erbal form. 
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Fromt)(6); (b)(7)(C) 

Sent: ~onday, May 14, 2018 4:32 PM 
Totb)(6); (b)(7)(C) 
Subject: Re: Fwd: Checking In 

Thank you so much! 

On Mon, May 14, 2018 at 3:07 PM (b)(S); (b)(?)(C) 

b)(6); (b)(7)(C) ro e: 
b)(6); 

Good Afternoon b)(7)(C 

I just returned today from being out of country for a few weeks. I have 
been downtown at the PCN for meetings all day but I will find out what 
has been going on at the NTC tomorrow and get a read out, since I'm 
curious myself. I'll let {b)(6 ); ~ know you'd like to speak to him. Thanks! 

Sent with BlackBerry Work 
(www.blackberrv.com) 

FromJ(b)(6); (b)(7)(C) 

Date: Monday, May 14, 2018, 2:22 PM 

To:kh\f~\· rh\f7 \rr \ 

Subject: Fwd: Checking In 

(b )(6); 
(b)(7)(C) 
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Hope all is well. fb)(?)(E) 

l(b)(7)(E) 

Do you know if they are working well? 

Also I'm hying to get a hold ofb)(6); tf you have a moment can you 
please drop a line to him for me? 

Thank you 

---------- Forwarded message ----------
F rom:l(b )(6); (b)(7)(C) I (CTR) 

l(b )(6); (b )(7)(C) 
Date: Mon, May 14, 2018 at 6:23 AM 
Subject: RE: Checking In 
Tokb)(6); (b)(7)(C) 

0 

l<b )(6); (b )(7)(C) 

Good Morning, 

Thanks, 

l<b )(6); 

From:l(b)(6); (b)(7)(C) 

Sent: Friday, May 11, 2018 4:07 PM 
To b)(6); (b)(7)(C) CTR 

(b)(6); (b)(7)(C) 
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~b)(6) ; (b)(7)(C) 

ub1ect: Checkmg In 

Gents, 

Hope all is well. Just checking in. 

(b)(7)(E) 

b)(7)(E) Have you gotten a chance to play around with them? .....__ _____ ___. 

Also, I've been trying to get in touch with l(b)(6); (b)(7)(C) Iver the past 
week or two. Have they been around? 

Have a good weekend. 
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From: 

Sent: 

To: 

Cc: 
Subject: 

l(b )(6); (b )(7)(C) 

30 Nov 2017 15:24:44 -0500 
l(b)(6); (b)(7)(C) I 

Kb)(6); (b)(7)(C) 
RE: meeting 

Kb)(6); II deeply apologize for the delay. I have spoken with DA 
then I realized my delay in response. Again, I apologize. 

Would you have some time tomorrow or next week? We can give you a call and have some other folks 
on the line. I am not looking to shut anything down but rather talk a way forward. Or, we can come see 
you. I have some new PMs that should see where you guys are at as they will be involved in social media 
too. 

Thanks so much, 

I~~~~~ ~;, _ , I 
Kb)(6); (b)(7)(C) lunit Chief 

Visa Security Coordination Center (VSCC) 
b)(6); (b)(7)(C) 

Office: (703) 287 ~~~~~~('\ 

Cc: 
........._--~--' Su1>1ect: meeting 

Hi Kb)(6); 
Would be nice to catch up with you. Let me know if you have time and interest? 
Best, 
(b )(6); 
, ..... \1""7 \lr"'-
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From: 

Sent: 

To: 

Cc: 
c 
Subject: 

Hij(b)(6); I 

Kb)(6): (b)(7)(C) 

8 Dec 2017 13:39:44 -0500 

[ b )(6); (b )(7)( C) 

Re: meeting 

Sorry for missing this response last week. How is your next week? I'm happy to visit 
you, so give me a few options that work for your schedule? 
Best, 
b)(6); 

l'l _ \.1""7 \ J' ,,.... \ 

On Thu, Nov 30, 2017 at 3:24 PM~(b)(6); (b)(7)(C) wrote: ....._ _________________ ___, 

Kb)(6); _. I deeply apologize for the delay. I have spoken with DADl(b)(6)~ nd he asked me to get 
with you and then I realized my delay in response. Again, I apologize. 

Would you have some time tomorrow or next week? We can give you a call and have some 
other folks on the line. I am not looking to shut anything down but rather talk a way forward. 
Or, we can come see you. I have some new PMs that should see where you guys are at as 
they will be involved in social media too. 

Thanks so much, 

b)(6); 
h\(7\f('\ 

(b)(6); (b)(?)(C) Unit Chief 

Visa Security Coordination Center (VSCC) 

b)(6); (b)(7)(C) 

Office: 703 287 b)(6); 
h \(7 \f(' \ 

From:~b)(6) ; (b)(7)(C) 

Sent: Thursday, October 26, 2017 4:36 PM 
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To: (b)(6); (b)(7)(C) 

Cc: 
Sub1~e=:~m::".e:::-::e:r.1':".ng=--...... 

ff (b)(6); 
111..\1"'1\ll"'\ 

Would be nice to catch up with you. Let me know if you have time and interest? 

Best, 

(b )(6); 
fh \{7 \{(' \ 

2019-ICLl-00017 1551 



From: 
l(b )(6); (b )(7)(C) 

Sent: 11 Jan 2018 09:04:10 -0500 
To: kb)(6): (b)(7)(C) 
Subject: RE: IGCE's 

l(b )(6); (b )(7)(C) 

I'm at home sick. My apologies for not being able to make it out. Been fighting this cold 
for the last couple weeks and just can't shake it. I'm happy to call in or provide any input 
you guys need today. 

(b )(6); 
(b)(7)(C) 

Sent with BlackBeITy Work 
(www.blackbeITy.com) 

From: {b)(6); (b)(7)(C) 
Date: Wednesday, Jan 10, 2018, 3:55 PM 

~~l(b)(6); (b)(7)(C) 

Subject: RE: IGCE's 

Ok great. Thank you for the info 

See you tomoITow 

Sent with BlackBeITy Work 
(www.blackbeITy.com) 

From:~)(6); (b)(7)(C) 
Date: ednesday, Jan 10, 2018, 3:45 PM 

~~~b)(6); (b)(7)(C) 

Subject: RE: IGCE's 

Hi b)(6); 
I. \("7 \fl" \ 

From what I understand, it is a BPA and not a single task order I believe. I apologize but I'm 

unfamiliar with the specific contract information .l(b)(6)land I have been focusing on the PWS 

task writing and determining the personnel needs. I believe fb)(6)lcan tell you exactly what we 

are doing as he is more familiar with the contract specifics. 

r b )(6); (b )(7)( C); (b )(5) 
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b)(6); (b)(7)(C); (b)(S) 

Hopefully this answers your questions! I apologize if I'm missing something or not answering 
correctly. 

Program Manager/Special Agent 
........,.~o~m-e~a n-~e~c-u-n-y--'nvestigations 

Visa Security Coord ination Center 

National Security Investigations Division 
Desk: (703) 287 b)(6) Mobile: (720) 255 (b)(6): 
(b)(6); (b)(7)(C) 

, NTIALITY NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY 
(U//FOUO). It co · · mation that may be exempt from public release under the Freedom oflnfornll!rn!!!tjj,l' ~.et1,-cil.S 
552). It is to be controlled, stored, · • smitted, distributed, and disposed of in ac OHS policy relating to 
FOUO information and is not to be released to the 1rn not have a valid "need-to-know" without 
prior approval of an authorized DHS ollicial. No porti · ·. nail s o ished to the media, either in written or 
verbal form. If you are not an intend or believe you have received this commumc · or please do not print, 
copy, retransmit, d' , or otherwise use this information. Please inform the sender that you receive 
~~Mftf-m:Jete the message from your system. 

From:l(b)(6); (b)(7)(C) I 
Sent: Wednesday, January 10, 2018 3:33 PM 
~~Jb)(6); (b)(7)(C) I 
Subject: RE: IGCE's 

Hi, so are you doing a BPA or a single award? Have you guys decided? 

Are you combining efforts or keeping the separate? 

V/R, 
b)(6); (b)(7)(C) 

on rac s an cquisitions 
U.S. Department of Homeland Security I Immigration and Customs 
Enforcement 
Student and Exchange Visitor Program I Fee Management Section 
Desk. (703) 603 .?~~~ ~;,~ lackberry. (202) 556{~~~~ ~;.J 

(b)(6); (b)(7)(C) 
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U.S. Immigration 
and Customs 
.Enforcement 

Student and Exchange Visitor Program 
U.S. Immigration and Customs Enforcement 
Department of Homeland Security 
This communication, along with any attachments, is covered by federal and state law governing electronic 
communications and may contain confidential and legally privileged information. If the reader of this message is not the 
intended recipient, you are hereby notified that any dissemination, distribution, use or copying of this message is strictly 
prohibited. If you have received th is in error, please reply immediately to the sender and delete this message. Thank you. 

From:l(b)(6); (b)(7)(C) 

Sent: Wednesday, January 10, 2018 2:44 PM 

~~~ rb)(6); (b)(7)(C) 
1 

Subject: IGCE's 

Hi Kb)(6); _I 

I had every intention of updating the IGCE's today but we got caught up with a few taskings and 

I have a feeling that I'll be tied up for the rest of the day. I wanted to send these to you per your 

request. We can discuss in detail tomorrow. Essentiallyfb)(S); (b)(6); (b)(7)(C) I 
b)(S) 

Thanks! 

If I have more time this afternoon, I'll just email the newer versions before I leave this evening . 

..,_kb ..... )(,,,_6""");_,_(b....:.)..:...(7-'-)(,_C-'-) -_.I Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coord ination Center 
National Security Investigations Division 
Desk: (703) 28~(b)(6): 1 Mobile: (720) 25~(b)(6); I 
b)(6); (b)(7)(C) 
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~:6il~Jl.E~TIALITY NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY 
(U//FOUO). It co1 ation that may be exem1>t from public release under the Freedom of Information Act (5 U.S.C. 
552). It is to be controlled, store , u smitted, distributed, and disposed of in accordance with OHS policy relating to 
FOUO information and is not to be released to the p r ersonnel who do not have a valid "need-to-know" without 
prior approval of an authorized OHS official. No portion of this ema1 s rnished to the media, either in written or 
verbal form. If you are not an intended recipient or believe you have received this commu · error, please do not print, 
copy, retransmit, disseminate, or otherwise use this information. Please inform the sender that you receno'l'e!lMl:m-~W? 
error and delete the message from your system. 
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From: Kb)(6); (b)(7)(C) 

Sent: 24 Jan 2018 13:24:27 -0500 

To: 
Cc: 

r b)(6); (b)(7)(C) 

Subject: RE: Market Research Review 

l~b )(6); 
(b)(7)(C) I 

b)(S) 

What do you think? 

kb)(6); (b)(7)(C) I 
Intelligence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235Jfh)(n)' I 
Cell: 703-258 (b)(6); 
Email b)(6); (b)(7)(C) 

From:l<b)(6): (b)(7)(C) I 
Sent: Wednesday, January 24, 2018 12:38 PM 
To lb )(6); (b )(7)( C) 

~~iect: RE: Market Research Review 

b)(7)(E) 

.... tb_)(7_)(_E_) __________ _.I I think it's important that we keep the statement in 2.0 as follows: 

b)(S) 

I attached the newest version if everyone agrees. I also changed some verbiage in the VSP paragraph. 

Thanks! 

kb)(6): (b)(7)(C) ~ Program Manager/Special Agent 

Homeland Security Investigations 
Visa Security Coordination Center 
National Securit Investigations Division 
Desk: (703) 287 b)(6); Mobile: (720) 255 (b)(6); 

b)(6); (b)(7)(C) 
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[ b )(6); (b )(7)( C) 

ALITY NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOU 
contains information · · m t from public release under the Freedom of Information Act 5 U. · o e controlled, 
stored, handled, transmitted, distribnted, an ·n accordance with OHS . o OUO information and is not to be 
released to the public or other personnel who do not have a ' · " without prior approval of an authorized OHS official. 
No portion of this email should be fur · 1e 1a, either in written or verbal on . · • ot an intended recipient or believe 
you have rcceiv · umcation in error, please do not print, copy, retransmit, disseminate, or otherwise rmation. 

m orm the sender that you received this message in error and delete the message from your system. 

From: b)(6); (b)(7)(C) 
Sent: We nes ay, January 4, 2018 12:08 PM 
To1·(b)(6); (b)(7)(C) 
Cc· 
Su~~ect: FW: Market Research Review 

Good afternoo b)(6); 
l'l _ \ j' .., \J' ,... \ 

I have completed my review of the attached VLVI Market Research document and it looks great! 

Thank you for your assistance! 

Kb)(6); 

From: lrh\f~\· rh\f7 \rr \ I 
Sent: Wednesday, January 24, 2018 10:24 AM 
To:fo)(6): (b)(7)(C) I 
Subject: RE: Market Research Review 

Attached are my suggested edits and comments. Yesterdayl<b)(6): m entioned that we would get this to 

Kb)(~}; lby noon today-K~~~~ ~;. f ill you send it once you complete your review? 

Thank you. 

lrb)(6): (b)(7)(C) 
Management and Program Analyst 
Counte1terrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: (703) 235 (b)(6); 
Email : b)(6): (b)(7)(C) 

From: (b)(6); (b)(7)(C) 
Sent: Tues ay, January 23, 2018 3:00 PM 
To: kb)(6): (b)(7)(C) 
Subject: Market Research Review 

b)(6); (b)(7)(C) 

Please review and comment as necessary. 

Thanks, 
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Intelligence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235~fh)fn I 
Cell: 703-258-~ 
Email: l(b )(6); (b )(7)(C) 
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From: l<b )(6): (b )(7)(C) 

Sent: 24 Jan 2018 16:18:15 -0500 
To: 
Cc: 

l(b )(6); (b )(7)(C) 

Subject: RE : Market Research Review 

Thanks - Let's send it to OAQ. 

,~ ~~~~~,... can you se ~~~~~~~"' last comment? I agree - if that paragraph is not needed than lest remove 
it. 

b)(6); (b)(7)(C) 

Counterterrorism and Criminal Exploitation Unit 

ICE - Homeland Security Investigations 

Office: 703-235 (b)(6); 

Cell: 202-345 (b)(6); 

Email:l(b).(6); (b)(7}(C) 

From: l<b)(6); (b)(7)(C) 
Sent: Wednesda , Janua 
To: b)(6); (b)(7)(C) 
Cc: 

I 
24, 2018 3:32 PM 

Su6~1~e--=-:,...,......-~....,....,,..,......,.....,,...,,...,,.,,..-=...,....e~v-1e~w~~~~~~~~~-' 

Attached is the most current version with ~~~~~~~ most recent suggestion. 

Thanks, 

Kb)(6); (b)(7)(C) !Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: (703) 287-~I Mobile: (720) 2SSi(b)(~}; I 
(b)(6); (b)(7)(C) 

IALITY NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY 
contains information • · .m t from public release under the Freedom of Information '. . . :i ). It is to be controlled, 
stored, handled, transmitted, distributed, an · · accordance with e ating to FOUO information and is not to be 
released to the public or other personnel who do not have '" · "' ·ithout prior approval of an authorized OHS official. 
No portion of this email should be fur · c media, either in written or verbal form. n intended recipient or believe 
you have receiv umcation in error, please do not print, copy, retransmit, disseminate, or otherwise use 

orm the sender that you received this message in error and delete the message from your system. 

From~fb)f6): fb)f7)fC) 

Sent: Wednesday, January 24, 2018 1:24 PM 
To:1(b)(6); (b)(7)(C) 
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cJb)(6); (b)(7)(C) 

Subject: RE: Market Research Review 
b)(6); (b)(7)(C) 

b)(S) 

What do you think? 

l(b)(6); (b)(7)(C) I 
Intelligence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235 (b)(6); 
Cell: 703-25 (b)(6); 
Email b)(6); (b)(7)(C) 

Fromkb)(6): (b)(7)(C) 

To:Kb)(6); (b)(7)(C) 
Sent: Wednesday:Januarv 24, 2018 12:38 PM 

Cc:l 
Su~~1-ect-.-:-R~E-: ~M~a~r -e~t~R-es_e_a-rc~h~R~e-v-1e-w~~~~~~~~~~~~~___, 

{b){7)(E) 

fb)(7)(E) I 1 think it's important that we keep the statement in 2.0 as follows: 

(b )(5) 

I attached the newest version if everyone agrees. I also changed some verbiage in the VSP paragraph. 

Thanks! 

l(b)(6); (b)(7)(C) ~ Program Manager/Special Agent 

Homeland Security Investigations 
Visa Security Coordination Center 
Nationa l Security Investigations Division 
Desk: (703) 28*b)(6); ~obile : (720) 25*b)(6); I 

r b)(6); (b)(7)(C) .

1 
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fils"l!Tmftl..:.i.11.11....a!!!ln attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that may be exempt from 1rnblic r r the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and disposed of in accordance olicy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid "need-to-know" withou · oval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. If you are not a recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise use this inl0iori'imrti'i8;· ..._ __ 
Please inform the sender that you received this message in error and delete the message from your system. 

From{b)(6): (b)(7)(C) I 
Sent: Wednesday, January 24, 2018 12:08 PM 
To:Kb)(6); (b)(7)(C) 
Cc:l 
Su6-1e-ct~:~F~w~:-M~a-rk-e~t~R-e_s_e-ar-c~n-R~e-v-1e-w~~~~~~~~~~~~~~~~~~~~~~~---' 

Good afternoo~(b)(6 ); 

I have completed my review of the attached VLVI Market Research document and it looks great! 

Thank you for your assistance! 

b)(6); 
b)(7)(C) 

From: l(b)(6); (b)(7)(C) I 
Sent: Wednesday, January 24, 2018 10:24 AM 
To: Kb)(6); (b)(7)(C) I 
Subject: RE: Market Research Review 

Attached are my suggested edits and comments. Yesterday ,~~~~~~ mentioned that we would get this to 
Kb)(6}j by noon today. (b)(6); will you send it once you complete your review? 

(h)(7 ) 

Thank you. 

l(b )(6); (b )(7)(C) 

Management and Program Analyst 
Counte1terrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703 235 (b)(6): 
Email: b)(6); (b)(7)(C) 

fromfb)(6); (b)(7)(C) I 
Sent: Tuesday, January 23, 2018 3:00 PM 
TO,b)(6); (b)(7)(C) 
Su 1ect: Market Research Review 

l(b )(6); (b )(7)(C) 

Please review and comment as necessary. 

Thanks, 

l<b )(6 ): (b )(7)(C ) 

Intelligence Research Specialist 
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Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235 (b)(6): 
Cell: 703-258- b)(6); 

11- \1""'1 \I"' 

Email: (b)(6); (b)(7)(C) 
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From: Kb)(6); (b)(7)(C) 

Sent: 23 Apr 2018 13:02:18 +0000 
To: kb)(6): (b)(7)(C) I 
Subject: RE: Open Source - Chameleon Question 

Would this be only a discussion of the VPN options they are contemplating or would it include a 
discussion on their Social Media/Open source efforts as well? 

v/r 

ICb)(6); (b)(7)(C) ~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: (703) 28fb)(6)1 I Mobile: (720) 2S~(b)(~ ); _ I 

b)(6); (b)(7)(C) 

:{mi'P'H~l!JJA!,,LITY NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information • exempt from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distribute , sed of in accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have · " ed-to-know" without prior a1>proval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written c ·orm. If you are not an intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, dissem1 herwise use this information. 
Please inform the sender that you received this message in error and delete the message from your system. 

From: l(b)(6); (b)(7)(C) I 
Sent: Monday, April 23, 2018 8:57 AM 

~:~~:~~~)~~~)~~~~)source - cnameleon QUest1on 

Yeah, you could take the call i ~~~~~~ ffice. This shouldn't take too long. Let me know who is coming 
over and I will put in the request. 

From: l(b)(6); (b)(7)(C) 

Sent: Monday, April 23, 2018 8:55 AM 
Tofb)(6); (b)(7)(C) 

Subject: RE: Open Source - Chameleon Question 

Geez. You work qu ick! Ha. I might have a 1400 call tomorrow but I'll check on that one. Regardless, I'm 
sure I can take the call over there if we still have it. I'm guessing/hoping the meeting wouldn't last 
longer than an hour. Also, let me chat with (b)(6); to see if they want to jump in as well. I don't 
have building access, unfortunately. Thanks b)(6); 

v/r 

l(b)(6); (b)(7)(C) I Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
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Mobile: (720) 255 (b)(6); 

TIALITY NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information • xem t from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distribute , an ·a accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a vali n " without prior a1>proval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. • intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise use · 
Please inform the sender that you received this message in error and delete the message from your system. 

From:Kb)(6); (b)(7)(C) 

Sent: Monday, April 23, 2018 8:29 AM 
Totb)(6); (b)(7)(C) 

Subject: RE: Open Source - Chameleon Question 

(b )(6); 
fh\17 \f(" 

1300 tomorrow, with AD and some of his guys. Do you have building access over here or do I need to do 
a request for you? 

From: Kb)(6); (b)(7)(C) I 
Sent: Monday, April 16, 2018 3:33 PM 
To: Kb)(6); (b)(7)(C) 

Subject: FW: Open Source - Chameleon Question 

FYI. So it looks like CBP is working on the process outlined below. My assumption is that they'll be using 

t b)(S) 

v/r 

Kb)(6); (b)(7)(C) ~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 

Desk: (703) 287-~Mobile: (720) 255t~~~~~~f"\ I 
(b)(6); (b)(7)(C) 

l Y NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information tha xempt from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distribute , sed of in accordance with DHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have · "need-to-know" without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in wn al form. If you are not an intended recipient or believe 
you have received this communication in error, t>lease do not 1>rint, copy, retransmit, 1 or otherwise use this information. 
Please inform the sender that you received this message in error and delete the message from your sys e 

From: Kb)(6); (b)(7)(C) 

Sent: Monday, April 9, 2018 9:42 AM 
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To: b)(6); (b)(7)(C) 

Cc: ...._ ______ ---i'!!'"'!"!!!!"!'!!!'!"'~~.......----------' 
Subject: RE: Open Sourcel(b)(7)(E) uestion ,____ ___ __, 

Hi l(b)(6); I 
l(b)(7)(C) 

b )(5); (b )(7)(E) 

I think there is a meeting this week or next about what system CBP will adopt - I can let you know what 
happens. 

Good to hear from you and hope all is well! 

b)(6); 
IL.\ 1 ""'1 \ /,.._\ 

From:l(b)(6); (b)(7)(C) 

Sent: Friday, April 06, 2018 2:31 PM 

To b)(6); (b)(7)(C) 
Cc 

Hi (b)(6); 
(h \(7\((;\ 

uest1on 

Hope everything is going well for you over with CBP. I met one of your coworkers, (b)(6); tan OS 
training about a month back and I think I remember him mentioning that your sho {b){7)(E) . ....__ _____ ___, 

fb)(7)(E) I Could you provide a little bit of information on the technology and your 
opinion of its effectiveness? 

I've CC'd SAUb)(6): (b)(7)(C) I he's a Program Manager with VSP helping out with their side of the Visa 
Lifecycle Program. 

Thanks! 

j(b )(6); 

Intelligence Research Specialist 
Counte1terrorism and Criminal Exploitation Unit 
ICE - Homeland Securi Investigations 
Office: 703-235 b)(6); 
Cell: 703-258- b)(6); 
Email: b)(6); (b)(7)(C) 
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From: l(b )(6); (b )(7)(C) 

Sent: 9 Feb 2018 16:14:30 -0500 
To: 
Cc: 

r b)(6); (b)(7)(C) 

Subject: RE: NSID Contracts 2.1.18.xlsm 

Hi team: 

Here's the information you requested: 

1.) The POP is: 6/06/2017 to 8/31/2022 
2.) The current COR isJb)(6); (b)(7)(C) ~03-235-*?)(6~nd backup COR is: l(b)(6); 1703-287-

l(b )(6); I . 
3.) Your contract was funded at: $793,744.64 

Invoiced to date: $411,557.38 
Funding remain ing: $382,187.26 

4.) The funding string used was: 
VSPG RM 1-ITC D 2 15-10-00-000 14-50-0000-00-00-00-00 G E-25-19-00-000000 00-00-0000-00-
00-00-00 000000-000000-000000-000000 000000 

Please let me know if you need anyth ing else. 

b)(6); (b)(7)(C) 

Management and Program Ana lyst 
Homeland Security Investigations 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigation 
Office: 703-23Sf b)(6): I 
Cell: 202-427~ 
Emai l:l(b)(6): (b)(7)(C) 

From: kb)(6): (b)(7)(C) 
; 

Sent: Friday, February 09, 2018 3:13 PM 
~~J(b)(6 ); (b)(7)(C) 

Subject: RE: NSID Contracts 2.1.18.xlsm 

Hi b)(6); 
l'l _ \ j' .., \J' ,... \ 

I was informed that you were the current COR for the Giant Oak contract. If you are not the COR, if you 
could pass this request along to the appropriate COR, I'd greatly appreciate it. 

I spoke with kb)(6); !directly. I was informed that question regarding the "terms of the contract" is 
not related to any type of VSCC operational questions, and are more contract specific questions, 
specifically the POP. 
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l(b)(6): llf I am incorrect, and there are specific VSCC operational questions that I can hopefully answer, 

please let me know. 

Kb}(ij . . h f II . L_J 1s requesting t e o owing: 

1) The POP for the contract. 
2) The current COR and backup COR contact information. 

3) The contract expenditures for FY16-FY19 

v/r 

kb)(6): (b)(7)(C) ~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: 703 287 b)(6) Mobile: 720 2ss- (b)(6); 
b)(6); (b)(7)(C) 

CON ITV NOTICE: This email and any attachments arc UNCLASSIFJED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information t a t from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, an 'n accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a vali v" without prior a1>proval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verba o . e not an intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherw · 'nformation. 
Please inform the sender that you received this message in error and delete the message from your system. 

From:kb)(6); (b)(7)(C) I 
Sent: Tuesda~, Februa: 6, 2018 10:34 AM 
To: b)(6); (b)(7)(C) Su~1ect: FVV: l'\JSID Co racts 2.1.18.xlsm 

Guys, wafb)(6)bsking this question on our behalf? If not do we know the answer(s)? I want to say that 

the GO POP for VSCC is through end of fiscal year. 
Thanks, 

l(b )(6); 

oordination Center (VSCC) 

(b )(6); 
(b)(7)(C) 

From:Kb)(6); (b)(7)(C) I 
Sent: Tuesday, February 06, 2018 10:25 AM 

~~l(b)(6); (b)(7)(C) 

Subject: RE: NSID Contracts 2.1.18.xlsm 
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b)(6); 
b)(7)(C) 

We would defer to ~~~~~~C cc'd) to answer your questions. 

b)(6); 
h)(7)(r,) 

oun e erronsm and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-23Sl(b)(6); I 
Cell: 202-345 b)(6); 

• h\{7\f('\ 
Email: b)(6); ( 

From: j(b)(6); (b)(7)(C) 

Sent: Tuesday, February 06, 2018 10:19 AM 
To. :Kb)(6); (b)(7)(C) 
Cc:~[~~~~~~~~~~~~~~~~~~~~~~____, 
Subject: FW: NSID Contracts 2.1.18.xlsm 

Hi l(b)(6); 

Based on our discussion Kb)(S) 

b)(S) 

Please let me know if you have any additional questions. 

Thanks 
(b )(6); 
(b)(7)(C) 

From: l<b)(6): (b)(7)(C) 
Sent: Monday, February 5, 2018 4:24 PM 

~~rb)(6); (b)(7)(C) 

Subject: FW: NSID Contracts 2.1.18.xlsm 

Hj(b)(6); 

Just a couple of follow-up questions on the workbook. 

(b )(5) 
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Thank you for your assistance with this! 

Thank you! 

~b)(6); (b)(7)(C) 

G: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains in o · n that may be exempt from public release under the Freedom of Information Act (5 
U.S.C. 552). It is to be c ed, stored, handled, transmitted, distributed, and disposed of in 
accordance with DHS policy relatin UO information and is not to be released to the public or other 
personnel who do not have a valid "need-to- "without prior approval of an authorized DHS official. 
No portion of this email should be furnished to the me 1 , • er in written or verbal form. If you are 
not an intended recipient or believe you have received this commu · n in error, please do not print, 
copy, retransmit, disseminate, or otherwise use this information. Please infor ender that you 
received this message in error and delete the message from your system. 

From: l(b)(6); (b)(7)(C) I 
Sent: Friday, February 2, 2018 1:44 PM 
To: l(b)(6); (b)(7)(C) I 
Subject: RE: NSID Contracts 2.1.18.xlsm 

Please see the attached. I have not made any changes. 

From: l<b)(6): (b)(7)(C) 
Sent: Thursday, February 01, 2018 1:29 PM 
To: kb )(6); (b )(7)(C) 

Cc:Kb)(6); (b)(7)(C) 
Subject: FW: NSID Contracts 2.1.18.xlsm 

Good Afternoon -

Please review the attached workbook to ensure it is accuracy. Edits should be made only to the 
"Contract Overview" and "IAAs" tab. Please note, this is the same spreadsheet/workbook that is 
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supposed to be sent with the weekly contract updates. All edits need to be received by COB Monday, 
February 5, 2018. 

Please give me a call if you have any questions. Thank you! 

~b)(6); (b)(7)(C) 

G: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains infor that may be exempt from public release under the Freedom of Information Act (5 
U.S.C. 552). It is to be con r tored, handled, transmitted, distributed, and disposed of in 
accordance with DHS policy relating to · ormation and is not to be released to the public or other 
personnel who do not have a valid "need-to-know" w1 rior approval of an authorized DHS official. 
No portion of this email should be furnished to the media, either in or verbal form. If you are 
not an intended recipient or believe you have received this communication in er 
copy, retransmit, disseminate, or otherwise use this information. Please inform the sender t 
received this message in error and delete the message from your system. 
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From: 

Sent: 

To: 

Cc: 
Subject: 

(b )(6); 
"- \ / .., \ / " \ 

(b)(6); (b)(7)(C) 

8 Fe 2018 14:14:18 -0500 
r b)(6); (b)(7)(C) 

1 
RE: Personnel #'s 

Can you take a look at this for us? We're unsure of how to word the second footnote(**), maybe you 
can provide some input. Thanks. 

b)(S) 

l(b )(6); (b )(7)(C) 

Intelligence Research Specialist 
Counte1terrorism and Criminal Exploitation Unit 
ICE - Homeland Securi!Y Investigations 
Office: 703-2j 5J(b)(6); I 
Cell: 703-258_ b)(6); I 
Email: l(b)(6); (b)(7)(C) 

2019-ICLl-00017 1571 



From: l(b)(6); (b)(7)(C) 

Sent: Thursday, February 08, 2018 1:54 PM 
To:Kb)(6); (b)(7)(C) I 
Subject: Personnel #'s 

Our Project Manager is putting together the# of contract personnel at the beginning and ending of the 
year since 2016. Should have them to you in the next 30-45 minutes. 

kb)(6); (b)(7)(C) ~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
Nationa l Security Investigations Division 
Desk: (703) 287 (b)(6) Mobile: (720) 255 (b)(6); 
(b)(6); (b)(7)(C) 

Y NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that m t from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, an in accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a vah < w" without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verba ' 1 are not an intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or o · his information. 
Please inform the sender that you received this message in error and delete the message from your system. 
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From: Kb)(6); (b)(7)(C) 

Sent: 23 May 2018 15:19:38 +0000 

To: Kb)(6); (b)(7)(C) 
Subject: RE: Phase 1 Evaluation Plan 

I spoke t~(b)(~);_ l this morning because I had a few quick questions. While I was talking to her, she told 
me that they are going to be sending out a new email. Th ings have changed again, for the better 

thou ' e to work on this anymore though ..... for now ... until things change again next 
(b)(6); (b)(7)(C) 

wee 

v/r 

l(b )(6); (b )(7)(C) ~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: (703) 287- b)(6 Mobile: (720) 2ssl(b)(6); I 

b)(6); (b)(7)(C) 

CONFIDE , CE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that may be cxc blic release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and dispose o e with DHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid "need-to-lfoo · ior a1>proval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. If you a 1ded recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise use this u 
Please inform the sender that you received this message in error and delete the message from your system. 

From: kb)(6); (b)(7)(C) 

Sent: Tuesday, May 22, 2018 3:33 PM 
T~(b)(6); (b)(7)(C) 

kb)(6): (b)(7)(C) 

Subject: Phase 1 Evaluation Plan 

Kb)(~ ); __ . I 
(b)(6); lhad asked for a breakdown of Phase 1 and how it will be evaluated. Since it's been stated that 
(b)(S) I Do you see 

anything here that you'd like to remove or add? 

(b )(5) 
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(b )(5) 
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Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235 (b)(6): 
Cell: 703-258- b 6 : 
Email: b)(6); (b)(7)(C) 
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From: 
Sent: 
To: 
Subject: 
Attachments: 

,.,,...,....,,,..,.....------, 

02152018 ~~1~~k.,, 

l(b)(6); (b)(7)(C) I 
15 Feb 2018 11:11:30 -0500 
l(b)(6); (b)(7)(C) I 
RE: Past Performance Questionnaire 
Past Performance Questionnaire (PPQ) 02.15.2018.doc, Tecnical Evlaution Plan 

DITS.docx 

See attached. I'm having a hell of a time tryingl(b)(S) lrhe formatting just does 
not want to cooperate. Maybe l<b)(6); br you can make it work, but I about smashed my monitors over 
it. Let me know what you think. 

Thanks, 

b)(6); (b)(7)(C) 

Tnte 1gence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235Jth\t~\· I 
Cell: 703-258~th\t~\· I 
Email l(b)(6); (b)(7)(C) 

From~(b)(6): (b)(7)(C) I 

...----.......... ---- 12, 2018 1:00 PM 

Yo 

Past Performance Questionnaire thoughts: 

(b )(5) 
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Off to a meeting ... but wanted to fire off something to you. 

Now it looks like we have to do another document? The BWS? It keeps growing every day ..... 

v/r 

Program Manager/Special Agent 
ome an ecunty nvestigations 

Visa Security Coordination Center 
National Securit lnvesti ations Division 
Desk: 703 287 (b)(6); obile: 720 25 (b)(6); 
b )(6); (b )(7)(C) (b )(7)( th \t

7
\tf"\ 

Y NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that may blic release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and disposed of 111 a S olicy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid "need-to-know" withou n authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. If you are not an intende re 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise use this information. 
Please inform the sender that you received this message in error and delete the message from your system. 
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Page 1578 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 
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WIF Draft ; (b)(S) 
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WIF Draft ; (b)(5) 

of the Freedom of Information and Privacy Act 
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WIF Draft ; (b)(S) 
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of the Freedom of Information and Privacy Act 
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WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 
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Withheld pursuant to exemption 

WIF Draft ; (b)(5) 

of the Freedom of Information and Privacy Act 
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Page 1599 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 
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From: 

Sent: 

To: 

Cc: 
Subject: 

Attachments: 

Good afternoon, 

r b)(6); (b)(7)(C) 
1 

24 Jan 2018 15:21:34 -0500 r )(6); (b )(7)(C) 

RE: Single Award Concerns 
VLVI DF _LH_ 012418.docx 

I made an attempt at addressing the first 2 bullets {in bold) of the D&F based on the previous 
submission. Please review and make any edits or additions as deemed appropriate. Hopefully we can 
finalize and send to OAQ by tomorrow or Friday. 

Thank you. 

l(b )(6); (b )(7)(C) 

Management and Program Analyst 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Securit Investigations 
Office: (703) 235 (b)(6); 

. fh\{7 \f(' 
Email: b)(6); (b)( 

Fromlfh)fn)· fh)(7)fr,) 
I 

Sent: Tuesday, January 23, 2018 4:23 PM 
To: ~b)(6 ); (b)(7)(C) 
Sub1ect: Single Award Concerns 

All 

Here are some initial thoughts regarding concerns w ith a single award contract. I hope these help. 

(b )(5) 
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b)(S) 

Kb)(6); (b)(7)(C) ~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Securit Investigations Division 
Desk: (703) 287 ~b)(6) Mobile: (720) 25~~~~~~~J 

b)(6); (b)(7)(C) 

ITY NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information t a 1 t from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, an s ccordance with DHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid nee - ,· " without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. tan intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise u ation. 
Please inform the sender that you received this message in error and delete the message from your system. 
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(b )(5) 

4/26/16 
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(b )(5) 

2 4/26/16 
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From: fb )(6): 
Sent: 3 Jan 2018 16:45:28 +0000 
To: 

(b)(6); (b)(7)(C) 

h)fn)· fh)(7)fr,) 

Good morning, 

Based on yesterday's call and the timelines we' re now working on, a listening session does not seem to 
make sense at this time. Thank you all for your insight, and we'll follow up as future opportunities arise. As 
always, if you need assistance with private sector outreach, we are here to help. 

Thanks, 
l(b )(6): I 
kb)(6): (b)(7)(C) I 
Director, Cybersecurity and Innovation 
Office of Partnership and Engagement 
(o)202-612~(b)(61(m)202-603 b)(6); 
<< OLE Object: Picture (Device In ependent Bitmap) >> 

-----Original Appointment----­
From:l(b )(6 ): (b)(7)(C) I 
Sent: Wednesday, December 27, 2017 3 :54 PM 
To: l<b)(6): (b)(7)(C) 

(b)(6); (b)(7)(C) 

u Jee : ocia e ia ta e o er 1s ening Session Prep 
When: Tuesday, January 2, 2018 3:00 PM-3:30 PM (UTC-05:00) Eastern Time (US & Canada). 
Where: See Conference info below 

[ b)(7)(E) 

Good afternoon, 

This is an internal DHS personnel call to discuss potential stakeholder engagement on the use of social 
media handles in screening activity. This time seemed to work for almost everyone per calendar visibility, 
please let me know if this time does not work and we will find another. The conference number will be 
provided by OPE and updated before the call. 

Participants: 
~~~~~~~~~~~ 

OPE: l(b)(6); (b)(7)(C) I 
PLCY: (b)(6); (b)(7)(C) 
CBP: 
ICE: 
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USCIS 
OGC: 
PRIV: 
CRCL: 

b)(6); (b)(7)(C) 

~b)(6); (b)(7)(C) 

irector, Cybersecurity and Innovation 

ffice of Partnership and Engagement 

o)202-6121(b)(6]cm)202-603 ~~~~~~(" 

Thanks 
b)(6); 
h\(7 \f(' \ 

<< OLE Object: Picture (Device Independent Bitmap) >> 
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From: ~b)(6); (b)(7)(C) 

Sent: 29 May 2018 21:01:26 +0000 

To: 

Cc: 
Subject: 

t b )(6); (b )(7)( C) 

Kt . speu11c per a11a19sc coses rr urn vsP scr ee11er s comr ace 

Will do. I'll send off the request now. 

v/r 

l(b)(6); (b)(7)(C) ~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: 703 287 (b)(6): Mobile: 720 255 b)(6); 

b)(6); (b)(7)(C) 

ALITY NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information ·empt from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distribute , of in accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have av· - -know" without prior a1>proval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or ve · · vou are not an intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, o ' use this information. 
Please inform the sender that you received this message in error and delete the message from your system. 

From: Kb)(6); (b)(7)(C) lcTR) 

Sent: Tuesday, May 29, 2018 5:00 PM 

To: (b)(6); (b)(7)(C) 
Cc: 
b)(6); (b)(7)(C) 

Subject: RE: Specific "per analyst" costs from VSP Screeners Contract 

Thankskb)(6): 

Let me know if you have any questions on that. 

Thanks 
(b)(6); (b)(7)(C) 

Grant Thornton LLP, in support of 
Visa Security Program 
Immigration & Customs Enforcement 
U.S. Department of Homeland Security 
Cell : 703-717- b)(6); 

h\{7\f('\ 
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kb)(6); (b)(7)(C) 

From2rh\f~\· fh\f7\rr\ I 
Sent: Tuesday, May 29, 2018 3:59 PM 

To (b)(6); (b)(7)(C) 
(b)(6); (b)(7)(C) 
Cc b)(6); (b)(7)(C) 

Subject: FW: Specific "per analyst" costs from VSP Screeners Contract 

l(b )(6); 

Below are the per analyst costs. Let me know if you need any additional info. 

Thanks, 

v/r 

..... l(b_)_(6_);_(_b)_(7_)_(C_) _ __.I Program Manager/Special Agent 

Homeland Security Investigations 
Visa Security Coordination Center 
National Securit Investigations Division 
Desk: (703) 287 b)(6); Mobile: (720) 25 b)(6); 

b)(6); (b)(7)(C) 
II.. \l""l \I h \(7 \f ('\ 

(CTR) 

NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that may om ublic release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and d1spos · · ·ordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid "nee - - "' ' out prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. n intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise us ation. 
Please inform the sender that you received this message in error and delete the message from your system. 

From: ~b)(6) ; (b)(7)(C) I 
Sent: Tuesday, May 29, 2018 3:56 PM 

To: (b)(6); (b)(7)(C) 
Subject : pec1 1c per ana yst costs rom 

I apologize for my tardiness. Here is the information, you requested: 

LABOR CATEGORY $PER HOUR ESTIMATED LABOR Option Year of Task 
HOURS AS PER THE Order 

TASK ORDER 

Intelligence Specialist/ Analyst (b )(5) 

Senior 

Intelligence Specialist/ Analyst 

Intelligence 
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I Specialist/Junior 

Please let me know if you have any questions or concerns. Thanks. 

b)(6); (b)(7)(C) 

ect1on 1e 
Acquisition Management Unit - International Procurement 

OHS I ICE I Homeland Security Investigations, Mission Support HQ 

Tel: 202.732~ Cell: 202-538-kb)(6): I 
~: l(b)(6); (b)(7)(C) I 

Questions? Open an International Support Help Line Request! 
It is our goal to acknowledge, respond and resolve inquiries spanning across 48 countries in a quick and 
transparent manner. Please submit your email inquiries directly through RFM's International Help Line 
by clicking the following link: Submit New Request 

• .,... T CE: The information contained in this e-mail message, including any attachments, is for OFFICIAL 
USE ONLY (QUO) and is for the so e · • d reci ient(s). Furthermore, this e-mail and its attachments, if any, 
may contain LAW ENFORCEMENT SENSITIVE material and is t ere , confidential. Any unauthorized 
review, use, disclosure or distribution is prohibited. If you are not the intended recipient, please no re 
e-mail and delete the original message and all copies from your computer. 

From¥b)(6); (b)(7)(C) 

Sent: Wednesday, May 23, 2018 11:08 AM 
Tol(b)(6); (b)(7)(C) 
Subject: RE : Specific "per analyst" costs from VSP Screeners Contract 

Not sir!!! Ha ha. Makes me feel old ~?~~~ ~;'~ ' ThankKb)(6); No rush. I understand you have a ton of 
stuff on your plate. I just wanted to check in. If I don't then, I forget about my "to-do" list eventually ... . 

v/r 

j(b)(6); (b)(7)(C) I Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: (703) 287 b)(6): Mobile: (720) 255 b)(6) 
b)(6); (b)(7)(C) 

'NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that ma t from 1rnblic release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, an ·in accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a va 1 -know" without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or vcr f vou are not an intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, ··se use this information. 
Please inform the sender that you received this message in error and delete the message from your system. 

From:l(b)(6); (b)(7)(C) I 
Sent: Wednesday, May 23, 2018 11:06 AM 
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To:l(b)(6); (b)(7)(C) 
Subject : RE: Specific "per analyst" costs from VSP Screeners Contract 

Hello Sir, 

I'll have it over to you by COB today. It's not a hard lift at all. I just three more people on my team, but 

I think that's the case everywhere in HSI (b)(6); (b)(7)(C) 

l(b )(6); (b )(7)(C) 

Section Chief 
Acquisition Management Unit - International Procurement 

OHS I ICE I Homeland Security Investigations, Mission Support HQ 

Tel: 202.732 b)(6); I Cell: 202-538 ~~)~~~~ 
BJ: (b)(6); (b)(7)(C) \ 

Questions? Open an International Support Help Line Request! 
It is our goal to acknowledge, respond and resolve inquiries spanning across 48 countries in a quick and 
transparent manner. Please submit your email inquiries directly through RFM's International Help Line 
by clicking the following link: Submit New Request 

N 1 OT CE: The information contained in this e-mail message, including any attachments, is for OFFICIAL 
USE ONLY (QUO) and is fort e so · t ded recipient(s). Furthermore, this e-mail and its attachments, if any, 
may contain LAW ENFORCEMENT SENSITIVE material an 1s ed and confidential. Any unauthorized 
review, use, disclosure or distribution is prohibited. If you are not the intended recipient, p "'" + s nder by reply 
e-mail and delete the original message and all copies from your computer. 

From: l(b)(6); (b)(7)(C) 

Sent: Wednesday, May 23, 2018 9:50 AM 
To:l(b)(6); (b)(7)(C) 
Subject : Specific "per analyst" costs from VSP Screeners Contract 

Good Morning Kb)(6); Hope all is well. I was just curious if you'd had a chance to look at I pull the 
current "per analyst costs" from the contract. No extreme rush. Just wanted to check in. 

Thanks again ~~~~~~ Much appreciated. 

v/r 

.._l(b_)(_6_);_(b_)_(7_)(_C_) _ _,~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National SecuritY. tigations Division 
Desk: (703) 287 b)(6) Mobile: (720) 2ssfb)(6); I 
(b)(6); (b)(7)(C) 

,E: This email and any attachments arc UNCLASSJFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that may be exempt from pu 1c ~ rmation Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and disposed of in accordance with OHS policy relating to F 
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From: 
Sent: 

To: 

Cc: 

8 Mar 2018 14:48:34 -0500 

[(b )(6); (b )(7)(C) 
b)(6): (b)(7)(C) 

Subject: 

Attachments: 

RE: Quality Assurance Surveillance Plan (QASP) 

VLVl_QASP _03 08 18.docx 

Hi b)(6); 
II,.... \1""7 \11"" \ 

As discussed, attached is the draft QASP l(b)(S) 
l(b)(S) I Please let us know if you have'-a-ny- ed- i-ts-/s_u_g-ge-s-ti-on- s-. -------------' 

Thanks again for your assistance. 

~b)(6); (b)(7)(C) 

Management and Program Analyst 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: (703) 235 b)(6); 
Cell: (703) 397 b)(7)(C 

Email :lrh\fR\· fh\f7 \rr.\ 

From:Kb)(6); (b)(7)(C) 

Sent: Thursday, March 08, 2018 10:39 AM 

~~1(b)(6); (b)(7)(C) 

Subject: RE: Quality Assurance Surveillance Plan (QASP) 

Kb)(~ );_ I that is correct the information will come from the PWS. I will give you a call after I am out of this 

meeting. 

Best 
l(b )(6); (b )(7)(C) 

CONTRACTS & ACQUISITION MANAGEMENT TEAM LEAD 
FEE MANAGEMENT SECTION 
STUDENT AND EXCHANGE VISITOR PROGRAM (SEVP) 
US IMMIGRATION AND CUSTOMS ENFORCEMENT 
500 12th Street SW STOP 5600 
Washington, DC 20536-5600 
( : 703-6031f'b)C6)· I 
8 : ~b)(6); (b)(7)(C) 

.:~~.. U.S. Immigration 
\~\. and Customs 
~ Enforcement 
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. 2018 10: 13 AM 

I was asking for my own clarification so that I can plug in the information for our section. I assume it 
comes from the PWS? 

Thanks, 

l(b )(6); (b )(7)(C) 

Management and Program Analyst 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 

omce: (703) 23s-r b)(6)1 
Cell: (703) 397- · 
Email~b)(6); (b)(7)(C) 

~~~~~\br~~~~d:~~~!~~;cn OB, 2018 10.0J AM 
To: kb)(6); (b)(7)(C) 

Cc:~L~~~~~~~~~~~~~~~~~~~ 
Subject: RE: Quality Assurance Surveillance Plan (QASP) 

Hi kb)(6); rhanks! I haven't made any changes yet. It's the old QASP from years ago. I just 
wanted to fo1ward it for everyone' s thoughts/review. I can make our VSP chages/updates on 
Monday when I'm back. 

Sent with BlackBerry Work 
(www.blackberrv.com) 

Fro~b)(6); (b)(7)(C) 
Date: l'hursday, Mar 08, 2018, 9:45 AM 
To: b)(6); (b)(7)(C) 

b)(6); (b)(7)(C) 

Subject: RE: Quality Assurance Surveillance Plan (QASP) 

Good Morning, 

I will incorporate the common deliverables and CTCEU's portion. 

Are the numbers in the Paragraph column from the current contract's PWS? 
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Thanks, 

17h,;~·,. rh\r7\rr \ I 
Management and Program Analyst 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Securi Investigations 
Office: (703) 23 (b)(6); 
Cell: 703 39 (b)(7)(C 

Email b)(6); (b)(7)(C) 

From: l<b)(6); (b)(7)(C) I 
Sent: Thursday, March 08, 2018 8:40 AM 
~~r)(6); (b)(7)(C) 

Subject: RE: Quality Assurance Surveillance Plan (QASP) 

Good Morning 

b)(6); (b)(7)(C); (b)(S) 

Thanks! 

Sent with BlackBerry Work 
(www.blackberry.com) 

From: l(b)(6); (b)(7)(C) 

Date: Thursday, Mar 08, 2018, 7:31 AM 
To: h\f~\· fh\f7\fr \ 

(b)(6); (b)(7)(C) 

Cc b)(6); (b)(7)(C) 

Subject: RE: Quality Assurance Surveillance Plan (QASP) 

Good Morning (b)(6); 
fl.\ f "7 \ f f" 
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~b)(S) Let me know how you want to proceed. 

fo)(6 ): (b)(7 )(C ): (b)(5 ) 

Best 
l(b )(6); (b )(7)(C) 

CONTRACTS & ACQUISITION MANAGEMENT TEAM LEAD 
FEE MANAGEMENT SECTION 
STUDENT AND EXCHANGE VISITOR PROGRAM (SEVP) 
US IMMIGRATION AND CUSTOMS ENFORCEMENT 
500 12th Street SW STOP 5600 
Washington, DC 20536-5600 

( : 703-603 (b)(6); 
8 : b)(6); (b)(7)(C) 

..... ~"~\. U.S. Immigration 
\~.t and Customs 

''1,,. ,,~~~ Enforcement 

From~(b)(6); (b)(7)(C) I 
Sent: Wednesday. March 07, 2018 11 :38 AM 
To:l(b)(6); (b)(7)(C) 

Cc:.~.------------------------------------------------~ 
Subject: FW: Quality Assurance Surveillance Plan (QASP) 

I 

Attached is the QASP used for the current "VSP Screeners" contract for reference, that was provided to 
me b (b)(6); (b)(7)(C) COR). I figured this may be rather useful as we move forward in the QASP prep 
contrac . 

Thanks, 

v/r 

~(b)(6); (b)(7)(C) !Program Manager/Special Agent 

Homeland Security Investigations 
Visa Security Coordination Center 
National SecuritJl-.l".' .......... ""I 
Desk: (703) 287 
(b)(6); (b)(7)(C) 

LITY NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information t a t from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, an 1 cordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid "nee - "' ' bout prior a1>proval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. • intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise use ation. 
Please inform the sender that you received this message in error and delete the message from your system. 
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Subject: RE: Quality Assurance Surveillance Plan (QASP) 

. b)(6); 
Hr b)(7)(C) 

Please see attached, it the QASP that was used for our current contract. 

Thanks. 

r b)(S); (b)(?)(C) !Management & Program Analyst, Financial Management 

Homeland Security Investigations, International 
Resource and Financial Management Unit ~-~ 
Tel: 202 732 ,?~~~~~ I Blackberry: 202 34 ~~~~~~~r. \ 
E-mail: b)(6); (b)(7)(C) 

Questions? Open an International Support Help Line Request! 
It is our goal to acknowledge, respond and resolve inquiries spanning across 48 countries in a quick and 
transparent manner. Please submit your email inquiries directly through RFM's International Help Line 
by clicking the following link: Submit New Request 

CONFIDENTIAL 1 = : "' • nrmation contained in this e-mail message, including any attachments, is for OFFICIAL 
USE ONLY (OUO) and is for the sole use oft e 1 s\. Furthermore, this e-mail and its attachments, if any, 
may contain LAW ENFORCEMENT SENSITIVE material and is therefore, pnv1 e • "' ial. Any unauthorized 
review, use, disclosure or distribution is prohibited. If you are not the intended recipient, please notify e 
e-mail and delete the original message and all copies from your computer. 
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Quality Assurance Surveillance Plan 

March 2018 

Prepared by 

COUNTERTERRORISM AND CRIMINAL EXPLOITATION UNIT (CTCEU) AND VISA 
SECURITY PROGRAM (VSP) 
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RFQ- :XXXXXX-:XX-X-X:XXX 
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RFQ- :XXXXXX-:XX-X-X:XXX 

b)(S) 
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b)(S) 
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From: l(b)(6); (b)(7)(C) I 
Sent: 9 Feb 2018 13:59:53 -0500 

To: 

Cc: 
Subject: 

Thank (b)(6); 
(b)(7)(C) 

rb)(6); (b)(7)(C) 

RE: Sentence 

FYSA Below is what we sent -

b)(S) 

From: ~b)(6); (b)(7)(C) J 
Sent: naay, February 9, 2018 I: 5 PM 
To:l(b)(6); (b)(7)(C) 
Sul>1ect: Sentence 

The estimated increase in personnel and cost for VSP's portion of the contract is based the expected 

growth in estab lished VSP international posts over the course of the contract lifecycle. 

v/r 

Kb)(6); (b)(7)(C) ~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: {703) 287 (b)(6) Mobile: (720) 2S~(b)(6 ): 
b)(6); (b)(7)(C) 

LITY NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information 1 ·empt from 1rnblic release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distribute , a of in accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a v: - o-know" without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or vc f you are not an intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, o ·· use this information. 
Please inform the sender that you received this message in error and delete the message from your system. 
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From: ~b)(6); (b)(7)(C) 

Sent: 22 Feb 2018 15:58:28 -0500 
To: 
Cc: 

r b)(6); (b)(7)(C) 

l(b )(6); (b )(7)(C) 
Subject: RE: TET Members 

h k b)(6); II d h Great, t an s 1 1.. ,
17

,
1 

up ate t e TEP. 

nves 1ga ions Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905 ~~~~~~ ~;- I 
Email:l(b)(6); (b)(7)(C) 

From: l(b)(6); (b)(7)(C) I 
Sent: Thursday, February 22, 2018 2:58 PM 
To:kb)(6); (b)(7)(C) 

Cc:~L~~~~~~~~~~~~~~~~~~~~~~~~~~~~~--' 
Subject: TIT Members 

Good Afternoo (b)(6); 
th \{7 \f (" \ 

CTCEU has identified the following members for the TET: 

Chairperson:Kb)(6); (b)(7)(C) I 
Technical Evaluator: b)(6); (b)(7)(C) 
Technical Evaluator: 

Thank you, 

kb)(6): (b)(7)(C) 
Intelligence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 

Office: 703-23 (b)(S)· · 
Cell: 703-258- rh\r7 ,( 

Email (b)(6); (b)(7)(C) 
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From: kb)(6); (b)(7)(C) I 
Sent: 23 Apr 2018 14:44:55 +0000 
To: 
Cc: 

r b)(6); (b)(7)(C) 

Subject: RE : Vetting Protected Critical Infrastructure Information (PCll) 

Thanks b)(6): I did some more di in and found a definition of PCll. I don't think(b)(5) 
(b )(5) 

Homeland Security Management Directive 11042.1 
Protected Critical Infrastructure Information {PCll) : Critical infrastructure information (Cll) is defined in 
6 U.S.C. 131(3) (Section 212(3) of the Homeland Security Act). Critical infrastructure information means 
information not customarily in the public domain and related to the security of critical infrastructure or 
protected systems. Protected Critical Infrastructure Information is a subset of Cll that is voluntarily 
submitted to the Federal Government and for which protection is requested under the PCll program by 
the requestor. 

6 U.S.C. 131(3) (Section 212(3) of the Homeland Security Act) Critical infrastructure 
information 
The term " critical infrastructure information" means information not customarily in the public 
domain and related to the security of critical infrastructure or protected systems-

(A) actual, potential, or threatened interference with, attack on, compromise of, or 
incapacitation of critical infrastructure or protected systems by either physical or computer­
based attack or other similar conduct (including the misuse of or unauthorized access to all 
types of communications and data transmission systems) that violates Federal, State, or local 
law, harms interstate commerce of the United States, or threatens public health or safety; 

(B) the ability of any critical infrastructure or protected system to resist such interference, 
compromise, or incapacitation, including any planned or past assessment, projection, or 
estimate of the vulnerability of critical infrastructure or a protected system, including security 
testing, risk evaluation thereto, risk management planning, or risk audit; or 

(C) any planned or past operational problem or solution regarding critical infrastructure or 
protected systems, including repair, recovery, reconstruction, insurance, or continuity, to the 
extent it is related to such interference, compromise, or incapacitation. 

~b)(6) ; (b)(7)(C) 

Investigations & Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905 ~(b)(6); I 
Email: r b)(6); (b)(7)(C) 
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From: kb)(6); (b)(7)(C) 

Sent: Monday, April 23, 2018 9:12 AM 
To:(b)(6); (b)(7)(C) 
b)(6); (b)(7)(C) 

Cc: b)(6); (b)(7)(C) 
l<b )(6): (b )(7)(C) 
Subject: RE: Vetting Protected Critical Infrastructure Information (PCll) 

Good Morning lrh)fn)' 

I found the below link, which provides more detailed information as it relates to the PCll program, 
although I'm not 100 percent positive about the contractor's access to PCll in the context of the contract 
and tasks. The link also provides a contact email for further information,Kb)(7)(E) 11'11 
continue to ask around to see if I can find some additional information in the interim. Thanks. 

https://www.dhs.gov/pcii-program 

v/r 

l(b)(S); (b)(?)(C) !Program Manager/Special Agent 

Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: 703 287-(b)(6); obile: 720 2ss !U·)L'5'· I 

(b)(6); (b)(7)(C) 

CONFID l OTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that may c . m ublic release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and dispose · rdance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid "nee - - "' ' bout prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. n intended recipient or believe 
you have received this communication in error, 1>lease do not 1>rint, copy, retransmit, disseminate, or otherwise u · · formation. 
Please inform the sender that you received this message in error and delete the message from your system. 

Fromfb)(6); (b)(7)(C) 

Sent: Monday, April 23, 2018 9:45 AM 
To: kb)(6): (b)(7)(C) 

Cc: ~b)(6); (b)(7)(C) 

fb)(6); (b)(7)(C) 
Subject: Vetting Protected Critical Infrastructure Information (PCll) 

Good Morning, 
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I received feedback on our Acauisition Plan from mv oolicv shoo. Thev want me to confirm whether or 
b)(S) 

Thanks, 

b)(6); (b)(7)(C) 

nvestigations Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905 (b)(6); 

Email: (b)(6); (b)(?)(c) '~ ' 
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From: l(b )(6); (b )(7)(C) 
Sent: 19 Jan 2018 16:13:10 -0500 
To: l(b)(6); (b)(7)(C) I 
Subject: 

Attachments: 

RE: VLVI Acquisition Plan & Determination/Findings Document 
Streamlined Acquisition Plan - VLVI January 2018.docx 

Hi (b)(6); 
"- \ / .., \ /"\ 

b)(S) 

Have a great weekend! 

kb)(6): (b)(7)(C) 
Management and Program A nalyst 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: (703) 235 ~(b)(6); I 
Emaillb)(6); (b)(7)(C) 

From: Kb)(6); (b)(7)(C) 

Sent: Friday, January 19, 2018 1:33 PM 
To. :Kb)(6); (b)(7)(C) 
Cc:l 

kb)(6); (b)(7)(C) I 
Subject: VLVI Acquisition Plan & Determination/Findings Document 

I was discussing the attached VLVI documents withl(b)(6); !yesterday and he mentioned that you 
might be able to assist. OAQ (Dallas) has requested that the program components (CTCEU & VSP) 
complete the attached documents. Upon review, the documents are rather technical in nature and are 
geared towards those who have specific contract management and acquisition knowledge. If you 
wouldn't mind taking a look at them, we would greatly appreciate your preliminary thoughts. 

Thank you very much in advance for your time. Any and all suggestions would be very helpful. 

Kind Regards, 

Kb)(6); (b)(7)(C) ~Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: {703) 28*b)(6); I Mobile: {720) 255 -~ ~(~t -
b)(6); (b)(7)(C) 
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From: l(b)(6); (b)(7)(C) I 
Sent: 5 Feb 2018 14:30:34 -0500 

To: (b)(6); (b)(7)(C) 

Cc: 
b)(6); (b)(7)(C) 

Subject: RE: Technica l Eva luation Plan 

Kb)(6); 

Thank you and we will be providing our comments when we are finished . 

...,.........,..,,,...,.......,........,,.......,.,,..........,,erations Support Dallas I Section Chief I HSI National Security Support 
OHS I ICE I Office of Acquisition Management (OAQ) 
Phone: 214-905 (b)(6)· ax: 214-905-5568 Cell: 202-302-(b)(6); 
Email b)(6); (b)(7)(C) . t h \t7 v 

05 2018 12:42 PM 

Subject: Technical Evaluation Plan 

All, 

Please see the attached Technical Evaluation Plan. Please review and comment as necessary. 

~b)(6 ); (b)(7)(C) ~nd I didn't make any edits to ..... l(b_)(_s_) _______ __.I Comments 

have been added to these sections. Can you please provide input there? 

v/r 

~b)(6); (b)(7)(C) I 
Intelligence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE- Homeland Securi Investigations 
Office: 703-235- (b)(6): 
Cell: 703-258{hl@J 
Emailf b)(6); (b)(7)(C) 
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From: 
Sent: 1:04 -0500 
To: 
Subject: RE: TEP Dates 

Same to you. Enjoy your holiday! 

~b)(6) ; (b)(7)(C) I 
Investigations & Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905-lrh)fn)' I 
Email: (b)(6); (b)(7)(C) 

From (b)(6); (b)(7)(C) 

Sent: Thursday, February 15, 2018 4: 11 PM 

~~M~~; ~~\7~~~ oacJs 

Ok cool. Thanks. I'm off tomorrow but have my laptop at home in case you need anything. Have a good 
weekend! 

v/r 

kb)(6): (b)(7)(C) t Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: (703) 2871Llillfil] Mobile: (720) 2sJ(b)(6); _I 
(b)(6); (b)(7)(C) 

LITY NOTICE: This email and any attachments arc UNCLASSJFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information t a · · m t from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, an · 1 accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a vah 1 v" without prior a1>proval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal orn . · • not an intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherw1s · · · ormation. 
Please inform the sender that you received this message in error and delete the message from your system. 

From (b)(6); (b)(7)(C) 
Sent: 15, 2018 5:02 PM 
Totb)(6); (b)(7)(C) 
Su Jed: RE: I EP Dates 

I 

Truth ... we all know these dates are going to shift. I haven't even gotten the D&F and AP to our Chief 

Procurement Officer. I have factored in 30 days for her review which is what I was told would be the 
minimum amount of time to get these docs approved. They could be approved sooner or later. 

f b)(6); (b)(7)(C) 
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Investigations & Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905 (b)(6); 

.. . ·- ·. - · 

Email: (b)(6); (b)(7)(C) 

8 4:00 PM 

I just did a double take and noticed that the Tech evaluation is tentatively scheduled for May 11th. I'm 

actually flying back from Spain on May 11th. I'm going May 1st through 11th. Unless we are able to flex 

a day or 2, we might have to have someone else head down. I'm sure we'll figure it out though. 

v/r 

l(b )(6); (b )(7)(C) ~ Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Securit igations Division 
~~·~~~(b~)(6~);.J..W.lo~·LJ..5i....... ~~~(b-)(~-);-__ -_ -
(b)(6); (b)(7)(C) 

cn~L.DE:NTIALITY NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains informa ay be exempt from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, is and disposed of in accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who o · ' a valid "need-to-know" without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, eit e · · en or verbal form. If you are not an intended recipient or believe 
you have received this communication in error, 1>lease do not 1>rint, copy, retra · ·~seminate, or otherwise use this information. 
Please inform the sender that you received this message in error and delete the message from )IOtn"'!iWl"1fffi 
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From: Kb)(6); (b)(7)(C) 

Sent: 
To: 

27 Feb 2018 11:25:12 -0500 
~b)(6); (b)(7)(C) I 

Subject: RE: TET - Dallas 

It really depends on the number of proposals we get. If we get only get 5 or 6 then it should only take a 
week. If we get more than 10 it could take longer. I really just depends on the vendor response. 

~b)(6 ); (b)(7)(C) I 
Investigations & Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905¥b)(6); I 
Email: ~b)(6); (b)(7)(C) 

From: l(b)(6); (b)(7)(C) I 
Sent: Tuesday, February 27, 2018 10:23 AM 
To: l(b)(6); (b)(7)(C) I 
Subject: TET - Dallas 

Hi b)(6); 
b)(7)(C) 

I assume the amount of time we will be in Dallas depends on the number of proposals received, but you 

anticipate us going longer than May 1gth if we started on the 14th7 Thanks! 

v/r 

~b)(6); (b)(7)(C) ~ Program Manager/Special Agent 

Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: {703) 287- (b)(6 Mobile: {720) 25 (b)(~); __ . 

b)(6); (b)(7)(C) 

OR°~l'Soli:i;i.UJITY NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information t · exempt from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distribute , sed of in accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have · " ed-to-know" without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in writ en · form. If you are not an intended recipient or believe 
you have received this communication in error, 1>lease do not 1>rint, copy, retransmit, disse1 therwise use this information. 
Please inform the sender that you received this message in error and delete the message from your system. 
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From: 

Sent: :20 +0000 
To: 
Cc: 
Subject: RE: VLVI D&F CPO Review 
Attachments: Ol.14_Determination to Award Single Source BPA_S-23-18.docx, 
Ol.14_Contract Type DF 04-13-2018 VSP& CTCEU Edits.docx 

Absolutely. Attached is the version we received back from the CPO dated 5-23-2018. It seems t~olicy 

and/or the CPO heavily revised the document. So, I have also attached the last version you an~ had 
sent to me. You two may have included something in it that would help to address their comments. 

I'm here if you need anything else. 

~b)(6) ; (b)(7)(C) 

Investigations & Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905¥b)(6); I 
Email: r b)(6); (b)(7)(C) 

From:kb)(6): (b)(7)(C) 

Sent: Wednesday, May 23, 2018 2:26 PM 
To: Kb)(6); (b)(7)(C) 
Cc: I 
'--~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~--' 

Subject: RE: VLVI D&F CPO Review 

Thanks (b)(6); We'll tackle this. Would you mind sending the clean copy of the most recent D&F for 
l'l _ \ .1""7 \ J' '"' 

reference? I'm not sure if we received a copy of that. The one on the sharepoint looks as if it might be 
an older version, if I'm not mistaken. 

Thanks again, 

v/r 

b)(6); (b)(7)(C) Program Manager/Special Agent 
Home an Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: {703) 2871lliRfil] Mobile: (720) 255- ~~~~~~~ 
(b)(6); (b)(7)(C) 

CO TICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that may be cxen · · ·lease under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and disposed of in accor · licy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid "need-to-know" without pno · 1thorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. If you are not an intended rec1p1e ve 
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you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise use this information. 
Please inform the sender that you received this message in error and delete the message from your system. 

From:Kb)(6); (b)(7)(C) 
Sent: Wednesday, May 23, 2018 2:48 PM 
To: b)(6): (b)(7)(C) 
b)(6); (b)(7)(C) 

Cc: (b)(6); (b)(7)(C) 

Subject : VLVI D&F CPO Review 

Hikb)(6); 

We just received the CPO review of the D&F. They had a few comments, but nothing major in my 
opinion. I started to address the comments myself and then realized I definitely need some input from 
you guys. 

I've highlighted the 3 areas that I need your input on in yellow in the attached document. I just need a 
few bullets from you guys for each of the 3 sections that I can wordsmith and include within the D&F. 

Please call me if you have questions or need me to help with anything. As with everything involving VLVI, 
the sooner I get these bullets back the better. 

Thanks, 

l(b )(6); (b )(7)(C) 

Investigations & Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905- (b)(6); 

Email: (b)(6); (b)(7)(C) 
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From: l(b)(6); (b)(7)(C) I 
Sent: 22 Feb 2018 15:57:53 -0500 
To: 
Cc: 

(b)(6); (b)(7)(C) 

r )(6); (b )(7)(C) 

u 1ect: TET Members 

Good Afternool(b)(6); (b)(7)(C) I 

CTCEU has identified the following members for the TET: 

Ch 
. b)(6); (b)(7)(C) 

a1rperson: 
Technical Eva ua o b)(S); (b)(?)(C) 

Technical Evaluator b)(6); (b)(7)(C) 

Thank you, 

l(b)(6); (b)(7)(q 

Intelligence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235-~ 
Cell: 703-258 b)(6); 
Email : b)(6); (b)(7)(C) 
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From: kb)(6); (b)(7)(C) 

Sent: 12 Apr 2018 18:40:14 +0000 

To: l(b)(6); (b)(7)(C) I 
Subject: 

Attachments: Lifecycle Whitepaper 01_12_2018.docx 

j(b)(6); (b)(7)(C) I 
Intelligence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235 (b)(6); 

Cell: 703-258- (b)(6); 
Email: b)(6); ( ri...'17

'
1

,... 
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(b )(6); (b )(7)(C); (b )(7)(E) 
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From: l(b)(6); (b)(7)(C) I 
Sent: 

To: 
l(~)~g~ fb)lf)(g·4~·32 -~500 

Subject: Social Media Vetting Conference Call 

Gents, 

Quick readout for you on the social media listening session con-call this afternoon thatl(b)(6)~nd I sat in 
on. No need for action, and we can provide more details in person if needed, but just wanted to give 
everyone a general rundown of what the conversation was about for awareness ... 

(b)(6); (b)(7)(C); (b)(S) 

Please let me know if you have any questions/concerns. 

Thanks, 

kh )(n)' I 

kb)(6): (b)(7)(C) 

Section Chief 
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Visa Security Coordination Center 
National Security Investigations Division 
Homeland Security Investigations 
Cell (562)577-fh)fn)' I 
Office 703 287-(b )(6); 
b)(6); (b)(7)(C) 
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From: l(b )(6); (b )(7)(C) 

Sent: 15 Feb 2018 08:50:12 -0500 
To: lrh \(~\· (h \(7\f t:\ 

[ b )(6); (b )(7)( C) 

Subject: Technical Evaluation Plan 
Attachments: Tecnical Evlaution Plan 02152018.docx 

Good Morning, 

Attached is the revised TEP. I know it looks drastically different from the original submission, but all of 
the information is still there. I have also uploaded a copy to the Collaboration site. Please address the 
following: 

(b )(5) 

I am currently working on the pricing templates and estimated support level attachments. I should finish 
those by next week. 

As always, feel free to contact me should you have any questions or concerns. 

Thanks, 

l(b )(6); (b )(7)(C) 

Investigations & Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905lrh\r~v I 
Email: lrh)fn)· fh)f7),fl:) = . " 
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From: 
l(b )(6); (b )(7)(C) 

Sent: 23 Feb 2018 15:29:13 -0500 

To: 
Cc: 

r )(6); (b)(7)(C) 

Subject: TEO AF 

Attachments: NSID TEOAF --VSCC -.doc, NSID TEOAF VLVI Contract CTCEU -.doc 

Afternoon, 

Attached are VSCCs and CTCEUs TEOAF per your request. 

Thank you, 

.4. ~b)(6) ; (b)(7)(C) I 1 Program Manager/SAD AD 
OHS iC~ I HomeLmd <x:curit\ Im e"hgahons I \.SID 
lrh \(~ \· (h \(7\f r. \ 

~ - _s-lrh)fn)l 1 O> .:.13) S'l' Kb)(6); 

ff~~·· Homeland 
~ ~ Security 
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FY2018 TEOF Request 
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Security 

Homeland Security Investigations (HSI) National Security Investigations Division (NSID) 
Visa Security Coordination Center (VSCC) 

Social Media Vetting Pilot Program Funding Request 

Requested Dollar Amount: ..... l<b_)<_5) ____ _. 

PURPOSE: 
The initiative integrates and expands the use of social media tools as part of the HSI Visa Security 
Program (VSP) screening and vetting efforts, and subsequent HSI investigations initiated as a direct 
result of VSP operations that endeavor to disrupt and dismantle transnational criminal enterprises. 
VSP screens and vets visa applicants fromK~~Uvisa issuing posts in ~different countries, supports 
the MANTIS Security Advisory Opinion (SAO) process as well as watchlisting efforts. The 
program proactively identifies potentially derogatory information and national security/public safety 
concerns related to an applicant's online activity from the time of visa application and, if applicable, 
through visa issuance and entry into the United States. This disru ts transnational terrorist and 
criminal networks seeking to harm the United States. (b)(?)(E) 

{b){7)(E) 

Social media screening provides visibility regarding an applicant' s possible engagement in criminal 
activity, terrorist acts or associations, and/or administrative immigration violations. The proposed 
initiative supports HSI's challenging visa security efforts in the wake of social media's rapid growth 
and the magnitude of existing information. Funding would address current NSID budgetary 
shortfalls identified in future fiscal year expenditure planning related specifically to HSI' s screening 
and vetting efforts. This proposal addresses the DHS mission of "Prevent Terrorism and Enhance 
Security", "Secure and Manage our Borders", and "Enforce and Administer Our Immigration 
Laws'', and the HSI Priorities and entitled "Homeland Security Investigations Goals and Priorities 
for Fiscal Year 2018"; specifically, in the missions of the VSP, which is a dedicated effort 
executing HSI's "Counter-Terrorism/Homeland Security" 2018 operational priority. To measure the 
success of the proposal, NSIDN SCC will track the following metrics: 

1) Number of events where national security/public safety concerns were identified utilizing the 
social media search tool during daily VSP operations. 

2) Number of events where a subsequent VSP recommendation for refusal ultimately prevented the 
visa applicant from traveling to the U.S. and/or led to the generation of an investigative lead. 

The program will protect our nation's people, commerce, and infrastructure and prevent the 
infiltration of transnational organized criminal enterprises, violent extremists, and other malicious 
actors. 

ha n Enforeement Se1tsiti.z/e 
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FUNCTIONS/ ACTIVITIES: 
Funds are requested to build additional social media domains on an existing platform that is being 
utilized within certain HSI and DHS offices. This build would be specifically for use by 
NSID/VSCC analysts and integrated into VSP screening and vetting efforts. 

SCALABILITY: 
This proposal is scalable should a partial allotment be awarded, based on the number of 
international posts for which the social media tool is being utilized to screen and vet visa a licants. 
The VSCC recommends makin this ca abili available to anal sts to screen (b)(?)(E) 

USER COMMUNITY: 
This proposal would significantly benefit our nation's people, commerce, and infrastmcture by 
protecting the Homeland against transnational organized criminal enterprises, violent extremists, 
and other malicious actors. 

DURATION OF THE PROPOSAL/TIMELINE: 
The requested funding for the Social Media Pilot Program contract is to fu lfill an additional 12-
month performance period for the VSCC beginning in September, 2018 and concluding in August, 
2019. 

PRIOR FUNDING: 
Social Media Pilot Program services for the VSCC were funded from September, 2017 through 
Augu 2018fi l f $793 74464 D ·1 ffu d" fi 11 st, or a tota cost o 

' 
eta1 so n mg are as o ows: 

Description of Expense Amount Reauested 
Two (2) Domain Builds $96,934.40 
750,000.00 Queries (@ .90 each $675,000.00 
Internet Domain Support Services $21,810.24 
Total $793,744.64 

BUDGET: 
A detailed budget for the implementation of this proposal, covering a service period of September, 
2018 throml"h Ammst 2019 is as fo llows: 

{b){5) 

Lan Enfot ee1nent Sen~ith e 
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HOMELAND SECURITY INVESTIGATIONS 
National Security Investigations 

CONTRACT VEHICLE: 

Hoineland 
Security 

The VSCC Social Media Pilot Program is currently funded via a task order off of a Fixed Quantity, 
Indefinite Delive1y/Indefinite Quantity (IDIQ) contract in place with HSI. 

CIO INVOLVEMENT: 
This active IDIQ Contract been developed in collaboration with the component CIO and 
Departmental (DHS) CIO and the proposals have been explicitly approved by those offices. All 
required documentation is in place. 

POINT OF CONTACT: 
lrh)rn)· fh)h\rr,) '1Unit Chief I NSID I VSC<; 

ICE - Homeland Security Investigations/ jb)(6); (b)(7)(C) 1(703) 287- b)(6); 
h\17\f('\ 

Lan Enfot eetnent Se1uiti • e 3 
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Homeland Security Investigations (HSI) National Security Investigations Division (NSID) Visa 
Lifecycle Vetting Initiative Contract - Funding Shortfall 

Requested Dollar Amount: l<b)(5) 

PURPOSE: 
U.S. Immigration and Customs Enforcement (ICE), Homeland Security Investigations (HSI), 
National Security Investigations Division (NSID) is responsible for two facets of screening and 
vetting for nonimmigrants: 

• Visa Security Program (VSP) operations are supported through the Pre-Adjudication Threat 
Recognition Intelligence Operations Team (PA TRI OT) for the screening and vetting of visa 
applicants. Utilizing a three-pronged operational approach, upon receipt of initial screening 
results, in-depth vetting is conducted in partnership with U.S. Customs and Border 
Protection (CBP) by VSP Contract Analysts and CBP officers at NSID and the National 
Targeting Center (NTC). The vetting results are subsequently provided to HSI special agents 
deployed to diplomatic posts worldwide to conduct law enforcement visa security activities 
who conduct investigations related to identified national security or public safety risks and 
provide training to Department of State (DoS) Consular Affairs offices regarding threats, 
trends and other topics affecting visa adjudication. 

• Counterterrorism and Criminal Exploitation Unit (CTCEU) combats national security 
vulnerabilities and prevents terrorists and other criminals from exploiting the nation's 
immigration system. The pursuit of these violators provides significant support to the 
"disrupt and deter" counte1terrorism strategy of the United States. CTCEU accomplishes its 
mission by reviewing the immigration status of known and suspected terrorists, by 
combating criminal exploitations of the Student and Exchange Visitor Program (SEVP), and 
by leveraging HSI's expertise with partnering agencies in identifying national security 
threats. 

NSID, with other Department of Homeland Security (DHS) stakeholders, performs the majority of 
visa vetting activities within DHS. In an effort to transfo1m its current vetting programs, NSID has 
initiated the process to obtain contractor services to establish an overarching vetting contract that 
will assist with streamlining and centralizing the current manual vetting process. 

FUNCTIONS/ ACTIVITIES: 
NSID is seeking a contractor to provide all the required personnel to perfo1m the analytical support, 
management, supervision, communications guidance, facilitation services, technical services, 
internal training, and functional expertise to support the ongoing Visa Lifecycle Vetting Initiative 
(VL VI), which includes VSP and CTCEU operations support. This effort involves shift hours of 
operation and may entail surge operations. The contractor will conduct daily visa applicant and visa 
overstay screening and vetting operations utilizing various unclassified and classified databases, 

Isaw :E&fenemeBt Se1uiti • e 
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tools and intelligence gathering efforts to include, DHS databases, partner agency and intelligence 
community holdings, and commercially available open source indices. 

Specifically, the contractor will conduct VSP and CTCEU screening and vetting tasks, including, 
but not limited to: 

• VSP Vetting Operations 
o MANTIS Security Advisory Opinion (SAO) Vetting 
o PATRIOT 
o SCIF Project 
o Social Media Research 
o Surge Support 

• CTCEU Vetting Operations 
o Overstay Daily Operation Support 
o National Security Team Support 
o Special Projects Support 
o Lead Generation 
o Social Media Research 
o Surge Support 

• VSP and CTCEU Common Tasks 
o Intelligence Research and Analytical Support 
o Government and/or Contractor Provided Operational Training 
o Statistical/Data Review Support 
o Ad Hoc Reporting 

SCALEABILITY: 
This proposal would be scalable should a partial allotment be awarded; NSID would pursue other 
funding alternatives. However, as of February 2018, NSID is facing an estimated $8.3m shortfall in 
funding for the VL VI contract. If the estimated cost of the VL VI contract is not funded, there will 
be a significant impact on NSID's capabilities to screen and vet immigrants and nonimmigrants 
attempting to exploit the U.S. immigration system. 

USER COMMUNITY: 
The VL VI contract will comprehensively maintain visa vetting activities within DHS and 
streamlining and centralizing these activities will further facilitate HSI's ability to identify, 
investigate, disrupt and deter visa applicants and overstay violators who pose a potential concern to 
public safety and national security. The VLVI contract will result in recommended visa refusals, 
watchlist nominations, criminal and administrative arrests, and more importantly, the continued 
protection of the homeland. 

bt n Enfereemeat Seasitive 2 
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The requested funding for the VL VI contract is to fu lfi ll the funding shortfall needed to exercise the 
12-month base period. Funding for the VL VI contract must be in place by June 2018, with the 
contract being awarded in July 2018. 

{b){5) 

b){5) 

As of February 2018, NSID is facing an estimated $8.3m shortfall in funding for the VLVI contract. 

CONTRACT VEHICLE: 
A single award Blanket Purchase Agreement (BPA) with Hybrid (firm fixed price and labor hour) 
pricing will be used to procure the services for the VL VI contract. 

POINT OF CONTACT: 
Kb)(6); (b)(7)(C) I Unit Chief 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
7o3-23fb)(~); __ . I 
Kb)(6); (b)(7)(C) 

Lew :Eafer~@HU!Bt ~@Bsitiv@ 
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From: lrh )fn)· rh )(7)f r, ) 

Sent: 

To: 

Cc: 

23 Apr 2018 13:45:10 +0000 
r b)(6); (b)(7)(C) 

Subject: Vetting Protected Critical Infrastructure Information (PCll) 

Good Morning, 

I received feedback on our Acquisition Plan from my policy shop. They want me to confirm whether or 

r b)(S) 

Thanks, 

b)(6); (b)(7)(C) 

perations Support Dallas I National Security Support I Contract 

2019-ICLl-00017 1715 



From: l(b )(6); (b )(7)(C) 

Sent: 3 Jan 2018 08:03:51 -0500 
To: l(b )(6); (b )(7)(C) 

Subject: Clean PWS 
Attachments: 01-03-18 DRAFT VLVI _CLEAN.docx 

Good Morning l<q)(6): .. , 

Please see the attached copy of the most recent clean PWS for approval. 

Thank you, 

l(b)(6); (b)(7)(C) I 
Intelligence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235 fh)fnV 
Cell: h)fnV 
Emai b)(6); (b)(7)(C) 
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WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



Page 1751 

Withheld pursuant to exemption 

WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



Page 1752 

Withheld pursuant to exemption 

WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



Page 1753 

Withheld pursuant to exemption 

WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



Page 1754 

Withheld pursuant to exemption 

WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



Page 1755 

Withheld pursuant to exemption 

WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



Page 1756 

Withheld pursuant to exemption 

WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



Page 1757 

Withheld pursuant to exemption 

WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



Page 1758 

Withheld pursuant to exemption 

WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



Page 1759 

Withheld pursuant to exemption 

WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



Page 1760 

Withheld pursuant to exemption 

WIF Draft ; (b)(4) 

of the Freedom of Information and Privacy Act 



From: 

Sent: 

To: 

r )(6); (b)(7)(C) 

Subject: 

b)(6); 
h)(7)(C':) 

(b )(5) 

l(b)(6); (b)(7)(C) I 
2 Feb 2018 15:29:40 -0500 

l<b )(6); (b )(7)(C) 

Companies for Market Research 

We have decided that we will send solicitations to all nine of the above companies. If you could please 
add this to the Market Research Document it would be greatly appreciated. I believe that should be our 
final step with the MR. 

Thanks, 

1 rch Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE- Homeland Securi!)' Investigations 
Office: 703-23~(b)(6 ): I 
Cell: 703-258 b)(6); 
Email: b)(6); (b)(7)(C) 
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From: l(b)(6); (b)(7)(C) I 
Sent: 28 Feb 2018 11:39:53 -0500 
To: l(b )(6); (b )(7)(C) 

r< II e e ' I II Q 1(1 

Attachments: VLVI Streamlined Acquisition Plan 02-28-2018.docx, AP Signature Page.pdf, 
Ol.16_AP _Routing Sheet.doc 

Good Morning Team, 

Attached for your review and concurrence is the final AP. Pleas to OAQ respond with your concurrence 
or suggested revisions ASAP so we can get this routed to leadership. I have also uploaded the document 
to the Collaboration site. 

kh)(n)' l if the team concurs with this draft please sign the attached pdf signature page and initial the 
routing sheet. 

Thanks! 

b)(6); (b)(7)(C) 

nvestigat10ns Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905 (b)(6); 
Email: (b)(6); (b 
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Page 1763 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1764 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1765 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1766 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1767 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1768 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1769 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1770 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1771 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1772 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1773 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1774 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1775 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1776 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1777 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1778 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1779 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1780 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1781 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1782 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1783 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1784 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1785 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



Page 1786 

Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 



From: ~b)(6); (b)(7)(C) 

Sent: 2 Feb 2018 14:58:29 -0500 
To: 

Cc: 
r b)(6); (b)(7)(C) 

Subject: APFS Number 

(b)(6); please see the VLVI APFS#: P2018040916. 
(h\(7)( 

Please contact me if there are additional questions or concerns. 

R/ 
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From: 
l(b )(6); (b )(7)(C) 

Sent: 12 Feb 2018 12:05:17 -0500 

Cc: 
To: l(b)(6); (b)(7)(C) 

'--~~~~~~~~~~~~~~--' 

Subject: BWS for VLVI 
Attachments: Old Document s for VSP HSCEMD-13-F-00037, Old Documents for CTCEU 
HSCEMD-12-F-00054, BWS VLVI 021218.xlsm 

Hello, 

Please review t he attached BWS template (excel doc) and review and input information as 
needed. I will be able to complete parts E-4 and below once you have finalized the IGCE. 

Feel free to reach out if you have any questions. 

V R, 
(b )(6); 
(b)(7)(C) 

~b)(6); (b)(7)(C) 

Contracts and Acquisitions 
U.S. Department of Homeland Security I Immigration and Customs Enforcement 
Student and Exchange Visitor Program I Fee Management Section 
Desk. (703) 603 b)(6); Blackberry. (202) 556Kb)(6); (b)(7)(C)I 

b)(6); (b)(7)(C) 
h\(7 \f 

_ .. ~,..~ U.S. Imm igrat ion 
1 ;~~\ and Customs 
"-~ Enforccn1cnt 

Student and Exchange Visitor Program 
U.S. Immigration and Customs Enforcement 
Department of Homeland Security 
This communication, along with any attachments, is covered by federal and state law governing electronic communications and may 
contain confidential and legally privileged information. If the reader of this message is not the intended recipient, you are hereby 
notified that any dissemination, distribution, use or copying of this message is strictly prohibited. If you have received this in error, 
please reply immediately to the sender and delete this message. Thank you. 
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From: l(b)(6); (b)(7)(C) I 
Sent: 7 Feb 2018 10:40:45 -0500 
To: fb)(6); (b)(7)(C) I 
Subject: Old Documents for VSP HSCEMD-13-F-00037 
Attachments: Signed & Stamped-2013_02_14_Decision Memo.pdf, 2016_06_30_BWS 
Decision Modification_HSCEMD-13-F-00037.pdf, 20130114_signed BWS Questionnaire.pdf, VSP Position 
Conversion Mtg-Revised Notes-V3.docx 

VSP HSCEMD-13-F-00037 
1. Original Decision Memo -2/14/2013 - Approved for contracting but also required a hiring plan 

for a 50/50 contractor/fed mix. 
2. Approval Appeal document - 6/30/16 - added additional CLINS for $1M more a year 
3. "Signed BWS Questionnaire" - This is the Determination Template, previous BIT from 2013 
4. VSP Contract Conversion Meeting Notes 

Thank you, 

kh\f~\· rh\f7\rr\ 
J J 

Balanced Workforce Strategy (BWS) 
Office of the Chief Financial Officer 
Immigration and Customs Enforcement 
Department of Homeland Security 
202.732. ~~~~~~;, _ , 
b)(6); (b)(7)(C) 
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MEMORANDUM FOR: 

THROUGH: 

FROM: 

SUBJECT: 

FEB 1 4 2013 

James Dinkins 

Office of the Chief Financial Officer 

U.S. Department of Homeland Security 
500 12th Street, NW 
Washington, DC 20536 

U.S. Immigration 
and Customs 
Enforcement 

EAD Homeland Security Investigations 

William Randolph 
D" Offi f A irector, ice o CQUISltlOn M anage ment 

b)(6); (b)(7)(C) 

. ...... .O.T L.o , ..... ,,, ..... .~ 

b)(6); (b)(7)(C) 

Assistant Director, BWS Program Management Office 

Interim Approval for Continuation of Contract Services 
National Security Integration CenterNisa Security Operations 
New Work to replace HSCEMS-09-F-00042 (expires 03/ 13/13) 
Contract Value: $2.7M/Base Year 

The purpose of this memo is to communicate and establish accountability for a sourcing and implementation 
decision made by the Balanced Workforce Strategy (BWS) Program Management Office. This Sourcing 
Decision relates to a new work request from the National Security Investigations Division (NSID)/National 
Security Integration CenterN isa Security Investigations. This contract supports critical visa applicant 
screening services in response to the Homeland Security Act of 2002 and initially proposes 20 contract 
man-year equivalents (CMEs) in the Base Year with an expansion of scope to meet anticipated program 
growth resulting in up to fifty (50) CMEs in option year three (3). 

Based on our review, BWS has detennined that the work should be performed by a mix of both contractors 
and federal employees. The key aspects that influenced this decision included the critical nature of the 
function, the flexibility required in response to visa applicant surges, and the cost savings projected to occur 
long-tenn by the implementation of federal positions. The BWS Program Office is granting approval to 
re-compete for contracted services for the Base Year through Option Year 4. 

However, the BWS analysis indicates that the long-term staffing mix for this function should be 50 percent 
federal and 50 percent contractor support to achieve cost efficiency and still allow for resource flexibi lity. 
Therefore, BWS requests the program office submit a Staffing Implementation Plan to the BWS PMO no later 
than September 13, 2013 describing how and when the contract will be adjusted to achieve the appropriate 
multi-sector workforce. The plan should outline projected federal/contractor employee totals for each Option 
Year. BWS will review the Plan and render a final resourcing decision at that time. We also ask that you seek 
approval from BWS prior to exercising the first option year cu1Tently anticipated to begin March 14, 2014. 

If the progran1 office does not concur with this BWS sourcing decision, please contact the BWS PMO as soon 
as possible and submit a written appeal within ten (10) business days to 1(b)(6); (b)(7)(C)Ft 

l(b)(6); (b)(7)(C) I 

ccJb)(6); (b)(7)(C) 

www.ice.gov 
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MEMORANDUM FOR: 

FROM: 

SUBJECT: 

JUN 3 0 2016 

(b)(6); (b)(7)(C) 

[£/'ffEI? OFFICE/PROGRAM INFORMA TION/ 

U.S. Department of Homeland Security 
500 12th Street. SW 
Washington. D.C. 20536 

U.S. Immigration 
and Customs 
Enforcement 

Executive irector, Balanced Workforce Strategy PMO 

Program Analyst/COR 

Request fo r Modification of BWS Sourcing Decision on 
HSCEMD-13-F-00037 Option Year III 

REQUESTED MODIFICATION: 
(b )(5) 

APPROVAL SECTION: ( 

A ppr 
~-----=-----~~-'-""" b)(6); (b)(7)(C) 

isapprove ------------....__ ____________ __, 

Modify _ __________ _ Needs more discussion--------

www.ice.gov 
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Version 4.0 

Determination Template 

DETERMINATION - ASSESSMENT OF CONTRACTOR SUPPORT SERVICES 
COMPONENT NAME: OHS-ICE 

I. Name of Program Office: Homeland Security lnvestigallons - National Sccunly lnves119111Jons Division, VSP 

2 Product Service Code & PSC Description: 
3. Brief Description of Project: Visa Screener 

4. Project Name: VSP-SAO Support Services 

5. Contractrrask Order/I AA/Order Number: NIA 

6. Contracting Office: OAQ Dallas 

7. Period of Performance: 3/14113 • 3/13/17 

8. Total Value (i.e., base plus option years): $29,094,109.00 

9. Estimated Annual Value: $2, 701,037 (Base year with a 3% Increase for ooch option yoar) 

10. Advance Acquisition Plan (AA P) Number: NIA 

11. Acquisition Plan Number (acquisitions '.:: $ I OM): 
12. Cost Comparison Summary: SJ2.1G7,992 __ Estimated Government Cost to perform the work 

$27,694.258 Estimated Contractor Cost to perform the work 
See Attachment E for full details. If Sufficient Internal Capacity exists. state "NIA" for Estimated Government Cost. 

13. Program Office Determination: 
On the basis of the findings, I hereby determine that: 
a. (./)This requirement docs not include inherently governmental functions. See Attachment A. 

b. ( ) This requirement does not include functions that are closely associated with inherently governmental 
functions; or 

(./) This requirement docs include functions that are closely associated with inherently governmental functions. 
Special consideration has been given to using federal government employees. See block 14 & At1achment B. 

c. (I) This requirement does not include unauthorized personal services either in the way the work statement is 
written or in the way the contract operates. See Attachment C; or 

( ) This requirement does include authorized personal services pursuant to 

cl. ( ) This requirement does not includefc1U~' func ti ons; or 
,... (I ) This requircn)ent does include crit c !l1Ctions. See block 14 and Attachment D. 

I b)(6); (b)(?)(C) I 1 / 1'-f f 1 3 b.eovt-~ A-ss i s+a,;; 
\ 

Na me 01 t<cqumng 0111cu1'1 S1~re' or Rl'qumng v111c1al date ' T itle ' (-cs / 'rec ' 
Reviewed by OGC (Print name) Date 

Lega l Com ments: 

OGC Signature 

14. 
Critical & Closely Associated with Inherently Governmental Functions: 
(./)*Sufficient number of positions filled by federal employees with appropriate training, experience, and expertise 
to maintain control over mission and operations and to oversee and manage contractors used to support the federal 
workforce. If not. a mitigation strategy is arrached. A numerical value must be entered below including 0 (zero) . 
..Q_ Number of federal employees performing the function (ff of FT Es) 

1..__ Number of federal employees providing oversight of the function (fl of FTEs) 

50 Number of contractors performing the function (fl of Contractor Work-Year Equivalents - CWYE) 

Perce111age of Federnl Employees to Total (Federal and Comractor Employees) 15.66% I 
•To de1en11i11c whether 1hcrc is n sufficient number of positions filled by federal employees, sec comparison of minimum percentage needed and 
current percentage at bouom of A11achme11t D. A11achment D must be completed first to sec 1hc comparison/cnlculntions. 
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Version 4.0 

ATTACHMENT A - INHERENTLY GOVERNMENTAL FUNCTIONS 

This Attachment must be prepared and included in the contract file for all service acquistions pursuant to HSAM 3007.5. 

For recompetes, if a prior assessment of contractor support services has been performed, requiring officials may submit the 
prior written delermination (completed written determination template and attachments) and/or BWS Sourcing Document to 
the Contracting Officer. The prior assessment must clearly document the analysis for inherently governmental functions, 
closely associated \Vith inherently governmental functions, critical funtions, and unauthorized personal services. However, if 
the contract action is a re-compete and no prior assessment has been conducted, an assessment is required. 

The following functions constitute inherently governmental functions and may not legally be contracted out. The list is not 
all inclusive; therefore, for functions not listed, agency personnel should apply the "nature of the function" test and "exercise 
of discretion" test. For detailed information, see Federal Acquisition Regulation (FAR) Part 7 .5; Office of Federal 
Procurement Policy (OFPP) Policy Letter 11-0 I, Performance of Inherently Governmental Functions dated 
September 12, 2011; Acquisition Alert 11-29; and, HSAM 3007 .. 5 Inherently Governmental Functions. 

INHERENTLY GOVERMENTAL FUNCTIONS FINDINGS 
Answer "YES" or "NO" to the questions below based on the Statement of Work (SOW), 
Performance Work Statement (PWS), Statement ofQbjectives (SQQ), Federal Position Description, 
or the way the contract is anticipated or has been performed previously. A "YES" response to a Yes No 
ouestion below indicates the fllllction must be oerformed bv Federal emolovees. Does the function: 

I. Involve the direct conduct of criminal investigations? ~ D 
2. 

Involve the control of prosecutions and performance of adjudicatory functions other than those D IE] 
relatinl! to arbitration or other methods of alternative disoute resolution? 

3. 
Involve the command of military forces, especially the leadership of military personnel who D ~ are members of the combat, combat sunnort, or combat service sunnort role? 

4. Combat D ~ 
5. Security provided under any of the circumstances set out below. This provision should not be 

interpreted to preclude contractors taking action in self-defense or defense of others against the 
imminent threat of death or serious injury. D ~ 
(a) Security operations performed in direct support of combat as part of a larger integrated 
armed force. 

(b) Security operations performed in environments where, in the judgment of the responsible 
Federal official, there is significant potential for the security operations to evolve into combat. D ~ Where the U.S. military is present, the judgment of the military commander should be sought 
re1?.ardine ootential for ooerations to evolve into combat. 
(c) Security that entails augmenting or reinforcing others (whether private security contractors, D ~ civilians, or military units) that have become engaged in combat. 

6. Involve the conduct of foreign relations and the determination of foreign policy? D ~ 

7. 
Involve the determination of agency policy, such as determining the content and application of D ~ ree.ulations? 

8. Involve the detennination of budget policy, guidance, and strategy? D IE] 

9. Involve the detennination of Federal program priorities or budget requests? D IE] 

10. 
Involve the selection or non-selection of individuals for Federal Government employment, D ~ includinl! interviewing of individuals for emolovment? 

2 
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Version 4.0 

INHERENTLY GOVERMENTAL FUNCTIONS FINDINGS 
Answer "YES" or "NO" to the questions below based on the Statement of Work (SOW), 
Performance Work Statement (PWS), Statement of Objectives (SOO), Federal Position Description, 
or the way the contract is anticipated or has been performed previously. A "YES" response to a Yes No 
question below indicates the function must be nerformed by Federal employees. Does the function: 

11. Involve the direction and control of Federal employees? D IEl 
12. Involve the direction and control of intelligence and counter-intelligence operations? D IEl 
13. 

Involve the approval of position descriptions and performance standards for Federal D IEl employees? 
14. Involve the determination of-what Governmenl property is to be disposed of and on what terms 

(allhough an agency may give contractors authority to dispose of property at prices within D IEl specified ranges and subject to other reasonable conditions deemed appropriate by the 
agencv1? 

15. In Federal procurement activities with respect to prime contracts: 
(a) determining what supplies or services are to be acquired by the government (although an D IEl agency may give contractors authority to acquire supplies at prices within specified ranges and 
subiect to other reasonable conditions deemed annrooriate by the ae:encv); 

(b) participating as a voting member on any source selection boards; D IEl 
(c) approving of any contractual documents, including documents defining requirements, 

D IEl incentive plans, and evaluation criteria; 

(d) determining that prices are fair and reasonable; D IEl 
(e) awarding contracts; D IEl 
(f) administering contracts (including ordering changes in contract performance or contract 
quantities, making final determinations about a contractor's performance, including approving D IEl award fee determinations or past performance evaluations and taking action based on those 
evaluations, and accepting or rejecting contractor products or services); 

(g) terminating contracts; D IEl 
(h) determining whether contract costs are reasonable, allocable, and allowable; D IEl 
(i) participating as a voting member on performance evaluation boards. D IEl 

16. The selection of grant and cooperative agreement recipients including: D IEl (a) annroval of .. areement activities, 
(b) negotiating scope of work to be conducted under grants/cooperative agreements, D IEl 
(c) approval of modifications to grant/cooperative agreement budgets & activities, and D IEl 
(d) performance monitoring. D IEl 

17. The approval of agency responses to Freedom of Information Act requests (other than routine 
responses that, because of statute, regulation, or agency policy, do not require the ex:ercise of 
judgment in determining whether documents are to be released or withheld), and the approval D IEl 
of agency responses to the administrative appeals of denials of Freedom of lnfonnation Act 
renuests. 

18. The conduct of administrative hearings to determine the eligibility of any person for a security 
clearance, or involving actions that affect matters of personal reputation or eligibility to D IEl 
participate in government oronrams. 

19. The approval of Federal licensing actions and inspections. D IEl 

3 
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INHERENTLY GOVERMENTAL FUNCTIONS FINDINGS 
Answer "YES" or "NO" to the questions below based on the Statement of Work (SOW), 
Performance Work Statement (PWS), Statement of Objectives (SOO), Federal Position Description, 
or the way the contract is anticipated or has been performed previously. A "YES" response to a Yes No 
ouestion below indicates the function must be oerformed bv Federal emolovees. Does the function: 
20. The collection, control, and disbursement of fees, royalties, duties, fines, taxes and other public 

funds, unless authorized by statute, such as title 31 U.S.C. 952 (relating to private collection 
contractors) and title 31 U.S.C. 3718 (relating to private attorney collection services). This 
does NOT include: 

(a) collection of fees, fines, penalties, costs or other charges from visitors to or 
patrons of mess halls, post or base exchange concessions, national parks, and 
similar entities or activities, or from other persons, where the amount to be 

liJ ~ 

collected is predetermined or can be readily calculated and the funds collected can 
be readily controlled using standard cash management techniques, and 

D Fxl (b) routine voucher and invoice examination. 

21. The control of the Treasury accounts. D ~ 
22. The administration of public trusts. 0 ~ 
23. The drafting of official agency proposals for legislation, Congressional testimony, responses to 

Congressional correspondence, or responses to audit reports from an inspector general, the D 10 
Government Accountabilitv Office, or other Federal audit entitv. 

24. Representation of the government before administrative and judicial tribunals, unless a statute ID ~ expresslv authorizes the use of attorn""'s whose services are procured throunh contract. 

Use the space below to identify any additional Inherently Governmental functions when applying the 
"Exercise of Discretion Test" and/or "Nature of the Function Test" to functions described in the 
SOW/PWS/SOO. If no additional Inherently Governmental functions found, please state that the Exercise 
of Discretion Test and the Nature of the Function Test have been applied and no Inherently Governmental 
functions are included in this acquisition for services. 

The Exercise of Discretion Test and the Nature of the Function Test have been applied and no Inherently 
Governmental functions are included in this acquisition for services. 

4 
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ATTACHMENT B ·CLOSELY ASSOCIATED WITH INHERENTLY GOVERNMENTAL FUNCTIONS 

Services in support of inherently governmental functions are considered closely associated with inherently governmental 
functions. Section 736 requires that spe<:ial consideration be given to using Federal employees to perform work considered 
closely associated with inherently governmental functions. If the agency determines that contraclor performance ofa function 
closely associated with an inherently governmental funclion is appropriate, the agency must address specific safeguards and 
monitoring systems (i.e., mitigation strategy) in place to ensure that work being performed by contractors will not change or 
expand during performance to become an inherently governmental function. 

Answer "YES" or "NO" to any functions below that apply based on the tasks described in the SOWIPWS/SOO. Consideration 
SOW/PWSISOO. Consideration must also be given to the way/manner in which the contract is performed or will be performed. 
A "YES" response indicates that special consideration must be given to performance by Federal employees. Services in support 
of inherently governmental functions include, but are not limited to: 

CLOSELY ASSOCIATED WITH INHERENTLY GOVERNMENT AL FUNCTIONS Yes No 

I. (a) performing budget preparation activities, such as workload modeling. fact finding. efficiency c IK studies, and should-cost analyses. 

(b) undertaking activities to support agency planning and reorganization c IK 
(c) providing support for developing policies, including drafting documents, and conducting r IK analvses, feasibiJitv studies, and strateov ootions. 
(d) providing services to support the development of regulations and legislative proposals pursuant to c IK soecific oolicy direction. 
(e) supporting acquisition, including in the areas of: 

i) acquisition planning, such as by - c IK 
I) conducting market research, 
II) developing inputs for government cost estimates, c IK 
Ill) drafting statements of work & other pre-award documents; c IX 

ii) source selection, such as by - c IX I) oreoarine. a technical evaluation and associated documentation; 
II) participating as a technical advisor to a source selection board or as a nonvoting c IX member of a source selection evaluation board; and 
Ill) drafting the price negotiations memorandum; and c 18: 

iii) contract management, such as by -
I) assisting in the evaluation ofa contractor's performance (e.g., by collecting r IK information performing an analysis, or making a recommendation for a proposed 
performance ratinP-), and 
II) providing support for assessing contract claims and preparing termination I IX settlement documents. 

(f) Preparation of responses to Freedom of Information Act requests. c IK 
Work in a situation that permits or might permit access to confidential business information or other 

2. sensitive information (other than situations covered by the National Industrial Security Program c 18: 
described in FAR 4.402(b)), 

), 
Dissemination of information regarding agency policies or regulations, such as conducting r IK communitv relations camoai1?.ns, or conducting a2encv traininl! courses. 

5 
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CLOSELY ASSOCIATED WITH INHERENTLY GOVERNMENTAL FUNCTIONS Yes No 

4. Participation in a situation where it might be assumed that participants are agency employees or D IRl representatives, such as anending conferences on behalf of an agency. 

5. Service as arbitrators or provision of alternative dispute resolution (ADR) services. D IRl 
6. 

Construction of buildings or structures intended to be secure from electronic eavesdropping or other D IRl penetration by forei1>n P"overnments. 

7. Provision of inspection services. D IRl 
8. Provision of legal advice & interpretations of regulations and statutes to government officials. D IRl 
9. 

Provision of non-law-enforcement security activities that do not directly involve criminal D IRl investieations, such as orisoner detention or transoort and non-military national securitv details. 

Use the space below to address any Component-identified functions considered closely associated with 
inherently governmental functions. If no additional closely associated with inherently governmental functions 
are found, please state that the SOW/PWS/SOO has been reviewed and no additional closely associated with 
inherently governmental functions are included in this acquisition for services. 

The SOW/PWS/SOO has been reviewed and no additional closely associated with inherently governmental functions are 
included in this acquisition for services. 

If yes is indicated for any of the items on the above checklist of closely associated with inherently governmental 
functions and/or additional tasks in the SOWIPWS/SOO are considered closely associated with inherently 
governmental, use the space below to document any mitigation strategies to ensure special management 
attention and enhanced oversight of closely associated with inherently governmental functions occurs 
throughout the life of this acquisition. 

NIA 

6 
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ATTACHMENT C ·PERSONAL SERVICES 

Pursuant to FAR Part 37.104, a personal services contract is characterized by "the employer-employee relationship it creates 
between the Government and the contractor's personnel. The Government is normally required to obtain its employees by 
direct hire under competitive appointment or other procedures required by the Civil Service laws. Obtaining personal services 
by contract rather than by direct hire under competitive appointment, circumvents those lawslJ.!li.uJ_ Congress has specifically 
authorized acquisition of those services." The following elements are only a guide to assess whether a proposed service 
contract is personal in nature. The presence of one or more elements does NOT necessarily make the service contract 
unauthorized personal services. However, it does mean that care must be taken to avoid creating an employer-employee 
relationship. 

PERSONAL SERVICES FINDINGS Yes No 

I. 
The contractor personnel are subject to relatively continuous supervision and D IBl control of a Governmental officer or emolovee. 

2. Contractor is performing on Government site & using Government equipment. [8J D 
). Need for the service reasonably can be ex:pected to last beyond I year. IX ,-
4. 

Services are applied dircx:tly to the integral effort of agencies or an 
181 D organizational subpart in furtherance of assi~ned function or mission. 

5. 
Comparable services meeting comparable needs are performed in the same or D 181 similar agencies usine civil service oersonnel. 

6. The inherent nature of the service, or the manner in which it is provided, 
reasonably requires dircx:lly or indirectly, Government direction or 
supervision of contractor employees in order to: D [gJ 

(a) Adequately protect the Government's interest; 

(b) Retain control of the function involved; or D [8J 
(c) Retain full personal responsibility for the function supported in a duly 

LI [8J authorized Federal officer or employee. 

7. Does the contract require the services of individual ex: perts or consultants, 
which is limited by the Classification Act? LI 181 (a) If so, has the Program Office reviewed the Office of Personal 

Manaeement (OPM) reQuirements been reviewed? 
(b) And, has the Component coordinated the request with OHS Human 

D llBl Capital/Human Resources office? 

If personal services are authorized, cite the statutory authority: 

NIA 

Below, provide any mitigation strategies to ensure the work does not evolve into unauthorized personal 
services. 

The type of contract services requested does not lend itself to evolving into unauthorized personal services. The 
contractor will be doing intelligence analysis and visa security screening at a secured Government facility with the 
oversight of federal managers. Contractors are responsible for providing reports, analysis and metrics as 
deliverables for receiving and acceptance by federal managers and in accordance with the performance work 
statement. 

7 
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Version 4.0 
ATTACHMENT D -CRITICAL FUNCTIONS & SUFFICIENT INTERNAL CAPACITY 

Pursuant to section 743 of Division C, of the FY 2010 Consolidated Appropriations Act, Public Law 111-117, agencies must 
identify their "critical functions" in order to ensure they have sufficient internal capability to maintain control over their 
mission and operations. Components must ensure that an adequate number of positions are filled by federal employees with 
the appropriate training, experience, and expertise to understand the agency's requirements, formulate alternatives, manage 
work products, and monitor any contractors used to support the federal workforce. Answer "YES" or "NO" to the first 3 
questions; rate on a scale of 1-10 questions 4-1 I ; and follow the instructions in blocks 12-14 to estimate the percentage of 
federal employees needed to perform critical functions. Services listed on the Exemption List are not critical functions and 
do not require this analysis (Attachment D - Critical Functions and Sufficient Internal Capacity). 

CRITICAL FUNCTIONS CONSIDERATIONS Yes No 

Is the function on the Mission Essential Function (MEF) list or Continuity of Operations (COOP) 
I. list? Note: If YES, your criticality score is one of the following two - whichever is greatest: 7.5 or ~ ID 

Criticnlitv Score shown in block 12 below. 

2. 
Does the program office currently lack a sufficient number ofCOTRs to manage its D ~ contractors? 

3 
Does lhe program office plan to hire additional Federal employees to provide contract oversight in [] ~ sunnort of this function in the future? 

Rate the questions 4 through 11, using a scale from 1 to 10. Rating 

4 
To what degree does accomplishing the function have a direct impact on your Component's 10.00 critical mission(s)? fl = "low imnnct" and JO= "hiflh imoact"l 

5. How complex is the function? [1 = "/011' complexity" and 10 = "high complexity"] 10.00 

6. 
To what extent are persons with the skill set lo accomplish this function available in the 

8.00 marketolace? f I = "widelv available" and JO = "scarcely availab/e"l 
If contractors were unavailable, to what extent would the Component have the in-house technical 

7. skills and expertise needed to successfully accomplish this function? {l ="expertise is abundant" 8.00 
and 10 = "exrwrtise is verv limited or absent"! 

8. 
How much oversight is necessary to ensure successful performance of the function or 

8.00 reauirement? fl= "lillle oversi'i!ht" and JO= "continuous and substantive oversiPht"l 

9. 
To what extent is the acquisition workforce available to oversee the function? {l = "highly 

7.00 capable and 11•ell staffed" and JO = /ackinl! capabililY and staff"! 

10. 
If all contractors defaulted, how difficult would it be to accomplish the function with the existing 10.00 Federal staff for 30 davs? fl ="no difficu/tv" and JO= hiflh difficult"/ 

11. 
What is the risk that the function will evolve into restricted work (i.e., "scope creep")? 

1.00 fl= "low risk and JO= "hil!hrisk"l 

12. Criticalltv Score. ·rhis field anto calculates bv avcraginll vour ratine..<; from blocks 4 throu~h 11. 7.75 
13. Adjusted Criticnlity. This tield converts yonr criticality score in block 12 into a percentage. 77.50% 
14. Sufficient lnternul Capacity: Minimum Percentage of Federnl En1ployen Needed. Based on the 
Criticality Srore front block 12. this field selects the appropriate Variance Pcrccn1agc from the chart belo\\ 
and subtracts ii from the Adjusted Criticality to g:el the rccon1mcndcd 1nininn11n percentage of Federal 
employees needed to pcrfor1n the function. ·rhis percentage rnust be coniparcd to 1he percentage of existing 
Federal employees either perforniing the funclion and/or pertbrming oversight of the function to determine 

67.50% 

the appropriate balanl'C of Federal t:mployecs to contractors. See block 14. page I sumniary. 

Variance Percentaee 1.0 - .2.4 2.5 - 4.9 5.0- 7.4 7.5- 10 
Criticalltv Score NIA -20o/o -15% ~10% -

8 Curren! Ptrt~nl111!"' or Fl'ds 
_ .. ____ _ 
Dlfr~n·n~c (Curr~n1 - :\1inlmum) 

I 67.50% II 

194.44% I 
I 2s.94% I 
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Sufficient Internal Capability Continued - Address Training/Experience and Oversight Requirements: 

15. Does this service requirement have an adequate number or percentage of Federal employees with 
the appropriate training, experience, and expertise to understand the agency's requirements, formulate Yes No 

alternatives, take other appropriate actions to properly manage and be accountable for the work I 15< 
product, and continue critical operations with in-house resources, another contractor, or a combination 
of the two in the event of contractor default? Explain: 

(b )(5); (b )(7)(E) 

9 
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Version 4.0 

ATTACHMENT E - COST COMPARISON AND ESTIMATE WORKSHEET 

Attachment Eis only required when performance of the function by either Federal employees and contractors is 
appropriate and Federal employees are being considered to perform the work (proposed insourcing of the contract 
work). OFPP Policy Letter 11-01 states "if an agency has sufficient internal capability to control its mission and 
operations, the extent to which additional work is performed by Federal employees should be based on cost 
considerations." 

While minimizing risk and ensuring mission delivery are the Department's paramount considerations, cost is an 
important element of any analysis that involves work that can be provided by either the public or private sector. 

Consistent with the OFPP Policy Letter 11-01 and BWS Guidance, you are required to perform a Comparison Cost 
Analysis to determine which work sector is more cost effective. This analysis requires you to make two determinations: 
separately calculating the cost of Federal employee and cost of contractor performance and then comparing the two. 

Federal\Vorkforce 
To ensure a like comparison, when calculating the cost of the Federal workforce, you are required to use the DHS 
Modular Cost Spreadsheet, a Department-wide budget tool for estimating the direct and attributable costs of hiring 
and performance by Federal employees. Leveraging this budget tool, managers will be able to use the DHS Cost 
Modular Cost Standards as the basis for any basic cost analysis completed as part of the BWS. 

The DHS Modular Cost Standards reflect all of the costs of performing the work in house. They were developed to 
enable program managers to calculate the true cost of a new Federal position. These standards can be used to identify 
salaries and expenses as well as one-time and recurring costs associated establishing new positions. 

The spreadsheet is located on the DHS Office of the Chief Human Capital Officer BWS Program Office website at: 

http://dhsconnect.dhs.gov/org/comp/mgmt/dhshr/mgr/Pages/BWF.aspx 

Click on the link called "FY 2012 DHS Modular Cost Spreadsheet" under Other Links, OCFO. 

Contractor Workforce 
Contractor performance should be measured using contract values, contract rates, contractor proposals, 
historical pricing, independent government cost estimates (IGCE), and other available information related to the 
contract being reviewed. When analyzing an existing contract, cost estimates may be calculated using existing 
contract prices. To determine the costs associated with contractor performance where a contract is not currently 
in place, comparisons to other contracts that are of a similar size and scope may be used to adequately estimate 
the cost of performance.Market research information may also be used, including GSA Federal Supply 
Schedules. For Indefinite Delivery Indefinite Quanitity contracts, use the IGCE to estimate the annual 
number of labor hours based on the maximum contract value or ceiling price. Divide the annual number of labor 
hours by 1,920 to get an estimate on the number of contract employees needed to perform the work. 

Furthermore, in order to ensure a like comparison when calculating the cost of contractor performance, you are 
required to add to the existing contract price those costs listed above in the calculation of Federal Performance. 
This includes and is not limited to estimates of all indirect costs (i.e., the costs of Federal contract oversight, 
potential contract termination and other procurement costs). 

You must also ensure that estimates of all indirect costs are included in your analysis. This includes but is not 
limited to: the costs of Federal contract oversight, potential termiilation, and other procurement costs. 

10 
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Vesion 4.0 

You may use this space to provide any additional information. 
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Date/Time: 
Attendees: 

May 14, 2014/9:30 a.m. 
t b )(6); (b )(7)( C) 

Meeting Summary: 
b)(S) 

2019-ICLl-00017 1803 

Office of the Chief Financial Officer 

U.S. Department of Homeland Security 
500 l 2111 Street, NW 
Washington, DC 20536 

U.S. Immigration 
and Customs 
Enforcement 

www.ice.gov 



VSP Position Conversion Meeting Minutes 
Page2 

Decisions: 
b)(S) 
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From: 

Sent: 

To: 

kb)(6); (b)(7)(C) 
7 Feb 2018 12:11:10 -0500 
b)(6); (b)(7)(C) 

Subject: ocuments or CTCEU HSCEMD-12-F-00054 
Attachments: 2011_12_05 HSCEMD-11-F-00031 Memo Signed.pdf, 2014_12_05_BWS Appeal 
for HSCEMD-12-F-00054.pdf, DHS BWS Submission_New Work BWS Tool_123011 Submission CK.pdf 

CTCEU HSCEMD-12-F-00054 
1. Original Decision Memo - 12/5/11- approved for $8M a year 
2. Approval Appeal document - 12/5/14 - approved for $11.4M a year 
3. "OHS BWS Submission" - this is a print out of the previous "BWAT" system 

I hope this helps! 

kb)(6); (b)(7)(C) I 
Balanced Workforce Strategy (BWS) 
Office of the Chief Financial Officer 
Immigration and Customs Enforcement 
Department of Homeland Security 
202.732. b)(6); 

. . . · - -. - . 

b)(6); (b)(7)(C) 

2019-ICLl-00017 1805 



Office of the Chief Financial Officer 

U.S. Department of Homeland Security 
500 12th Street, NW 
Washington, DC 20536 

DECO 5. 201' 

U.S. Immigration 
and Customs 
Enforcement 

MEMORANDUM FOR: 

THROUGH: 

FROM: 

SUBJECT: 

James Dinkins 
EAD Homeland Security Investigations 

William C. Randolph 
Director, Office of Ac uisition Management 

(b )(6); (b )(7)(C) 

Continuation of Contract Services 
CTCEU Intelligence Support 

anagement Office 

SRA Corp., HSCEMD-l l-F-00031, Contract Value: $8M 

The purpose of this memo is to communicate and establish accountability for a sourcing and 
implementation decision made by the Balanced Workforce Strategy (BWS) Program Management 
Office. This BWS Sourcing Decision relates to SRA Corporation, Task Order HSCEMD-l l-F-
00031, valued at $8M/annum, with the current period of performance ending on March 31 , 2012. 
There are currently fifty-two (52) contract man-year equivalents (CMEs) providing lead generation 
support for the Counterterrorism and Criminal Exploitation Unit (CTCEU). 

The BWS process revealed factors which would normally require federal performance for a 
significant percentage of the function. These factors included the closely associated to inherently 
governmental nature of the services and mission critical nature of the function. However, given the 
SEVIS fee-based funding used for this contract and the need for a scalable and flexible workforce, 
the BWS program supports CTCEU's interest in continuing to out-source these functions. 
Additionally, the program has a formalized risk mitigation plan in place that would address these 
requirements in the event of a catastrophic contract default. 

The BWS Program Office will not review this requirement again unless there is a significant cost 
increase or change in the scope of this task order. Please make certain that your mission support staff 
and relevant program managers continue activities required to maintain future contract support. 

cc: Staci Barerra 

www.ice.gov 
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Homeland Security lm•udgat/ons 
Natlonol Security Jm•estigat/ons Division 

500 12th Swct. SW 
Wnshington. D.C. 20536 

MEMORANDUM FOR: fb)(6); (b)(7)(C) 

THROUGH: 

FROM: 

SUBJECT: 

Purnose 

EXeCUllvC DllCCCOI 

Balanced W orkfo;:.:r=c.:..e-=S=tra..:.t.::.;::c""• ..... v _____ ____, 
(b )(6); (b )(7)(C) 

fb)(6); (b)(7)(C) I 
Assistant Direct 
National Securit 

(b)(6); (b)(7)(C) 

eputy Assis 
National Sec ....,,.'<T"'I".,.,...,.,.,.,.,,,.....__. 

Request for Balanced Workforce Strategy Sourcing Decision 
On Task Order HSCEMD- l 2-F-00054 

The purpose of this memorandum is to gain the concurrence of the Balanced Workforce Strategy 
(BWS) Program Management Office in supporting the execution of option period three (3) of the 
Counterterrorism and Criminal Exploitation Unit's (CTCEU) contract with Systems Research 
and Applications Corporation (SRA). This task order HSCEMD-12-F-00054 is valued at SI J.4M 
for the period of January 1, 2015 through December 31, 2015. 

Background 
The CTCEU conducts investigations or foreign nationals suspected of having violated their 
immigration status, overstayed their visas and who may pose a national security risk to the 
United States. SRA compliments CTCEU's mission by closing almost five million potential 
violator leads resulting in almost 12,000 arrests and through making numerous innovations such 
as the development of the current training program. the LeadTrac system, and assisting with the 
creating of Standard Operating Procedures (SOPs) for new investigative units. Many of these 
improvements have directly led to processing efficiencies and allowed the CTCEU to expand its 
mission and impact. SRA has been a staple at CTCEU since 2003 and was recently awarded a 
new contract with CTCEU in July 27. 20 I 2 running through August 3 I, 2017. 

www.ice.gov 

2019-ICLl-00017 1807 



SUBJECT: Request for Balanced Wortfoftle Strategy Docision On Task Ordar 
HSCPMD-12-F-00054 

-· I 

(b )(5) 

(b )(6); (b )(7)(C) 
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CTCEU IGCE FOR CONmACf ORDER NO. HSCEMD-12-F-GOQS.4 WITH SRA 
JANUARY 1, 2015 THROUGH DEG:MBER 31, 2015 

Direct ybor by catgprv 

Project Manager (1) 
Statistical Data Analyst (3) 
Senior Project Specialist (26) 
Project Specialist (22) 
AdmJnlstratlve Intelligence Analyst (48) 

Other Direct Costs 

Travel and Per Diem 

TOTAL CEILING PRICE: 

Hour!yRap 

(b)(4) 

Labor Subtotal 

ODC's Subtotal 

2019-ICLl-00017 1809 

$ 209,081.60 
$ 621,129.60 
$ 4,451,865.60 
$ 2.174,328.00 
$ 3,974,382.02 . 

$ 30,000.00 

$ 11,460,786.82 



Exercise: Social Media Product Concept Proposal 
[based on Africa Program's Concept Proposal template] 

Fill in the column on the right. 

Basic Information: 
Purpose/s for Writing: 

• Filling a gap? 

• Examining a new development or trend? 

• Contextualizing? 

• US policy context? 

Target Audience: 

• Analysts familiar with AOR? 

• Senior policy makers? 

Key Question/s to be answered: 

• Which key intelligence question arises from 
your answers above? 

• Explain why you chose it. 

• Why is it worth looking at social media for 
this question? 

Proposed Title: 

Product Type: (Media Aid, Report, Analysis): 
Deadline/Timeline: 

S . I oc1a d' me 1a co II f ec ion me th d I 0 0 O!!V: 

Collection method/s: 

• Which tool/s? 

• Why? 

Scope of collection: 

• Which keyword/s, and how generated? 
Chronological period? 

• Why this scope? 

UPdCLASSIFIEBf/feue 

2019-ICLl-00017 1810 
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UPJCLASSIFIE9/fFOUO 

Data analysis plan: 
• Different tools/processes? 
• In what order? 
• Iterations? 
• Why this plan? 

Limitations of collection/method: 
• What do data set and approach NOT 

answer? 
• Validity of social media data as evidence? 

Product: 
Working hypothesis/bottom line: 

Working high-level outline: 
• Outline of paragraphs/sections 
• Call-out boxes, if needed 

Graphics (if desirable): 
• If using, be sure to discuss with graphics 

people early in the process 

Caveats/sourcing language/scope notes: 
• Reflecting limitations and nature of 

analytical point 
• Context, confidence, gaps 

ur~etASSIFIEf'/fF0UO 
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Homeland Security Investigations 
National Security Investigations Division 

b )(5); (b )(7)(E) 

FOR OFFICh'\b Ube Q~JLY 

2019-ICLl-00017 1812 

U.S. Immigration 
and Customs 
Enforcement 

1 



b)(5); (b)(7)(E) 

2 
f'OR OFFICI:PtL USE: O~lbY 
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Homela11d Security J11vestigMio11s 
National Security J11vestigatio11s Division 

500 12th Street, SW 
Washington, D.C. 20536 

Hoineland 
Security 

MEMORANDUM FOR: l<b){6); {b){7)(C) 

Unit Chief 

FROM: 

SUBJECT: 

Purpose: 

HSI - Undercover Operations Unit 

l(b)(6); (b)(7)(C) 

Unit Chief 
HSI - Counterterrorism and Criminal Exloitation Unit 

Notification of intent to create an Internet Open-Source 
Exploitation Team 

The purpose of this memorandum is to notify Homeland Security Investigations (HSI), 
Undercover Operation Unit of the Counterterrorism and Criminal Exploitation Unit' s (CTCEU) 
intent to create a specialized Internet Open-Source Exploitation Team of analysts to fulfill the 
requirements of the CTCEU's mission to identify, locate and apprehend foreign nationals who 
may pose a threat to the national security of the United States. 

Discussion: 

b)(S) 

www.ice.gov 
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SUBJECT: Notification of intent to create an Internet Open-Source Exploitation Team 
Page 2 

(b )(5); (b )(7)(E) 

Please feel free to contact me if you have any further questions or concerns. 
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Website Recommendations 

b)(S) 
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(b)(6); (b)(7)(C); (b)(7)(E) 
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HOMELAND SECURITY INVESTIGATIONS 
National Security Investigations 

(b)(6); (b)(7)(C); (b)(7)(E) 

Law Rnfot ce111ent Sett:Jitive 

2019-ICLl-00017 1818 
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HOMELAND SECURITY INVESTIGATIONS 
National Security Investigations 

{b )(6); {b )(7)(C); {b )(7)(E) 

Lan Enfot cement Settsiti:/e 
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Hoilleland 
Security 
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HOMELAND SECURITY INVESTIGATIONS 
National Security Investigations 

b )(6); {b )(7)(C); {b )(7)(E) 

Lew :E&fenemeBt Se1tsiti.-\'e 
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Security 

3 



Homeland Security Investigations 
National Security Investigations Division 

b){7)(E) 

Ftnt Cfif'ICIAL USE ONLY 
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U.S. Immigration 
and Customs 
Enforcement 
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{b )(6); {b )(7)(C); {b )(7)(E) 

2 
FOR OFFICIAL USE OfqLY 
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Homeland Security Investigations 
National Security Investigations Division 
Assistant Director 

b){7)(E) 

LA1# EHFORCEMEPff SEPJSl'flYE 
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U.S. Immigration 
and Customs 
Enforcement 

1 



b )(6); {b )(7)(C); {b )(7)(E) 

2 
FOR OFFICIAL USE OfqLY 
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b)(7)(E) 

3 
P'Oft OFFICIAb USE 8~1b¥ 
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(b)(7)(E) 

4 
FOR OFFICIAL U5E Of4LY 
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Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 
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Withheld pursuant to exemption 

WIF Draft ; (b)(S) 

of the Freedom of Information and Privacy Act 
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Withheld pursuant to exemption 

(b )(5) ; (b )(7)(E) 

of the Freedom of Information and Privacy Act 
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Withheld pursuant to exemption 

(b )(5) ; (b )(7)(E) 

of the Freedom of Information and Privacy Act 
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of the Freedom of Information and Privacy Act 
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of the Freedom of Information and Privacy Act 
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of the Freedom of Information and Privacy Act 
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of the Freedom of Information and Privacy Act 
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(b )(5) ; (b )(7)(E) 

of the Freedom of Information and Privacy Act 
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(b )(5) ; (b )(7)(E) 
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of the Freedom of Information and Privacy Act 
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Withheld pursuant to exemption 

(b )(5) ; (b )(7)(E) 

of the Freedom of Information and Privacy Act 
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(b )(5) ; (b )(7)(E) 

of the Freedom of Information and Privacy Act 
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of the Freedom of Information and Privacy Act 
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Withheld pursuant to exemption 

(b )(5) ; (b )(7)(E) 
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of the Freedom of Information and Privacy Act 
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(b )(5) ; (b )(7)(E) 

of the Freedom of Information and Privacy Act 
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OST Training Guidance Sheet Created bykb)(6): I August, 2015 
Last Updated on - August I, 20 I 5 

UlqCLASSlfIED//LAW EHfOitCEfvtEH'f SEHSI'flVE 

Open Source Analyst Training Documents 
b)(7)(E) 

UHCLASSIFIED//L~W ENFORCEMillff Sill4SITIVE 
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Open Source/ Giant Oak Demonstration March 2, 2016 

Attendees: 

b)(6); (b)(7)(C) 

Purpose: 

The purpose of today's meeting was to showcase the technology that Giant Oak is providing to 
the unit through Social Locator and GOST. CSRA presented how Open Source is defined, as 
well as provided examples of cases that were successful in leading to an atTest. 

0 /A: 

- b)(6); (b)(7)(C); (b)(S) 

Action Items: 

NIA 
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Open Source searches 

(b)(7)(E) 
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U.S. 
Immigration 
and Customs 
Enforcement 

JUSTIFICATION FOR OTHER THAN FULL AND OPEN COMPETITION­
HIDDEN UNIVERSE OF INFORMATION ON THE INTERNET COURSE AND 

CYBER SECURITY AND PRIVACY FOR INTERNET USERS COURSE 

b)(S) 

Page 1 of 4 
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(b )(5) 

NIA 

Page 2 of 4 
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b)(S) 

Page 3 of 4 
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11. Certifications 

I certify that the facts and representations under my cognizance, which are included in this 
justification, meet the Government's minimum need and that the supporting data, which forms a 
basis for this justification, is complete and accurate. 

Requirements/Technical Personnel: 

Program Manager 
Homeland Security Investigations (HSI) 

Contracting Officer: 

I ce1tify that this requirement meets the Government's minimal need and that the suppo1ting 
data, which form a basis for this justification, are complete and accurate: 

Date 
Contracting Officer (CO) 
Office of Acquisition Management (OAQ) 

REVIEW: 

Date 

Office of Acquisition Management (OAQ) 

12. Concurrence 

It is determined that the basis for the use of other than full and competition procedures is: 

APPROVAL: 

Date 
Competition Advocate 
Office of Acquisition Management (OAQ) 

Page 4 of 4 
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HOMELAND SECURITY INVESTIGATIONS 
National Security Investigations 

(b)(7)(E) 

Lan Enfot cement Se1tsiti-ve 

2019-ICLl-00017 1964 

Hoilleland 
Security 



HOMELAND SECURITY INVESTIGATIONS 
National Security Investigations 

(b)(7)(E) 

Law Enfot eetnent Se1tsiti.-vi 
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Hoineland 
Security 

2 



From: 

Sent: 

To: 

Subject: 

l(b )(6); (b )(7)(C) 

16 Apr 2018 19:33:28 +0000 

(b)(6); (b)(7)(C) 
FW: Open Source b){7)(E) ....__ ___ __, uestion 

FYI. So it looks like CBP is working on the process outlined below. My assumption is that they'll be using 

l(b}(S) 11 think it wou ld be great and very useful if we 
could wiggle in on this as well. 

v/r 

.... lrh __ ) __ ( fl .... )._· ..... rh ..... ) ...... f7._) ..... f.....,r....._) _ __,~rogra m Man ager /Speci a I Agent 

Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: (703) 287 (b)(6 I Mobile: (720) 255'L z.;; 
(b)(6); (b)(7)(C) 

is cma1 an any attac ments arc NCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that may be exempt from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and disposed of in accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid "need-to-know" without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. If you are not an intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, disseminate, or otherwise use this information. 
Please inform the sender that you received this message in error and delete the message from your system. 

pen ource - ues ion 

Hij(b)(6); 

b)(S) 

I think there is a meeting this week or next about what system CBP will adopt - I can let you know what 
happens. 

Good to hear from you and hope all is well! 

(b )(6); 
(b)(7)(C) 
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From:lfn\f~\· fh\f7\fr.\ 

Sent: Frida , A ril 06, 2018 2:31 PM 
T b)(6); (b)(7)(C) 

Cc 
1:-:-~-=-~-=-~--f=-::~:--~--,,..~.....,....~~~~~~~~-' 

Subject: Open Source (b)(7)(E) uestion 

Hope everything is going well for you over with CBP. I met one of your coworkers,~ at an OS 
training about a month back and I think I remember him mentioning that you1b)(7)(E) I 

l<b)(7)(E) ~ould you provide a little bit of information on the technology and your 
opinion of its effectiveness? 

I've CC'd SA Fb)(6); (b)(7)(C) ~e's a Program Manager with VSP helping out with their side of the Visa 
Lifecycle Program. 

Thanks! 

(b )(6); 
(b)(7)(C) 
nte 1gence Research Specialist 

Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-235l<b)(6): I 
Cell: 703-25lfn\f~\· I 
Email : l(b)(6); (b)(7)(C) 
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From: 

Sent: 
To: 

r b )(6); (b )(7)( C) 

Subject: 
Attachments: 

Hi Team, 

l(b )(6); (b )(7)(C) 

10 Apr 2018 19:33:10 +0000 
l(b )(6); (b )(7)(C) 

FW: QAD Review - Determination to make Single-Award BPA - VLVI 
Ol.14_Contract Type D&F _3-7-2018 QAD Comments.docx 

See questions/comments from our acquisition policy group. They included both in the attachment and 
in the body of his email below. Please address what you can from a technical standpoint. OAQ will 
address all acquisition related questions. I th ink he is looking for a little more robust and precise 
language. 

Let me know if you have any questions or concerns. 

Thanks, 

l(b )(6); (b )(7)(C) 

Investigations & Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-90 (b)(6); 

Email: (b)(6); (If·" -." '"'' 

From:l(b)(6); (b)(7)(C) I 
Sent: Frida , A ril 6, 2018 3:16 PM 
To: b)(6); (b)(7)(C) 

b)(S) b)(6); (b)(7)(C) 

Subject: QAD Review - Determination to make Single-Award BPA - VLVI 

Good Afternoonl(b)(6); (b)(7)(C) ~ (this is a long email, I apologize!) 

I completed the review of the Determination to award the Single-Award BPA. PLEASE bear with me as a I play 
extreme devil's advocate in this review. OCPO does not hold back any punches when reviewing/approving these 

I provided the attachment with Track-Changes and I wil l summarize my comments below (attempting to write 
them in chronological order of appearance of track changes). 
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(b )(5) 

Comments: 

(b )(5) 

I know this is a lot so please let me know of any questions or concerns. 

Thanks! 
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l(b )(6); (b )(7)(C) 
Contracting Officer 

OHS I ICE I OAQ I Quality Assurance Division (QAD) 

0: 202-73~(b)(6) 1 M:202-505~(b)(6); (b)(7)(C) 
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From: 
l(b )(6); (b )(7)(C) 

Sent: 13 Feb 2018 18:07:24 -0500 
To: (b)(6); (b)(7)(C) 
Cc: 

b)(6); (b)(7)(C) 

Subject: FW: Revised PWS and Market Research 
Attachments: RE: VLVI PWS & D&F - Revised, 02-13-2018 VLVI PWS.DOCX 

(b)(6); (b)(7)(C) 

The attached PWS with the privacy-specific clauses has been cleared by Privacy, so I think we are good. 

(b )(6); 
( h \(7 \(f: \ 

l(b)(6); (b)(7)(C) I 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Invest igations 
Office: 703-235 (b)(6); 
Cell: 202-345 b)(6); 

Emailp )(6); (b)(7)(C) 

From: (b)(6); (b)(7)(C) 
Sent: ues ay, e ruary 13, 2018 6:01 PM 

To: kb)(6); (b)(7)(C) 
Cc: I 
!.--~~~~~~~~~~~~~~~~~~~~~~~~~--' 

Subject: RE: Revised PWS and Market Research 

Yes, sir - good to go! 

Privacy Officer 
Information Governance & Privacy 
U.S. Immigration & Customs Enforcement 
Direct: (202) 732-~ 

Mobile: (202) 487-111 ... \la \. 1 

Main: (202) 732 b)(6); 
,,_, ,..,, , ,.... , 

Questions? Please visit our website at https://insight .ice.dhs.gov/mgt/oop/Pages/index.aspx. 

From b)(6); (b)(7)(C) 
Sent: Tues ay, Fe ruary 13, 2018 5:54 PM 

~~f b)(6); (b)(7)(C) 

Subject: FW: Revised PWS and Market Research 

(b )(6); 
(b)(7)(C) 

Attached is the updated PWS & the one you commented on - we took almost all your comments and 
updated the language. Please take another look and let me know if you are okay with it. 
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(b)(6); (b)(7)(C) 

Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-2 - (b)(6): 

Cell: 202-34 ~~~~~~c 
Email: (b)(6); 

From: l(b)(6); (b)(7)(C) 
Sent: Tuesday, February 13, 2018 3:49 PM 
To: b)(6); (b)(7)(C) 
Cc: 

b)(6); (b)(7)(C) 
Subject: Revised PWS and Market Research 

All, 

Please see the revised PWS and AP for your review. 

v/r 

~b)(6) ; (b)(7)(C) I 
Intelligence Research Specialist 
Counterterrorism and Criminal Exploitation Unit 
ICE - Homeland Security Investigations 
Office: 703-23 b 6 · 

. - - b)(6); 
(b)(6); (b)(7)( b)(7)(C) 
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From: l(b)(6); (b)(7)(C) I 
Sent: 13 Feb 2018 18:03:27 -0500 
To: 

Cc: 
r b)(6); (b)(7)(C) 

Subject: RE: VLVI PWS & D&F - Revised 

f b)(6); (b)(7)(C) 

Kb)(6); (b)(7)(C) 
Privacy Officer 
Information Governance & Privacy 
U.S. Immigration & Customs Enforcement 
Direct: (202) 73 b )(6 ); 
Mobile: (202) 48 (b )(6 ): 

Main: (202) 732kh\t~ \· 

Questions? Please visit our website at https://insight.ice.dhs.gov/mgt/oop/Pages/index.aspx. 

From: kb )(6 ): (b )(7)(C ) 

Sent: Tuesday, February 13, 2018 5:13 PM 

~~Jb)(6); (b)(7)(C) I 
Subject: RE: VLVI PWS & D&F - Revised 

Thanks for askingJ(b)(~ ); _. the process was somewhat different this time since we've been working with 
HSI on the substance of the requirements. Kb)(S) I 
r b)(S) 

kb )(6 ): 
Privacy Officer 
Information Governance & Privacy 
U.S. Immigration & Customs Enforcement 
Direct: (202) 732- b )(6 ); 
Mobile: (202) 487- b)(6 ): 
Main: (202) 732-fo )(6 ): 

Questions? Please visit our website at https://insight.ice.dhs.gov/mgt/oop/Pages/index.aspx. 

From: b)(6); (b)(7)(C) 
Sent: Tues ay, Fe ruary 13, 2018 2:46 PM 
To: b)(6); (b)(7)(C) 
Cc: 
Su b1.._,e,....,,.,....,...: .,.,,.,_.......,........,,,....,..:t'TT>.....,......,...., ........ _ Revised 

Thanks for your review of the PWS. The team is going address your comments ASAP. 

2019-ICLl-00017 1979 



Thanks, 

l(b)(6); (b)(7)(C) I 
Investigations & Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905 b)(6); 

Email: b)(6); (b)(?)(c)""'' 

From:Kb)(6); (b)(7)(C) I 
Sent: Tuesday, February 13, 2018 11:21 AM 
To (b)(6); (b)(7)(C) 
Cc 
b)(6); (b)(7)(C) 

Subject: RE: VLVI PWS & D&F - Revised 

Hi (b)(6); 
fh\17 \fl"' \ 

As requested, attached is the PWS we received yesterday afternoon (2/12) with Privacy's ~(b)(6); 
Kb)(6); !comments. We are awaiting a response to determine if Privacy also reviewed the D&F that was 
submitted along with the PWS. We can also discuss on the call today regarding ~b)(S ) I 

Kb)(S) I 

Attached are the most recent, revised IGCE's. 

The most recent Market Research document with b)(6); omments was uploaded by me last week. 

v/r 

..... l(b_)_(6_);_(b_)_(?_)(_C_) _ ___,IProgram Manager /Special Agent 

Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: 703 287 · Mobile: (720 255 b 6 · 
b)(6); (b)(7)(C) 

IL.\ 1 ""'1 \ / ,.._ \ 
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--~llli't.El!D!EENTIALITY NOTICE: This email and any attachments arc UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains infor · may be exempt from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, ts d disposed of in accordance with OHS policy relating to FOUO information and is not to be 
released to the public or other personnel who don 'alid "need-to-know" without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either 111 w erbal form. If you are not an intended recipient or believe 
you have received this communication in error, please do not print, copy, retransmit, · . or otherwise use this information. 
Please inform the sender that you received this message in error and delete the message from your sys em=---~ 

8, 2018 1:43 PM 

Subject: RE: VLVI PWS & D&F - Revised 

ALCON, 

Once VSP/CTCEU leadership have approved the revised PWS please make sure Privacy, OPA, and PSU 

sign off on the changes. I know we had discussed that a million times before, sorry for the incessant 
reminders. Also, please send OAQ the final approved (by all parties) PWS when available. 

Thanks, 

l(b )(6); (b )(7)(C) 

Investigations & Operations Support Dallas I National Security Support I Contract 
Specialist 
DHS I ICE I Office of Acquisition Management (OAQ) 
Phone 214-905 (b)(6); 
Emai (b)(6); (b)(7)(C) 

From: fb)(6); (b)(7)(C) I 
Sent: Wednesday, February 7, 2018 1: 13 PM 
To=rb)(6); (b)(7)(C) 
Cc: 

~b)(6); (b)(7)(C) 

u61ed: VLVI PWS & D&F - Revised 

Hikb)(6); 

Per the request of VSP Management, I've made a few slight changes to the attached documents, which 

includes both the VLVI PWS and the VLVI D&F documents. The changes include the following: 

(b )(5) 
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(b )(5) 

Other than sections referenced above, no additional changes were made to either the PWS or the D&F 
document. 

Please feel free to disseminate the documents to the appropriate parties for review and clearance. 

Thank you very much. 

v/r 

l<b)(6): (b)(7)(C) ~Program Manager/Special Agent 
Homeland Security Investigations 
Visa Security Coordination Center 
National Security Investigations Division 
Desk: (703) 287fb)(6): I Mobile: (720) 255~(b)(6); I 
tb )(6); (b )(7)( C) 

TY NOTICE: This email and any attachments are UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It 
contains information that t from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, an 1 • accordance with DHS policy relating to FOUO information and is not to be 
released to the public or other personnel who do not have a valid nc - "' without prior approval of an authorized OHS official. 
No portion of this email should be furnished to the media, either in written or verbal form. ot an intended recipient or believe 
you have received this communication in error, please do not 1>rint, copy, retransmit, disseminate, or otherwise mation. 
Please inform the sender that you received this message in error and delete the message from your system. 
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