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Project Hmtile Intent (PHI) h a research effort hy the Science and Technology Direltoratt~ to 

ascertain ·whether screening tecbno!Qgy can aid DHS screeners ill m<~king bf'Tter decisions by- S\lpplementing 

the cul'I'tnt screening prou::~~ (vdtcnCHI a hur11an scrccncr C\-aluatcs ctn ind1vidual's behavior) with training 

and computtr~, This Pnvacr Impact i\~~e<;<;ment (PIA) Addn:~~e~ privacy impans of thi~ program, and 

specifically, the temporary storage of video images during field tests of PHI's performance with real 
hehavioral data to ensure that it is effective in a "reJ.l world" environment. 

Overview 

Project Hmtik Intent (PHI) h an c:xpcrimcntalt\.:scarch and dcvdcJpmcnl (R&D) effort in the DHS 
Science and Technology (S& T) Directorate. S&T \Viii be the DHS "owner" of the PHI technology ,.,·bile: the 

tcdmology 1~ being developed and reflncd during the R&D process. S&T will not u~e the PHI technology to 
make or support opnatmnal clecisiom. If ancl when the PHI technology is ready for deployment in an 

opcranonal environment, a DHS cuswmcr (such as the Transponation Security Administration, 
Immigration .1nd Cusmm~ Fnf;-Jru:m~nt, or Cnwnw; and Border Prorection) \Viii ht<e<Jme tlw "nwnPr'' of 

the PHI technology. Upon operational deployment, the DHS Privacy Office will conduct additional impact 
a~~e~~1nent~. 

Laboratory and ~odal sdr:nu: rt'~PatLh havt· h~odated cr:rtain hehavi(Jral indicator~ \Vith dt~ception 

and/or hostile intent. PHI will use computers to identify and analyze those behavioral indicators. and 
resocarchers vvill as~ess the al)llity of the PHI technology to identify those mdicator~ in a n:alworld ~cuing 
(such a5 pa>>enger screemng for mas5 transit) where other factors 5lJCh as environment (e.g. being too hot) 

or external we~~ (e.g., running late for a fllght) could produce sindlar indicators. The specific purposes of 
tbi~ ~tage <lf the resPan:h are l) To assP~~ PHI'~ ahility to identify heh.1vioral indicator~ .1>>(1ciatt'd \-Vith 

deception in a reai-\-\'Orld environment; and 2) To identify any variations between the indicators produced 
in the lah and the indicator~ oh~r:rved in the field. 

Because PHI may ultimately he used hy law enforcement cmtomer>, the ~pecific behavioral 

ind1cators being measured are sensitive informauon and therefore are not to be discussed in this public 
document. The goal of PHI JS to unprove the uu~ung proce~~e~ by provtding Rreeners \Vilh a technologv 
that \Viii help them make faster and better decisions about how to interpret an mdiv1dual's behavioral 

responses 'Nhen ans\A'ering the screena's que~tions. 

The PHI sy~tem will be tested in tnviwnmtnts in which an individual b already undcrgomg 
~creening and thm is already heing intervie\ved hy a profe~si(lnally-trained, experienced ~creener 

Screening could include secondary screening at TSA, but PHI will nor be adding any additional screening to 

e:xi~ting S&T plam to conduct fldd te~nng m th~ ~Lreening enYironment~ (Jf ~everal S&:T 

customers. The first planned field te:st will be with TSA in an airport The PHI ttdmology \Vill be set up in 
om: secondary scn:ening ponal. All per~om undergni ng ~econdary ~cremwg in the portal where PHT JS ~l'l 

up will be vicleoec-L The PHI technology c:leployec:l for the flelc:l test will not have a Yltleo monitor, thereff.Jrt 
tb<·rc ·will be no imdvcrtcllt 12xposm<' of 1hc vid<'o w ;myonc ill thC' :lrC'a. The technology will also no1 

provide any indications or information \-vh;lt';oever w the <;(re<:'ner dwing the field \t;>St. DHS ·will po>t 
nolicc tlm video surveillance is occurring Subsequent field rests with ICE and CBP may involve difTe:rcnt 
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placements of the PHI technology. Roegardle~~ of the placement, the PHI technology w1ll he ~taged such that 
no fccdb,1.ck provided to the scrccncr by the PHI technology. S&T will take no action whatsoever based on 

anything oh~erved on the video-these field test~ are for R&D purpose~ only and nonce of Yideo 

survelllanc!'" will be piact'd near the resting environment. 

The PHI system will consist of a video camera (without sound recording C<tpability), a computer 

(to identify ~P<-L'ific indiL·ator~ (Jf d<..L't:pllon), and an mdicator f(;r the s...:rccnc-r (11'! silent!} Cdnvcy the 

wmputer's J.ssessment of the incHviclual's behavior). (Note: The indicator will be disabletl during tleld 

testing such that the screener will rccetvr no ferdback from the PHI trchnology.) The video camera will 

record an md1vidual's hehavior, the computer will analyze the behavior and 1dennfy indicators of 

deception, and the indicator vvili-,Nhen operationally deployed-silently alert the screener, prompting 

him or her to a~k additional que~tions. The behavioral indicator~ of decepnon identified hy the PHI ~ystem 

during field testing will later be incorporated into existing training processes and procedures for assessing 

ri~k. The addiuon of the PHI technology wh..:n deployed operationally will not chang.: the process that 
screeners ·use now (the observation ancl evaluation of behavior) -the only clitference will be that the PHI 

technology will give the screcner more information m determining when to ask additional questions. 

f.or the purposes of the S&T R&D cffon. video recordings (without sound) of screening itHen·iews 

\Vlll be retamed for furthtr analy;i:;. ami evaluanon of the effectiwnes~ of the PHI technology. Th~' data 

collected during the PHI experiment \Vill also be used to improve screener training technology. No 
additional identifying information (i.e. name) \Viii he collelted, and the Image~ \'-iillilfJt he used hy any 

other component ofDHS or by S&T outside the speciflc PHI efTort. The images will be safeguarded through 
compuh•r ~t•curity (only antborizt•d pt'f~(Jllllf'l \Viii havt• aL'Uc~s to th(c ~ysn·m~ that contain tlw imagt·~) and 

physical security (the data vvill be stored and proce~~ed at a ~ecure ~ite), and no operational decisions will 

be made using PHI technology 

Given this project IS still in the R&D stage, operanonal issues have not been addressed. for example 

ho\v redrts~ will be handled for individuals and \vhat is the be~t pr.11icy for rttaining the operati()nal data 

These is~ucs will be ~ddressed, prior to any R&D project bccomillg operational. 

Under SubchapKr 3 § 182 of the Homeland Security Act, the Science & Technology Directorate is 
charged with "wnducting haslC and apphed research, deYelopment, demomtration, te~ting, and evaluation 

activities chat are relevant co any or all elements of rhe Departmem." This research is being conducted in 

accordanct• \Vith that mh~ion to ~upport ~cn-t•ning anivirit·~ nmdm:rt'd hy DHS Compont•nt~ ~uch a~ TSA, 

CBP. and ICE. 

Section 1.0 Characterization of the Information 

The fnllowing questions are intended to define the scope of the information requested and/or 

collected as well as reasons for its collection as p:.~rt of the program, system. rule, or technology being 
<kvclopcd. 
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1.1 What Information Is collected, used, disseminated, or 
maintained in the system? 

PHI \Vill mllect aml U5C vic\eq recordings (without 50lmcl) c,f the behavioral reactions of 
individuals as rhcy respond to qucsrions posed by chc scn:::cncrs. Thc~c rccordin~s arc the only personally 
id(~Titifl.ah!t• inf;muati_on coll(cC!t•d or ust•d hy PHL No additional information wlll ht• coll(•cwd (such a<> t\w 

name or any other identifying information related to the passenger), and the data \Viii nor be shared ;,vith 
anyone outside the PHI research ream. 

1.2 What are the sources of the Information In the system? 

The information will he generated from dined hduvioral oh~ervation 

scre<'nillg processe5, 

1.3 Why is the information being collected, used, 
disseminated, or maintained? 

ext\ting DHS 

The information is being collected and used to test PHI\ pcrf(mnanlc with real behavioral daca to 
en"ure that it is effective in a "real world" environment. The tedmolngy ha~ already been validated in a 
laboratory setting, btJt experiments are necessary to determine if dw technology is effective in the 
environment in which it will ultimately be deployed. 

In 2006 and 2007, the State University of :\Jew York at Buffalo conducted laboratory testing of the 
ll'dlll\!logy. The re~earch w.1s conductl·d in full C't)tnplLance with 45 CFR 46, and advanLl' inf(Jrfllcd C\!menl 
was obtained fl:om all suhjecb. In accordance with federal law, the research was reYie'~>ved and approved hy 
SUNY Buffalo lnstttlltional Revte'~>v Board # 15- Soda] & B<;>havioral $c;;i<;>mK DH$/S&T did not have a(:c<;>ss 
to an} datil collected during the experiment. DHS/S&T received a summary report de5cribll\g the accuracy 
of the algorithm'> being Kstcd. 

1.4 How is the information collected? 

The video imagl:s arc wllcctcd using a video caml:ra. 

1.5 How will the information be checked for accuracy? 

The video rctnrdings arc bdng u~cd tn tc~t the applirahility of tcrhnolng} dcvdnp(~d ill the 

laboratory to a r<;>a] "IN(Hld <;>nYironment. The informacion c;reatecl from clirect observJ.tion of che indivicltlal 

and b not altered in any vvay during the research process. The experiment is tc~ting the accuracy of PHI'~ 

~ensor~ and algorithms in interpreting hehaYioral indicators. 

1.6 What specific legal authorities, arrangements, and/or 
agreements defined the collection of information? 

The Homdand Security Act of 2002 I Public Law 1007-296, §302(4) I authorizes the Science and 
Technology Directorate to conduu "hask and applied research, development, demon~tration, testing, and 

evaluation activities that are relevant to any or all elements of the Department, through both intramural and 
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extramural program~-" In exeru~ing ih re~pomthtlity under the Homeland Security Alt, S&T i~ authorized 

to collect information. as appropriate, to support R&D related to improving the security of the homeland. 

1.7 Privacy Impact Analysis: Given the amount and type of 
data collected, discuss the privacy risks identified and how 
they were mitigated. 

Video recordings, without sound, of screening mtcrvic\'·:s conducted m a DHS screening 
environment will he collected and analyzed. The privacy risk~ a~~ociated with thh effort exi~t nnly hecause 

the on-site interviewer know~ the idetltity of tbe individtlal at the time of the intervifw. However, PHI \'l,'ill 
not have Kce~s to names or other 1dentifying data (1ther than the Yideo recordings and n(l record <Jf the 

idetltity of \be individual wlll be cn:a\ed or sough\ a~ pan of the PHI effort. A~ an additiotlal ~afeguard 
during tc~ting, the PHI colkction ~ystem u~cd in fldd testing will not mdudc thL u~e of processing 
algorithms onme ancl >vill not have Yicleo display capability, thl.JS enstJring that no information, outcomes, 

or results can be transferred from the PHI research to the opera nona! cnvnonment. 

Section 2.0 Uses of the Information 

The following questions arc iutcmkd to ddincatc dearly the usc of informatiou and the ::tccuracy 
of tht" data heing u~ed. 

2.1 Describe all the uses of information. 

Previous research has identified certain b<"havior5 as being ~ta.tisrically indicativf of deception. The 
inf(mnation collected will he med to test PHI'~ performance with real hehavioral data to emure that it 1~ 

effenive in a ''reJ.l world" environment. The information may also be u5ed to improve screener trJ.luing 
technology. 

2.2 What types of tools are used to analyze data and what type 
of data may be produced? 

For this testing period, the compmer algorithms w1ll be used to analyze the video 1mages after 
C1'lmpktion 1'lf the vidtt'Jlaping back iu tlu.: laboratory. The data produu:d by the algorithms 'Alll b..: an 

analy~i~ of the imliviclual's behavior basecl on the situation and environment Stati~tical analy~is techniques 
will be used to compare the effectiveness of the computer system to the cffecnveness of manual analysis of 
hehJ.vior dming ~creening and again~t the operational (1tJtcome of scrt'ening interviews (Le_ did the ~ysrem 
accurately identify beh,wiors that correlate with deception/hostile imenr!). When operationally deployed, 
the infonnJ.tion ffmn the computt'r ~y~tem will only ht• u~ed to enahle the <;creent'r to hettt'r duermine 

when to ask additional questions. Asking more questions will enable the screener ro determine if an 
indtvidual's behavi(;f i~ rc:Jated to dcLcption t)l' a local cn..,irorum.:ntal varialJlc. DLuing th" PHI experiment. 

screeners will not ~ee or nse any output of the PHI ~y~tem during the actml interview proce5s. No 

opcratioml decisions >Nill be made using PHI technology. The ultimate goal of the PHI system, -...vhcn 
operationally deployed, will be to focus ~creening on inclivicluals who the PHI syqem indicate are 
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exhihiting hehavion that ~uggest decepnon and further minimize the ~creening process for other 

individuals. 

2.3 If the system uses commercial or publicly available data 
please explain why and how it is used. 

The ~ptem d!Je~ not me lommercial 'lr puhlidy-avaJlahle data. The only data u~ed m the PHI effort 

i~ direct video recordings (without sotmd) of individuals. 

2.4 Privacy Impact Analysis: Describe any types of controls 
that may be in place to ensure that information is handled 
in accordance with the above described uses. 

Information collected through the PHI effort will only be used by the PHI research team within 

DHS S&T. The data will not he linked to any other identif)·ing mformation (i.e. name) and the experimental 

d.:na will be safegu.Jrded through computer ~ecurity (only authorized personnel v..:ilJ hJYe acce'i'i to the 
~ysu.::m~ that contain the 1magcs) and phy~1cal ~ecurity (the data will be stored at a ~ccurc site) 

Section 3.0 Retention 

The following questions arc intended to outline how long information will be retained after the 
initial collection, 

3.1 What information is retained? 

The \'ideo 1mages and cffecnvenc~~ ratings will be retained. :'Jo Personally Jdennfiable Infonnanon 
(PII) other than the images will he wllected IJr retained. 

3.2 How long is information retained? 

The informanon for thl~ experiment vnll he retained for the course of the re~earch project and 

de:;,troycd ,tftcr that. 

3.3 Has the retention schedule been approved by the 
component records officer and the National Archives and 
Records Administration (NARA)? 

Yes. General Records System 20 covers the d1sposition of electronic files or records created solely 
to te~t sy~tem performance, as \veil a~ hard-copy printout~ and related documentation f(1r the electronic 

flies/records. Record~ will be deleted/destroyed when the information is no longer needed. 
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3.4 Privacy Impact Analysis: Please discuss the risks 
associated with the length of time data is retained and how 
those risks are mitigated. 

R1sb associated with the storage of personally idcnnfwblr mformanon (vtdco rccordmgs) in the 
expenmental ~ystem are tmtigated hy the proce~~ hy which PHI will ~afeguard the mf(lrmatinn: (I) at the 

cxpcrinwnral site, where the information will be stored on a password-protected, gmrdcd compU!('t ~nd 
(2) during analy~b, where the information w1ll he ~toned at a ~ecme f3.cility on pa~~W(1rd-protected ~ptem~ 

wilh restricted physical access The data \Nill be demoyed when it is uo longer necessary for au;dysis or 
technical development. 

Section 4.0 Internal Sharing and Disclosure 

The following questions arc intended to define the scope of sharing within the Dcpartmmt of 
Homeland Security, 

4.1 With which Internal organizatlon(s) Is the information 
shared, what information is shared and for what purpose? 

The PIT wjlJ not be ~h.ued mnside of the PHI re>earch team. 

4.2 How is the information transmitted or disclosed? 

The PIT will not be trammitterl r)r disclosed to anyone r.1utside the PHI research team. Any data 

transfer within the team Vl'lll oc·cur at a secure site u~ing physical transfer at a scc·urc sllc (1.c. PHI 
inf(mnation will never he exchanged oYer the internet). 

4.3 Privacy Impact Analysis: Considering the extent of internal 
information sharing, discuss the privacy risks associated 
with the sharing and how they were mitigated. 

The PIT will not be shared with or transmittecl/rlisclosed to anyone outside the PHI research team. 

Any data sbanng within the research team \Vlll be done using physical transfe-r at a srcurc site-. 

Section 5.0 External Sharing and Disclosure 

The following questions arc intended to define the content, scope, and authority for information 
sharing: external to DHS which includes FederaL state and local government, and the private sector. 
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5.1 With which external organizatlon(s) Is the Information 
shared, what Information is shared, and for what purpose? 

PII will not be shared outside m-rs_ i\ggregatecl results (i.e. "PI-ll is accurate m cletecting deception 

X% of dw time") may be shared wilh potential DHS cmtomcrs co inform them of the cfTcctivcnc~s of die 
\y~ucn1. 

5.2 Is the sharing of personally identifiable information outside 
the Department compatible with the original collection? If 
so, is it covered by an appropriate routine use in a SORN? 
If so, please describe. If not, please describe under what 
legal mechanism the program or system is allowed to 
share the personally Identifiable information outside of 
DHS. 

PIT \Vill not be shared out~ide DHS 

5.3 How Is the Information shared outside the Department and 
what security measures safeguard Its transmission? 

Pll will not be ~bared outside DHS. 

5.4 Privacy Impact Analysis: Given the external sharing, 
explain the privacy risks Identified and describe how they 
were mitigated. 

PII will not be shared vvith or transmiucd/dl~doscd to anyone outside DHS. Therefore, there arc 

no privacy nsks e~ssodated with external information sharing. 

Section 6.0 Notice 

The following questions are directed at notice to the individual of the ~cope of information 
collected. the right to cons..:ntto u:-.c;:;, of said information, and the right to d..:dinc to provide information. 

6.1 Was notice provided to the individual prior to collection of 
information? 

S&T will po~t signs in the area where the experiment is being conducted. The sign will state "This 
area i~ onder vtdeo ~urveillanLe." Then:fore, mdividnal~ will he aware that video images an: heing 

collected. However; providing explicit notice that to ind1viduals that they arc being recorded J.S part of a 
~cro;:ening experinwnt might alter hebavior and wrmld hwalid.1te the rf'~"\dt~ of the re~<'an:h. 
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The screening environments may also have additional signage pmted to notify indivtduals that an 

experimental technology b being tested. 

6.2 Do individuals have the opportunity and/or right to decline 
to provide information? 

No. IndiYJdual~' hehaYior is already heing ohserYed and evaluated and no !Jperational dechiom >viii 

be made using PHI technology. 

6.3 Do individuals have the right to consent to particular uses 
of the information? If so, how does the individual exercise 
the right? 

No, but the information \Viii be used only to evaluate the effectiveness of PHI technology in a 
"real~world'' environment and improve \creener training. 

6.4 Privacy Impact Analysis: Describe how notice is provided 
to individuals, and how the risks associated with 
individuals being unaware of the collection are mitigated. 

Notice of video rf;'cnrding \Nil] he providl:'d ro individuak However, rhen· is still a privacy ri\k 

a~s0ciateri with the' <ollection. Tim risk is mitigated by the fan that tb.e data collected (v1deo recordings) is 

not linked t(1 any per~nnal identifier and will only he med to evaluate thP efft>ct.in~nes~ of the PHJ 
technology and improve screene.r trJ.ining. The daJa will also be protected by the computer <~nd physical 
~ecunty 111ca~ure~ dc~cribed previou~ly and no operational decisi(Jrb will u~c information from the 

experimental >ystem. 

Section 7.0 Access, Redress and Correction 

The following questionc. are directed at an individual's ability to ensure the accuracy ot' the 

information colk..:h:d about th<:m. 

7.1 What are the procedures that allow individuals to gain 
access to their information? 

There ,tre no procedures tlMt allow individuals to gain access to their information The only PII 
med in thh expenment i~ Yideo recording~, and they will not he linked to any other identif)'ing data ~uch 

a~ a pFJSI)Jl's lJamF. Data collected by PHT will not be <.~cces~ibk to anyl)ne outsirie the PHI researcb ream 
anJ wlll (>nly he useJ to evaluate the effectivenes~ (>f the PHI technology and lrnpmve ~creener training 

technology. 
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7.2 What are the procedures for correcting inaccurate or 
erroneous information? 

The information 15 created frqm direct •Jbservation •Jf the indivicllJal ancl is not altered in any ·way 

during the research process. The cxpcrimcm is ccslin~ dw accuracy of PHI's scmors and algoridm1s in 
id(~ntifying rht' 1whavioral indicator~ of dt•ct•ption 

7.3 How are individuals notified of the procedures for 
correcting their information? 

As the video recordings arc colkctcd through direct observation and arc not linked to an 
individual, there are no procedures for correcting inau:urate or erronenu~ information. 

7.4 If no formal redress is provided, what alternatives are 
available to the individual? 

There arc no alternatives available to the individual. This is a research effort and the recorded PII is 

O<lt u~ed to make deci~itms or determinatiom that impact the individual ret:orded If and when PHI h 
deployed operationally, the DHS PriYary Offlce. will re~assess the pnvacy imparts associated with the 
f>WJeCL 

7.5 Privacy Impact Analysis: Please discuss the privacy risks 
associated with the redress available to individuals and 
how those risks are mitigated. 

The information collected omsist~ solely of video recording~ that are not linked to any other 
personal identifier. The information is collected by direct observation of actions. The privacy risk 1s 

mitigated by the fact that the luformatiun will be protect<.:d by wmpulcr and phrslcal ~ecuntv procedures 
anrl ;vill only be lJsecl to evaluate tl1e effectiveness of the PHI technc,Jogy anti improve screener training 
technology. 

Section 8.0 Technical Access and Security 

The following questions urc intended to describe technical safeguards and security measures. 

8.1 What procedures are in place to determine which users 
may access the system and are they documented? 

During experirnemation, only pre-selected and trained screening personnel will have access to the 
video images and effectiveness ratings. For aualysh, only PHI team members wtll have access to the 
inf()rm;ttion. Th~' information will bt: accessecl ancl used only to analpe the effectwene~~ of the PHI 
technology and improve screener training tedmology. 
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8.2 Will Department contractors have access to the system? 

Yes; only PHI research team contractors will have access to the system. 

8.3 Describe what privacy training Is provided to users either 
generally or specifically relevant to the program or 
system? 

Each opcraror, maintamcr, and PHI team member will rccrivc a review of the sccuriry features of 

the demonstration prototype and \Vill he trained on DHS privacy policies. 

8.4 Has Certification & Accreditation been completed for the 
system or systems supporting the program? 

Due to the ,trchitccmrc and cxi~ting security precautions of PHI, a full Certification ;md 
Accreditation (C&A) is not required, as acknmvledged hy the DHS Office of the Chief Information Ofllcer. 

8.5 What auditing measures and technical safeguards are in 
place to prevent misuse of data? 

The systems on whiCh the information h stored arc protected by role-based pasS\\'Ord access and 
phy~ical s.:curiry. The syqems on which the inf(Jrmation b ~tored will connect only to authorized 

government network5, as specified in the C&A documentation 

8.6 Privacy Impact Analysis: Given the sensitivity and scope of 
the information collected, as well as any information 
sharing conducted on the system, what privacy risks were 
identified and how do the security controls mitigate them? 

Only authorized mers em au~es~ the inf(mnation, which h prl)tecred hy firewall~. pa~~\vord 

se<.-urity, and phr~ical security Thucforc. chc privacr risks associated with ccdmical access and ~ccurity 
have heen mitigated. 

Section 9.0 Technology 

The following questions arc directed at critically analyzing the selection process for any 
technologies utilized by the system, including system hardware. RFID, biometrics and other technology. 

9.1 What type of project is the program or system? 

PHI is a rc:;card1 and dc\rlopmcnt pwjcctw DHS S&T. 
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9.2 What stage of development is the system in and what 
project development lifecycle was used? 

PHI15 not yet a system and i~ in the valiclatiqn aml verification phase of H&D 'T'he technology has 
already been validatc:d in a laboratory ~cuing, bm experiment~ arc necessary to ducrminc if the technology 
b efft,ctiv~' in t\w eJwir<mment in whicb it willultimaUcly h(c dt•ployt'd. 

As of yet, the PHI research team has not us;:,d a liff.o cycle planning tooL 

9.3 Does the project employ technology which may raise 
privacy concerns? If so please discuss their 
implementation. 

This experiment colleu~ video n•u1rding~ of interauion~ that ,tn• alre,td~ hting 'lh~erved hy DHS 

screeners in the exisdng procedures. These recordings will not be linked to any other person-:tl identifier 
and >vill not he shared vvith anyone out~ide the PHI researlh team_ The information will he Lollected and 

m.cimained only long enough to validate the e-ffectiveness of the technology The aggregated information 
rcgardmg bchavidr indttators wHI be used to impro\c scrccncr training tcdmolug)-. 

Approval Signature Page 

Oridnal swneJ and on file with the DHS Pnvacy Office 

Hugo Teufellll 

Chief Privacy Officer 
Dcpanmcnt of Homeland Security 




