


creation of a Cybersecurity National Action Plan. The proposed plan includes an in-
vestment of $19 million for actions that would add extra layers of security for personal 
online accounts, modernize government technology to minimize breaches, assistance 
in securing “Internet of Things” devices, and catching and prosecuting cyber criminals. 

(Source: The White House)

Countering Violent Extremism Website for Teens
High school students are perfect targets for recruitment by violent extremists seeking 

who wish to conduct acts of targeted violence within our borders, as this is often the 

There are several notable cases of teens and college students attempting to join the 
Islamic State of Iraq and the Levant (ISIL) in the past few years. While it remains an 
unlikely event, it does happen.

Most extremist recruiting techniques today focus on technology many parents didn’t 
-

maintain their momentum, but other groups use them, too. 

The FBI launched a new website designed to raise awareness of violent extremism 
and help keep teens from being radicalized and recruited. The site’s message – Don’t
Be a Puppet – is geared to educate impressionable adolescents on the many ways 
recruiters may try to contact them and have them join their cause – whatever that 
cause may be. The interactive site uses videos, activities, and other materials to teach 

throughout.

Parents and high schools must be vigilant and educate their students about what 
drives violent extremism and the potential consequences of embracing extremist be-
liefs. Another resource to help this goal is the FBI report “Preventing Violent Extrem-
ism in Schools” (PDF, 1.53 Mb), released in January.

(Source: )

SAFETY Act Webinar
The SAFETY Act, which stands for “The Support Anti-terrorism by Fostering Effective 

to provide incentives and liability protection for individuals and companies interested 
in developing and deploying anti-terrorism technology. 

The types of approved technology already in use include explosive detection, cyber-
security applications, incident management software, cargo screening services, video 

the SAFETY Act seal which buyers can seek out when researching goods and ser-
vices. The designation does expire and developers must submit renewal paperwork to 
keep the designation current. 

The Department of Homeland Security (DHS) is hosting a webinar on Wednesday, 
February 24th -
TY Act renewal applications. Interested parties should register.

(Source: SAFETY Act)
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